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1. Overall Description:

3GPP SA2 thanks oneM2M TP for the LS S2-133181 / oneM2M-TP-2013-0307R01.

In the oneM2M LS there is a list of features which may require interworking with 3GPP network. SA2 would like to give feedback about the 3GPP network capabilities and functionalities related to the oneM2M features as follows.
1.
An M2M Service provider may request broadcasting/multicasting to multiple devices in the Operator Network (e.g. addressing a group of devices within a specified area for broadcast/multicasting of identical M2M data).
3GPP network already provides multicast/broadcast capabilities via (e)MBMS framework TS 23.246 and CBS framework TS 23.041 for 3GPP operator internal services. In the case where the M2M service provider is identical with the 3GPP operator, the MBMS and CBS technologies can be accessed by M2M service provider. Further, in Release-12 improvements to (e)MBMS are studied within the GCSE Work Item TR 23.768 which would allow dedicated reference point between (e)MBMS serving center in 3GPP network and application server outside of the 3GPP network. The GCSE WI targets public safety services and the solutions are developed according the 3GPP SA1 requirements for public safety as specified in TS 22.468. Please note that in the beginning of Release-12 3GPP SA2 discussed Group Addressing aspects under MTCe WI building block MTCe_GROUP, but the study was stopped, as MTCe_GROUP was deprioritized.
2.
An M2M Service provider may request QoS and Prioritization for M2M communications to/from individual devices or groups of devices. A device may request QoS and Prioritization for M2M communications to/from the M2M Service Provider.
The reply to the feature 2. is structured in a way to differentiate between mobile terminated (MT) and mobile originated (MO) communications aspects:

· Concerning communication from application server to device (MT communications): As described in TS 23.682 Release-11, Tsp interface already provides the opportunity to the service capability layer to indicate priority for a Device Trigger Request to the MTC-IWF.  Such or similar indication is expected to be specified in Release-12 for Small Data feature of MTCe_SDDTE WI.  
· Concerning communication from device to application server (MO communications): special authorized devices are able to request prioritized communication by invoking 3GPP priority services only if the devices belong to one of the 5 special access-classes (Access Classes 11 to 15) as defined in TS 22.011.
Regarding the QoS traffic treatment, 3GPP offers different QoS Classes (described in TS 23.401) that are assigned to the traffic flows through operator policy TS 23.203.  QoS treatment can be requested by the device or be provisioned in the 3GPP network operator's policy control system. 
3.
An M2M Service provider and a Network Operator may exchange information related to characteristics of M2M Devices or M2M Gateways, such as indications for small data, transmission scheduling parameters, mobility characteristics, etc..
4.
A Network Operator may request the M2M Service Provider to schedule traffic via the Operator Network (e.g. to delay specific M2M traffic when the 3GPP Network experiences high traffic load).
In Release-11, TS 23.682 describes the specification for the Tsp interface. It is possible that the M2M service capability server can indicate e.g. validity period and priority for the Device Trigger Request in each message over the Tsp reference point. However, parameters like "indications for small data, transmission scheduling parameters, mobility characteristics" were not specified. 
In Release-12, 3GPP has discussed the information exchange between M2M Service layer and 3GPP network within the MTCe_SDDTE WI, which is still on-going work. As part of the "Overload Control" key issue, it was concluded (as described in TR 23.887) to allow the 3GPP network to inform the M2M service capability server via the Tsp reference point about a failure for Device Trigger Request delivery and other overload control parameters (e.g. suppression rate of messages). The normative work for "Overload control" has been moved to stage 3 specifications. Please note that the study for other Key Issues like "Efficient Small Data Transmission" has not concluded yet.
5.
It should be possible to dynamically (e.g. to enable plug and play) correlate the oneM2M Service Enablement Framework identifier of M2M Devices with the External Identifier used by the 3GPP network for the same MTC client.
The Tsp reference point offers the possibility to carry external identifier, however the mapping to 3GPP network internal identities is performed internally in the 3GPP network (in the Home Subscriber Server, HSS). This mapping is (pre-)provisioned to the device's subscription data. Requirements for a more dynamic mapping need to be specified by SA1.
6.
It should be possible to provide the oneM2M Service Enablement Framework with information regarding whether a M2M Device is authorized to access the Operator Network.
The expression "M2M Device is authorized to access the Operator Network" is not completely clear to 3GPP SA2 WG. Two procedures related to network access authorization can be differentiated in the 3GPP network. The one procedure is the device authorization and authentication performed during the attach procedure (based on the credentials stored on the SIM card). The second procedure is the limitation of network access due to temporary network congestion or overload. Please note that these procedures are independent. 
7.
An M2M Service provider and a Network Operator may exchange information on charging and subscriptions to support interworking with M2M Service providers.
The reply to the feature 7. is structured according to the charging and subscription aspects:

· On charging: the 3GPP operator is able to generate and store charging data (in form of charging data record, CDR) for the offline or online charging systems. The exchange of CDRs to entities outside the 3GPP network is not standardized in 3GPP, but in GSMA as part of the interaction between PLMNs for roaming UEs. For example GSMA's "TAP 3" protocol can be used between PLMNs to exchange charging information. 
· On subscription: there are no 3GPP standardized interfaces for provisioning of subscription data to the Home Subscriber Server (HSS) which stores the subscription data. For example, non-standardized tools like web-interfaces can be used to provision data into the HSS.
8.
It should be possible to leverage on 3GPP security capabilities such as GBA for the benefit of oneM2M Services and Applications. Alternatively it could be possible to leverage oneM2M security capabilities for the benefit of Operator Network security.
Please refer to 3GPP TSG-SA3 WG for questions related to security aspects between the M2M service capability layer and the 3GPP network.

9.
An M2M Service provider and a Network Operator may exchange information related to location information of M2M Devices or M2M Gateways.

The functionality of Location Based Services (LCS) is already available via the location services framework which is standardized in 3GPP in TS 23.271. External LCS client, e.g. installed in the M2M service provider domain, can request the location of 3GPP terminal via the Le interface to the (G)MLC (Gateway Mobile Location Centre) entity as described in TS 23.271. 
2. Actions:

To oneM2M Technical Plenary
ACTIONS: 

1) Please take note of the above information about the 3GPP network capabilities and functions.
3. Date of Next TSG-SA2 Meetings:
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