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Abstract of the contribution: This paper updates and evaluates the UE-to-network solution R12.
1. Introduction
This contribution proposes the following update:
· Clarify how the Relay UE know the IP address of the AAA proxy;
· Clarify how the P-GW differentiates remote UEs and it has been authenticated when remote UEs request IP address by DHCP;
· Also the evaluation part is added. 
2. Discussion
As specified in TS22.278, there are requirements that the operator could control the relay connection between the relay UE and the remote UE. Quoted:

Based on operator policy, the operator network shall be able to control the relaying of network services between Public Safety ProSe-enabled UEs communicating by means of ProSe.

Based on operator policy, the operator network shall be able to control ProSe E-UTRA Communication between Public Safety ProSe-enabled UEs that are in ProSe E-UTRA Communication with a Public Safety ProSe-enabled UE that is served by E-UTRAN and acting as their ProSe UE-to-network relay. This requirement applies to any ProSe E-UTRA Communication between two Public Safety ProSe-enabled UEs, ProSe Group Communication and ProSe Broadcast Communication.

The requirement indicates that the operator shall be able to aware and control the relay connection between the relay UE and the remote UE.

In Solution R12, the EPS network is aware and authorizes the remote UE out of coverage based on the AAA mechanism. It gives operator the capability to control whether one remote UE is permitted or not to be connected to the the UE-to-network Relay via the ProSe direct connection. Also as all traffic go through the selected PGW, it is possible for operator to control the traffic from the remote UE if need, e.g. based on the destination IP address or traffic type.
C1: The UE-to-network Relay solution R12 addresses the requirement that the network is able to control the ProSe direct communication between the relay UE and the remote UE.

3. Proposal

It is proposed to make the following update to solution R12 in TR 23.703. 

* * * * Start of 1st Change * * * *
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6.3.12
Solution R12: UE-to-Network relay with network authorization 

6.3.12.1 
General

The solution in this clause addresses the key issue#5 "Relay for Public Safety ProSe" described in clause 5.5. The UE behind the Relay UE is named as Remote UE for simplicity. 

6.3.12.2
Procedures 

6.3.12.2.1
Overall phases for UE-to-Network relay communication

The overall phases for ProSe UE-to-Network relay communication are depicted in the Figure 6.3.12.2.1-1.
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Figure 6.3.12.2.1-1: The overall phases for UE-to-Network relay 

The overall ProSe UE-to-Network relay communication includes the following phases:

1.
Relay UE activates the Relay function based on user's configuration or external triggering, e.g. receiving one message for Relay UE query. More detail procedure can be found in 6.3.12.2.2.

2.
The Remote UE tries to find Relay UE. More details about this procedure can be found in 6.3.12.2.3.

3.
The Remote UE tries to establish the communication path to the network via the Relay UE. More details about this procedure can be found in 6.3.12.2.4.

4.
The Remote UE can communicate with the network via the UE-to-network relay. More details about this procedure can be found in 6.3.12.2.5.

6.3.12.2.2 
UE-to-Network Relay UE activation

When the Relay UE activates the UE-to-network relay function, the PDCF need authorize whether it is permitted to activate UE-to-network relay function based on the ProSe UE context. 

If UE-to-Network Relay function is permitted, the network provides the relay configuration information to the Relay UE. The configuration information includes:

-
The allowed radio resource used for UE-to-network relay. 

The procedure for activating the UE-to-network relay function is depicted in Figure 6.3.12.2.2-1:
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Figure 6.3.12.2.2-1: Activation procedure for UE-to-network Relay

0. Relay UE is triggered to activate the UE-to-Network relay based on user's configuration or external triggering, e.g. receiving one message for Relay UE query. 

1. The Relay UE sends the PDN connectivity Req (Relay activation indicator, ProSe UE identity) to the serving MME. The Relay activation indicator can be the APN specific for relay service. 

2/3. The MME sends the relay authorization request message to the PDCF in order to check whether the Relay UE is permitted to activate the UE-to-network relay function. 

4. It is same as steps 2~6 of clause 5.10.2 of TS 23.401 [11]. The P-GW includes the IP address of the AAA proxy in the PCO IE.
 5/6. The MME include an indication in the S1-AP message that the Bearer to be established is for Relay usage. The eNB allocates the radio resource for the Relay UE and sends the relay configuration information to the Relay UE via RRC reconfiguration message. 
Note: 
If the Relay radio resource is allocated on a non UE specific basis, no change is need in step 5/6. This is to be determined in RAN WGs.
7/8. It is same as steps 10, 12 of clause 5.10.2 of TS 23.401 [11].

After this procedure one PDN connection is established between the Relay UE and the PGW, i.e. Relay PDN connection. All the following communication between Remote UE and the network is transferred via the Relay PDN connection. 

6.3.12.2.3 
Discovery and selection of UE-to-Network relay 

The discovery of UE-to-network relay could be realized by the ProSe 1:m communication operation. The solution defined in "6.1.3 Solution D3: Targeted ProSe discovery" can be used. It is possible that the Remote UE receives several responses for its relay request from the Relay UEs, the Remote UE will select one Relay UE, e.g. based on the direct signal strength from the Relay UEs. 

NOTE: 
The UE-to-Network Relay function in Relay UE can be triggered when it receives the query message from Remote UE. 

6.3.12.2.4 
Establishment of UE-to-Network relay connection

The procedure for accessing the network via the UE-to-network relay is depicted in Figure 6.3.12.2.4-1:
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Figure 6.2.12.2.4-1: Attach the network via UE-to-network Relay

1.
The Remote UE sends a Relay PDN connection request to the Relay UE. 

2.
The Relay UE triggers the Remote UE authentication procedure. The AAA server and the UE perform the mutual authentication using, i.e. EAP-AKA’ protocol, as described in clause 6.2 TS 33.402[X]. The temporary UE identity, i.e. the pseudonym, is generated in EAP- AKA’ authentication procedure.

The Relay UE and the AAA proxy transfer the authentication message between the AAA server and the UE. The Relay UE sends the authentication message to the AAA proxy based on the address received in step 5 in clause 6.3.12.2.2. The IP address of the AAA server is preconfigured in the PGW.
NOTE 1: The authentication message is transferred to the PGW as a data packet via the established the Relay PDN connection (refer to 6.3.12.2.2) between Relay UE and PGW. 
NOTE 2: More details about this step will be defined in SA3.
When the remote UE is successfully authenticated, the P-GW records the temporary identity of the remote UE and creates the mapping table between the IMSI and temporary UE identity.
3.
If the UE is authenticated successfully, Relay UE accepts the Relay PDN connection request and sends response message back to the Remote UE. The cell information relay UE camped is also included in the response message.
4.
When the Remote UE receives the Relay PDN connection accept message, it tries to apply IP address from network via the DHCP procedure. The remote UE includes the temporary UE identity received in step 2 in the DHCP message. Based on the mapping of the temporary identity and the IMSI, the P-GW identifies the remote UE that has been authenticated and allocates the IP address to the Remote UE by itself or from an external DHCP server. The allocated IP address could be IPv4/IPv6 address. PGW needs the record the Remote UE IP address assigned by the network.
Note 3: The IP address assigned to Remote UE before the communication to the network via the UE-to-Network relay are not preserved. 
5.
The Remote UE can transfer the data packet via the Relay UE. The Relay UE selects the PDN connection based on the bearer mapping, i.e. the mapping between PC5 bearer and the Relay PDN connection. The network can also transfer the unicast data packet to the Remote UE via the Relay UE. The PGW selects the PDN connection based on the destination IP address. Relay UE forwards the downlink packet based on the mapping between the destination IP address and the PC5 bearer.
Note 4: To be aware of the presence of remote UEs in order to recycle the IP address when a remote UE loses connection to the relay UE, the Remote UE needs periodically renew the IP address per RFC2131[Y] for IPv4 and RFC 3315[Z] for IPv6. 
6.3.12.2.5
 Multicast support via UE-to-Network relay

Similar as the procedure "6.3.11.2.2 Multicast/Broadcast traffic support" step 6/7, the Relay UE starts to monitor the multicast channel.

6.2.12.3 
Impact on existing entities and interfaces


The dedicated P-GW to support UE-to-network relay:

· Collocated with AAA proxy function and transfers the authentication message between the remote UE and AAA server.
MME:

· Authorize whether the relay UE could establish the PDN connection for relay.

Relay UE:

· Establish the PDN connection for the UE-to-network relay usage;

· Request the remote UE to perform authentication and transfer the authentication message from/to the network;
· Support to receive the MBMS communication message from network and send it to the remote UE via ProSe communication.
6.2.12.4 
Solution evaluation


The solution address Key Issue #5: Relay for Public Safety ProSe in clause 5.

The solution presents the following advantages:

· The EPS network could authorize the access from the remote UE out of coverage based on the AAA mechanism. It gives operator the capability to control whether one remote UE is permitted or not to be connected to the network and addresses the associated requirement on the UE-to-network relay in TS 22.278 [3].
· The EPS network allocates the IP address to the remote UE. The network could aware the connection of each remote UE, and the network could perform the separate charging to each remote UE. 
· Support IPV4/IPV6 address type, and the remote UE could be allocated IPV4 or IPV6 address based on the operator policy.

· The EPS network could authorize whether the relay feature is permitted to the relay UE.
* * * * End of Changes * * * *
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