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4.8.2a
UE Procedures

4.8.2a.1
Selection of Active ANDSF Rules

The UE may be provisioned with multiple valid ISMP, ISRP, IARP and WLANSP rules (by the HPLMN and by the VPLMN when it is roaming). The UE does not apply all these valid rules but selects and applies only the "active" rules. Specifically:

-
A UE that cannot simultaneously route IP traffic over 3GPP access and over WLAN access shall select an active ISMP rule, an active IARP rule and an active WLANSP rule, as specified below.

-
A UE that can simultaneously route IP traffic over 3GPP access and over WLAN access shall select an active ISRP rule, an active IARP rule and an active WLANSP rule, as specified below. 
When the UE is not roaming, it shall select the active ISMP/ISRP rule, the active IARP rule and the active WLANSP rule to apply from the valid rules provided by the HPLMN based on the individual priorities of these rules (or based on other criteria specified in TS 24.312 [xx]). For example, the highest priority valid WLANSP rule is selected as the active WLANSP rule.

When the UE is roaming, it may have valid rules from both HPLMN and VPLMN. In this case, the UE shall select the active rules as follows:
1)
The active IARP rule is selected from the valid IARP rules provided by the HPLMN.
2)
The active ISMP/ISRP rule and the active WLANSP rule are selected based on the UE configuration as follows:

 a)
The UE is configured to "prefer WLAN selection rules provided by the HPLMN" or not. This configuration can be done either by the user or by the H-ANDSF via the list of “VPLMNs with preferred WLAN Selection Rules” (see clause 4.8.2.1.7). User configuration takes precedence over the H-ANDSF configuration.

b)
If the UE is configured not to prefer WLAN selection rules provided by the HPLMN (i.e. the VPLMN to which the UE is registered is included in the list of “VPLMNs with preferred WLAN Selection Rules”), then the UE shall check the WLANSP rule of the VPLMN and shall determine if there are available WLAN access networks that match one or more groups of selection criteria in this rule.
i)
If there is at least one WLAN access network that matches one or more groups of selection criteria in the WLANSP rule of the VPLMN, then the UE shall select the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the VPLMN (based on their priority values).

ii)
If there is no WLAN access network that matches one or more groups of selection criteria in the WLANSP rule of the VPLMN, then the UE shall select the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the HPLMN. When the UE determines that at least one WLAN access network that matches one or more groups of selection criteria in the WLANSP rule of the VPLMN becomes available, it shall operate as in bullet i) above and may re-select to such WLAN access network.
c)
If the UE is configured to prefer WLAN selection rules provided by the HPLMN (i.e. the VPLMN to which the UE is registered is not included in the list of “VPLMNs with preferred WLAN Selection Rules”), then the UE shall check the WLANSP rule of the HPLMN and shall determine if there are available WLAN access networks that match one or more groups of selection criteria in this rule.

i)
If there is at least one WLAN access network that matches one or more groups of selection criteria in the WLANSP rule of the HPLMN, then the UE shall select the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the HPLMN (based on their priority values).

ii)
If there is no WLAN access network that matches one or more groups of selection criteria in the WLANSP rule of the HPLMN, then the UE shall select the active WLANSP rule and the active ISMP/ISRP rule from the valid rules provided by the VPLMN. When the UE determines that at least one WLAN access network that matches one or more groups of selection criteria in the WLANSP rule of the HPLMN becomes available, it shall operate as in bullet i) above and may re-select to such WLAN access network.
During power-up, while the UE has not registered to any PLMN, the UE shall consider the WLANSP rules provided by the HPLMN as valid and shall select an active WLANSP rule as described above (the one with the highest priority). Thus during power-up the UE can select a WLAN network based on the WLANSP rules provided by HPLMN.
4.8.2a.2
UE Behavior Based on the ANDSF Information
This clause specifies the UE behavior when it is provisioned with ANDSF information and has selected the active rules as described in the previous clause.
If the UE has received or has been provisioned with ANDSF information which indicates that there is an access network in its vicinity with higher priority than the currently selected access network(s), the UE should perform procedures for discovering and reselecting the higher priority access network, if this is allowed by user preferences.

NOTE 1:
How frequently the UE performs the discovery and reselection procedure depends on the UE implementation.
 (i)
When the UE cannot simultaneously route IP traffic over multiple radio accesses:
-
The UE shall select the most preferable available access network for EPC connectivity and inter-system mobility based on the active ISMP rule, the active WLANSP rule and the user preferences. The user preferences take precedence over the active rules. 
-
The UE shall not consider any ISRP rules it may have received from the ANDSF.
-
When automatic access network selection is used, the UE shall not initiate a connection to EPC using an access network indicated as restricted in the active ISMP rule. 
-
When the UE selects a non-3GPP radio access based on the active ISMP and the active WLANSP rules, the UE may still use 3GPP access for CS services.

NOTE 2:
The user may manually select the access technology type or access network that should be used by the UE; in such case the active ISMP and the active WLANSP rules are not taken into account.
-
When the UE is connected to EPC over 3GPP access, the UE shall use the active IARP rule and the user preferences to determine if an IP flow should be routed inside a specific PDN connection. 
-
When the UE is connected to EPC over WLAN access, the UE shall use the active IARP rule and the user preferences to determine if an IP flow should be routed inside a specific PDN connection or if it should be non-seamlessly offloaded to the selected WLAN access network.
-
The UE shall use the active ISMP rule to determine if EPC connectivity is preferred over WLAN access or over 3GPP access. The prioritized list of access networks in the active ISMP rule shall not be used for WLAN selection since WLAN selection is based on the active WLANSP rule and the user preferences. 
-
When EPC connectivity is preferred over WLAN access (i.e. the highest priority access in the active ISMP rule corresponds to WLAN access technology / network), the UE shall use the active WLANSP rule to determine the most preferred available WLAN access network (as specified in clause 4.8.2b).
-
When the UE is connected to EPC over WLAN access, the UE should occasionally re-evaluate if the connected WLAN still meets the selection criteria in the active WLANSP rule. The rate of this re-evaluation is defined by the UE implementation. When the UE determines that the currently selected WLAN does not meet the selection criteria in the active WLASP rule (for an implementation-specific duration), the UE should attempt to select another WLAN access network as specified in clause 4.8.2b.
-
When the most preferred available WLAN access network has higher priority than 3GPP access (according to the prioritized accesses in the active ISMP rule), then the UE shall connect to EPC over the most preferred available WLAN access network. Otherwise, the UE shall connect to EPC over 3GPP access. For example: 
-
If the prioritized access networks in the active ISMP rule are the following: WLAN-A priority 1, 3GPP priority 2, WLAN-B priority 3; then
-
Since the UE determines that one or more WLANs are preferred for EPC connectivity over 3GPP access, the UE uses the groups of selection criteria in the active WLANSP rule to determine the most preferred available WLAN access network (as specified in clause 4.8.2b).

-
If the most preferred available WLAN access network has lower priority than 3GPP access according to the active ISMP rule (e.g. WLAN-B), then the UE shall connect to EPC over 3GPP access.

-
If the most preferred available WLAN access network has higher priority than 3GPP access according to the active ISMP rule (e.g. WLAN-A), then the UE shall connect to EPC over the most preferred available WLAN access network.
NOTE 3:
It is assumed that the active ISMP rule in the UE can always be used to determine the relative priority of the most preferred WLAN (selected based on the active WLANSP rule) over 3GPP access.
(ii) When the UE can simultaneously route IP traffic over multiple radio accesses:

-
The UE shall not consider any ISMP rules it may have received from the ANDSF.
-
The UE shall use the active WLANSP rule and the user preferences to select and connect to the most preferred available WLAN access network, as specified in clause 4.8.2b. User preferences take precedence over the active WLANSP rule. After that, the UE is simultaneously connected to 3GPP access and to the selected (most preferred) WLAN access network.
-
After the UE selects and connects to a WLAN access network based on the active WLANSP rule (as specified in clause 4.8.2b), the UE should occasionally re-evaluate if the connected WLAN still meets the selection criteria in the active WLANSP rule. The rate of this re-evaluation is defined by the UE implementation. When the UE determines that the currently connected WLAN does not meet the selection criteria in the active WLASP rule (for an implementation-specific duration), the UE should attempt to select another WLAN access network as specified in clause 4.8.2b.
-
The prioritized lists of access networks in the active ISRP rule shall not be used for WLAN selection since WLAN selection is based on the active WLANSP rule and the user preferences. 
-
The UE shall use the active ISRP for MAPCON rules and the user preferences to determine if a PDN connection to a certain APN should be established over 3GPP access or over the selected WLAN access network.
-
When an ISRP for MAPCON rule is used for the PDN connection establishment, the UE shall determine if the selected WLAN access network has higher priority than 3GPP access and establishes the PDN connection accordingly. For example:

-
If the list of prioritized access networks in the ISRP for MAPCON rule are the following: WLAN-A priority 1, 3GPP priority 2, WLAN-B priority 3; then

-
If the UE has selected WLAN-B (or any WLAN network with lower priority than 3GPP access), it shall establish the PDN connection over 3GPP access.

-
If the UE has selected WLAN-A (or any WLAN network with higher priority than 3GPP access), it shall establish the PDN connection over WLAN access.
-
The UE shall use the active ISRP for IFOM rules, the active ISRP for NSWO rules, the active IARP rule and the user preferences to determine how to route outgoing IP flows. Specifically:
-
The UE shall evaluate the above rules in priority order as specified in clause 4.8.2.1.5 (Inter-APN Routing Policy) and shall determine which rule to apply.
-
When the applied rule is an ISRP for IFOM rule, the UE determines that this flow is subject to IP flow mobility and selects an access network to route this flow based on the prioritized list of access networks in the ISRP for IFOM rule. For example:

-
If the prioritized list of access networks in the ISRP for IFOM rule are the following: WLAN-A priority 1, 3GPP priority 2, WLAN-B priority 3; then

-
If the UE has selected WLAN-B (or any WLAN network with lower priority than 3GPP access), it shall route the IP flow over 3GPP access.

-
If the UE has selected WLAN-A (or any WLAN network with higher priority than 3GPP access), it shall route the IP flow over WLAN access.
-
When the applied rule is an ISRP for NSWO or an IARP for NSWO rule, the UE shall route this IP flow to the selected WLAN access network (outside any PDN connection) provided that the rule does not prohibit this IP flow over the selected WLAN access network.
-
When the applied rule is an IARP for APN rule, the UE shall route this IP flow inside the PDN connection specified by this rule.
NOTE 4:
It is assumed that the active ISRP rule in the UE can always be used to determine the relative priority ofthe selected WLAN access network over 3GPP access. 
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