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Introduction

The contribution illustrates several roaming scenarios and provides some conclusions

First Change

6.1.2. Description of the solution – Procedures 

6.1.2.4 Roaming Procedures  

Two scenarios are provided; in the first one the IWF is located in the home domain of the user, while in the second one the IWF is located in the visited domain. 

6.1.2.4.1 IWF in the home domain

Assumptions

The call flow depicted ion Figure 6.1.2.4-1 illustrating this procedure, has the following assumptions:-

· The internet APN, being the default APN is used

· The webRTC client is configured with the IWF URL to contact, and the STUN server address
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Figure 6.1.2.4-1: IWF in Home Domain

The following is a brief description of the steps in the call flow:

· In step 1 the roaming UE initiates the E-UTRAN attachment procedure as per TS 23.401.

· Steps 2 to 4 are identical to a regular E-UTRAN attachment procedure as per TS 23.401.

· In step 5 and since the Internet APN is being used, signalling is routed to the home domain.  Hence, the PDN GW is located in the home domain, and consequently, the P-CSCF is in the home domain.
· In step 5, if the webRTC client is already downloaded to the UE, it then initiates a regular registration with the home IWF in accordance with any of the procedures depicted previously.

If the webRTC client is not downloaded to the UE, it will be downloaded using a portal address received, by out-of-scope, means. 

From the call flow, it is clear that this case is indeed identical to the case when the user is at home and not roaming, when it comes to the webRTC client procedures.

6.1.2.4.2 IWF in the Visited Domain 

Assumptions

The call flow depicted ion Figure 6.1.2.4-2 illustrating this procedure, has the following assumptions:-
· The internet APN is the default APN

·  The internet APN, through bilateral agreements, allows LBO.
· The webRTC client is configured with the IWF URL to contact, and the STUN server address
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Figure 6.1.2.4-2: IWF in the Visited Domain

The following is a brief description of the steps in the call flow:

· In step 1 the roaming UE initiates the E-UTRAN attachment procedure as per TS 23.401.

· Steps 2 to 4 are identical to a regular E-UTRAN attachment procedure as per TS 23.401.

· In step 5, the UE acquires a local portal link where it is roaming. The acquisition of this link is out of scope.

· In step 6, the webRTC application is downloaded from the portal.

· In  step 7, the webRTC client performs registration with the IWF in the visited domain as per one of the procedures depicted above

It is clear from the above that for this scenario to work, proper roaming agreements must be in place to ensure that the webRTC client is provisioned with the proper credentials to be authorized in the IWF in the visited domain, and allocated an IMS identity provisioned in the home domain.
6.1.2.4.3 Conclusion

webRTC clients are equivalent to OTT applications for VoIP.  Hence, they are expected to function the same way regardless if the user is home or roaming.  Roaming option 1 supports this principle
Clearly roaming in option 2 requires a new webRTC client application to be downloaded.  Furthermore, the required roaming agreements to be in place so that the internet APN supports LBO is highly improbable since it impacts all internet traffic and may require network re-engineering to handle additional traffic load in PDN GWs in the vsisted domain.

And while it is possible to use a different APN for webRTC clients to mitigate the issues related to internet APN supporting LBO, this is an issue that is out of scope of 3GPP. 
However, it is important to note that using a different APN while roaming than at home, is highly undesirable and is rather detrimental to the whole notion of webRTC clients being access aware and APN aware. This property of webRTC clients is what distinguishes webRTC clients from IMS clients and where access awareness, and APN awareness is expected to be built in IMS clients such as VoLTE or RCS.

Hence, to maintain the appeal of webRTC clients for end users and IMS service providers alike, it is imperative that they don’t require any customization. This essentially precludes local break out as being a supported alternative for webRTC clients.

It is thus recommended that only home routed EPC with IWF in the home domain as the only roaming option for webRTC clients.    
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