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Introduction

The contribution elaborates on existing procedures and illustrates new procedures that describe how solution 1 fulfills the architectural requirements in section 4.2 of TR 23.701. Furthermore, the contribution resolves the editor’s note

First Change
6.1.2.1.2 Third Party Registration  

In this procedure, the IWF performs third-party registration on behalf of the webRTC client. Three options are explored. 

6.1.2.1.2.1
Option1: IWF acting as an IP-PBX

Assumptions
· The IWF is a regular IMS subscriber.
· The WebRTC client has an IMS identity allocated to it by the IWF. The IWF maintains the binding between the WebRTC client user name and the IMS IMPU identity.

The call flow depicted in Figure 6.1.2.1.2-1 illustrates this case.
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Figure 6.1.2.1.2-1: IWF an IMS user

The following is a brief description of the steps in the call flow:

· The IWF is a regular IMS user and initiates IMS registration in steps 1 till 10c. These steps are identical to an IMS registration as per TS 24.229.  
· In step 10c, the IWF receives the wIMPU allocated to the IWF within the ISR.

· In step 12, the WebRTC client registers with the IWF and includes its username and appropriate credentials, such as a password. These are access related credentials.
· After successful authentication, the IWF creates a binding between the username and the specific IMPU allocated to the WebRTC client. The IWF then sends a success response to the WebRTC client.

Editor’s Note: It is FFS whether the allocated specific IMPU by the IWF is returned to the WebRTC client.

6.1.2.1.2.2 Option 2: IWF performing third party registration - Identical access and IMS credentials
The call flow depicted in Figure 6.1.2.1.2-2 illustrates this case
Assumptions
· The webRTC client has an IMS identity allocated to it. The same identity is used for access to the IWF. The IWF performs IMS registration on behalf the webRTC client, even though the registration procedure is initiated from the webRTC client.

· SIP Digest is the authentication scheme used for IMS registration.
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Figure 6.1.2.1.2-2: IWF performing third Party Registration (Identical access and IMS credentials)

The following is a brief description of the steps in the call flow:

· In step 1, the webRTC client initiates IMS registration by sending a Register request to the IWF that includes the IMPU as the username, as well as the password associated with the username. The user name and password are applicable both for access and IMS registration. 

· In step 2, the IWF after successfully authenticating the user through interaction with an authentication server, and which is out scope, starts IMS registration using SIP Digest. Steps 2 to 6c are identical to a regular IMS registration procedure as per TS 24.229.  In step 6c, the IWF is challenged,. Note in step 4a, the I-CSCF derives the IMPI as specified in TS 24.229.

· In step 7 the IWF resends the Register Request with the proper authentication information. The remaining steps are identical to a regular IMS registration procedure. 

· In step 11d the registration is successful, and is conveyed to the webRTC client.

6.1.2.1.2.3 Option 3: IWF performing third party registration - Token Based
The call flow depicted in Figure 6.1.2.1.2-3 illustrates this case
Assumptions

· The webRTC client is allocated a token to initiate Registration. The IWF performs IMS registration on behalf the webRTC client.

·  SIP Digest is the authentication scheme used for IMS registration.
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                               Figure 6.1.2.1.2-3: Token based ,  IWF performing third Party Registration

The following is a brief description of the steps in the call flow:

· In step 1, the webRTC client authenticates itself with the IWF and includes a username, as well as the password associated with the username.  Once the IWF authorizes the access through interaction with an authentication server that is out scope, a token is allocated to the webRTC client and returned to it. 

· In step2, the webRTC client registers with the IWF using the token received in step 1 for that purpose.

· In step 3, the IWF verifies the token through interaction with an authentication server. The authentication server deferences the token and returns to the IWF the IMS credentials associated with the token.

· In steps 4, the IWF initiates the IMS registration process, using SIP Digest for that purpose. Steps 4 to 8c are identical to a regular IMS registration procedure as per TS 24.229.  In step 8c, the IWF is challenged. Note in step 6a, the I-CSCF derives the IMPI as specified in TS 24.229.

· In step 9, the IWF resends the Register Request with the proper authentication information. The remaining steps are identical to a regular IMS registration procedure. 

· In step 12d the registration is successful, and is conveyed to the webRTC client.

· Second Change
6.1.2.2.1
Handling of Outgoing Sessions

The call flow depicted in Figure 6.1.2.2.1-1 illustrates this case.  
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Figure 6.1.2.2.1-1: WebRTC Client outgoing Session

The following is a brief description of the steps in the call flow:

· In step 1, the webRTC client configured with the STUN address, interacts with the STUN server to collect local candidates
· In step 2, the WebRTC client initiates an IMS session by sending a Setup Session request to the IWF that includes the target user. 

· Steps 3 to 9a follow regular IMS session setup procedures as per TS 24.229. 

· In step9b, the WebRTC client receives a confirmation that session has been accepted. ACK is not shown for brevity.
· In step 10, ICE connectivity checks are being performed.
· Following a successful connectivity check, media can start flowing.

· Third Change
6.1.2.2.2
Handling of Incoming Sessions 

The call flow depicted in Figure 6.1.2.2.1-2 illustrates this case.
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Figure 6.1.2.2.1-2: Incoming session to WebRTC Client

The following is a brief description of the steps in the call flow:

· Steps 1 to 6 represent an incoming IMS session to a WebRTC client as per TS 24.229.

· In step 7a, the IWF sends an Incoming Session Request to the WebRTC client.
· In step 7b, , the webRTC client configured with the STUN address, interacts with the STUN server to collect local candidates

· In step 7c, the WebRTC client accepts the session.
· Steps 8 to 10b follow regular IMS session setup procedure as per TS 24.229.
· In step 11, ICE connectivity checks are being performed.
· Following a successful connectivity check, media can start flowing.

Fourth Change
6.1.3
Impact on existing entities and interfaces


This solution limits the changes to the P-CSCF, in terms of the processing of the offer/answer, and the IMS access media gateway for supporting STUN consent procedures as well as DTLS/SRTP.
Fifth Change
6.1.4
Solution evaluation
The following tables depicts the support for the architectural  requirements depicted in section 4.2
	Requirement Slogan
	Fulfilment

	WebRTC clients shall have access to the IMS through one or more mediation function(s) for signalling and media.
	Supported

	The architecture shall support control plane interworking procedures between a WebRTC client and IMS.
	Supported

	The architecture shall support negotiation to ensure that RTP streams are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability.
	Supported

	The architecture shall support negotiation to ensure that RTP and RTCP flows of an RTP stream are not multiplexed onto the same port if entities anchoring the session media path in the IMS domain do not support that capability. 
	Supported

	The architecture shall support negotiation of media plane interworking between WebRTC and IMS.
	Supported

	The architecture shall support negotiation of ICE procedures towards the WebRTC client to enable connectivity checks for establishing the media path.
	Supported

	The architecture shall support transcoding that may be required for audio and video traffic. 
	Supported

	The architecture shall support any necessary interworking between media plane security mechanisms provided by WebRTC and IMS.
	Supported

	The architecture may support (de)multiplexing of RTP and RTCP flows onto the same port.
	Currently Not Described

	The architecture shall support STUN for ICE connectivity checking.
	Supported

	The architecture shall support STUN for the WebRTC “consent freshness” feature.
	Supported
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