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14.4 NSAPI, RB identity and RAB ID for UMTS
The Network layer Service Access Point Identifier (NSAPI) is used for network layer routing. In the MS, NSAPI identifies the PDP-SAP. In the SGSN and GGSN, NSAPI identifies the PDP context, and in the RNC, NSAPI identifies the RNC RAB context. Radio Bearer identity (RB identity) is used to identify the Uu interface logical channel associating with the Radio Access Bearer. Radio Access Bearer Identifier (RAB ID) is used to identify the Iu interface logical channel associating with the Radio Access Bearer. 
In Packet Domain, a network allocates one Radio Access Bearer for one PDP context. In addition, one Uu interface logical radio bearer is allocated for one Radio Access Bearer,
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Figure X: Use of NSAPI, RB identity and RAB ID
When the MS requests the activation of a PDP context, the MS selects one of its unused NSAPIs. When the SGSN initiates RAB assignment procedure, the SGSN shall allocate RAB ID(s) in which NSAPI(s) are used as those values in order to recognise them in RNC. 
14.5
PDP Address

A packet-domain subscriber identified by an IMSI, shall have one or more network layer addresses, i.e., PDP addresses, temporarily and/or permanently associated with it that conforms to the standard addressing scheme of the respective network layer service used, e.g.:

-
an IP version 4 address;

-
an IP version 6 address; or

-
an X.121 address.

PDP addresses are activated and deactivated through MM procedures described in subclause "PDP Context Activation, Modification, and Deactivation Functions".
3.2
Abbreviations

For the purposes of the present document the following abbreviations apply. Additional applicable abbreviations can be found in GSM 01.04 [1].

AA
Anonymous Access

APN
Access Point Name

ATM
Asynchronous Transfer Mode

AUTN
Authentication Token

BG
Border Gateway

BSSAP+
Base Station System Application Part +

BSSGP
Base Station System GPRS Protocol

BVCI
BSSGP Virtual Connection Identifier

CCU
Channel Codec Unit

CDR
Call Detail Record

CGF
Charging Gateway Functionality

CGI
Cell Global Identification

CK
Cipher Key

CS
Circuit Switched

DHCP
Dynamic Host Configuration Protocol

DNS
Domain Name System

EGPRS
Enhanced GPRS

GEA
GPRS Encryption Algorithm

GGSN
Gateway GPRS Support Node

GMM/SM
GPRS Mobility Management and Session Management

GSIM
GSM Service Identity Module

GSN
GPRS Support Node

GTP
GPRS Tunnelling Protocol

GTP‑C
GTP Control Plane

GTP‑U
GTP User Plane

ICMP
Internet Control Message Protocol

IETF
Internet Engineering Task Force

IHOSS
Internet-Hosted Octet Stream Service

IK
Integrity Key

IP
Internet Protocol

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

IPX
Internet Packet eXchange

ISP
Internet Service Provider

KSI
Key Set Identifier

L2TP
Layer‑2 Tunnelling Protocol

LL‑PDU
LLC PDU

LLC
Logical Link Control

MAC
Medium Access Control

MIP
Mobile IP

MNRF
Mobile station Not Reachable Flag

MNRG
Mobile station Not Reachable for GPRS flag

MNRR
Mobile station Not Reachable Reason

MTP2
Message Transfer Part layer 2

MTP3
Message Transfer Part layer 3

NGAF
Non-GPRS Alert Flag

NS
Network Service

NSAPI
Network layer Service Access Point Identifier

NSS
Network SubSystem

OSP
Octet Stream Protocol

P‑TMSI
Packet TMSI

PCU
Packet Control Unit

PDCH
Packet Data CHannel

PDCP
Packet Data Convergence Protocol

PDN
Packet Data Network

PDP
Packet Data Protocol, e.g., IP or X.25 [34]

PDU
Protocol Data Unit

PPF
Paging Proceed Flag

PPP
Point-to-Point Protocol

PTM
Point To Multipoint

PTP
Point To Point

PVC
Permanent Virtual Circuit

RA
Routeing Area

RAC
Routeing Area Code

RAI
Routeing Area Identity
RANAP
Radio Access Network Application Protocol

RLC
Radio Link Control

RNS
Radio Network Subsystem

RNTI
Radio Network Temporary Identity

RRC
Radio Resource Control

SGSN
Serving GPRS Support Node

SM
Short Message

SM-SC
Short Message service Service Centre

SMS-GMSC
Short Message Service Gateway MSC

SMS-IWMSC
Short Message Service Interworking MSC

SN‑PDU
SNDCP PDU

SNDC
SubNetwork Dependent Convergence

SNDCP
SubNetwork Dependent Convergence Protocol

TCAP
Transaction Capabilities Application Part

TCP
Transmission Control Protocol

TFT
Traffic Flow Template

TEID
Tunnel Endpoint Identifier

TLLI
Temporary Logical Link Identity

TOM
Tunnelling Of Messages

TRAU
Transcoder and Rate Adaptor Unit

UDP
User Datagram Protocol

UEA
UMTS Encryption Algorithm

UIA
UMTS Integrity Algorithm

URA
UTRAN Registration Area

USIM
User Service Identity Module

UTRAN
UMTS Terrestrial Radio Access Network

. 

6.9.1.2.2
Inter SGSN Routeing Area Update

The Inter SGSN Routeing Area Update procedure is illustrated in Figure 34. Each step is explained in the following list.




Figure 34: Inter SGSN Routeing Area Update Procedure

1)
The MS sends a Routeing Area Update Request (old RAI, old P‑TMSI Signature, Update Type) to the new SGSN. Update Type shall indicate RA update or periodic RA update. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2)
The new SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old SGSN to get the MM and PDP contexts for the MS. The old SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. If the old P‑TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN stops assigning SNDCP N‑PDU numbers to downlink N‑PDUs received, and responds with SGSN Context Response (MM Context, PDP Contexts). If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause. The old SGSN stores New SGSN Address, to allow the old SGSN to forward data packets to the new SGSN. Each PDP Context includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS, the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. The old SGSN starts a timer and stops the transmission of N-PDUs to the MS.

3)
Security functions may be executed. These procedures are defined in subclause "Security Function". Ciphering mode shall be set if ciphering is supported.

4)
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. This informs the old SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routeing area update procedure back to the old SGSN before completing the ongoing routeing area update procedure. If the security functions do not authenticate the MS correctly, then the routeing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

5)
The old SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new SGSN. Additional N‑PDUs received from the GGSN before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N‑PDUs that were already sent to the MS in acknowledged mode and that are not yet acknowledged by the MS are tunnelled together with the SNDCP N‑PDU number. No N‑PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

6)
The new SGSN sends Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return Update PDP Context Response (TEID).

7)
The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

8)
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old SGSN removes the MM and PDP contexts. Otherwise, the contexts are removed only when the timer expires. This allows the old SGSN to complete the forwarding of N‑PDUs. It also ensures that the MM and PDP contexts are kept in the old SGSN in case the MS initiates another inter SGSN routeing area update before completing the ongoing routeing area update to the new SGSN. The old SGSN acknowledges with Cancel Location Ack (IMSI).

9)
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

10)
The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

11)
The new SGSN validates the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the SGSN, or if subscription checking fails, then the new SGSN rejects the routeing area update with an appropriate cause. If all checks are successful then the new SGSN constructs MM and PDP contexts for the MS. A logical link is established between the new SGSN and the MS. The new SGSN responds to the MS with Routeing Area Update Accept (P‑TMSI, P‑TMSI Signature, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the update procedure.

12)
The MS acknowledges the new P‑TMSI with a Routeing Area Update Complete (P‑TMSI, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure. If Receive N‑PDU Number confirms reception of N‑PDUs that were forwarded from the old SGSN, then these N‑PDUs shall be discarded by the new SGSN. LLC and SNDCP in the MS are reset.

In the case of a rejected routeing area update operation, due to regional subscription or roaming restrictions, the new SGSN shall not construct an MM context. A reject shall be returned to the MS with an appropriate cause. The MS shall not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the MS is powered-up.

If the SGSN is unable to update the PDP context in one or more GGSNs, then the SGSN shall deactivate the corresponding PDP contexts as described in subclause "PDP Context Deactivation Initiated by SGSN Procedure". This shall not cause the SGSN to reject the routeing area update.

If the timer described in step 2 expires and no Cancel Location (IMSI) was received from the HLR, then the old SGSN shall stop forwarding N‑PDUs to the new SGSN.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter IDLE state.

.

6.9.1.3.2
Combined Inter SGSN RA / LA Update

The Combined RA / LA Update (inter SGSN) procedure is illustrated in Figure 36. Each step is explained in the following list.




Figure 36: Combined RA / LA Update in the Case of Inter SGSN RA Update Procedure

1)
The MS sends a Routeing Area Update Request (old RAI, old P‑TMSI Signature, Update Type) to the new SGSN. Update Type shall indicate combined RA / LA update, or, if the MS wants to perform an IMSI attach, combined RA / LA update with IMSI attach requested. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the SGSN.

2)
The new SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old SGSN to get the MM and PDP contexts for the MS. The old SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old SGSN. This should initiate the security functions in the new SGSN. If the security functions authenticate the MS correctly, the new SGSN shall send an SGSN Context Request (old RAI, TLLI, MS Validated, New SGSN Address) message to the old SGSN. MS Validated indicates that the new SGSN has authenticated the MS. If the old P‑TMSI Signature was valid or if the new SGSN indicates that it has authenticated the MS, the old SGSN stops assigning SNDCP N‑PDU numbers to downlink N‑PDUs received, and responds with SGSN Context Response (MM Context, PDP Contexts). If the MS is not known in the old SGSN, the old SGSN responds with an appropriate error cause. The old SGSN stores New SGSN Address until the old MM context is cancelled, to allow the old SGSN to forward data packets to the new SGSN. Each PDP Context includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS, the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. The old SGSN starts a timer and stops the downlink transfer.

3)
Security functions may be executed. These procedures are defined in subclause "Security Function". Ciphering mode shall be set if ciphering is supported.

4)
The new SGSN sends an SGSN Context Acknowledge message to the old SGSN. This informs the old SGSN that the new SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routeing area update procedure back to the old SGSN before completing the ongoing routeing area update procedure. If the security functions do not authenticate the MS correctly, then the routeing area update shall be rejected, and the new SGSN shall send a reject indication to the old SGSN. The old SGSN shall continue as if the SGSN Context Request was never received.

5)
The old SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new SGSN. Additional N‑PDUs received from the GGSN before the timer described in step 2 expires are also duplicated and tunnelled to the new SGSN. N‑PDUs that were already sent to the MS in acknowledged mode and that are not yet acknowledged by the MS are tunnelled together with the SNDCP N‑PDU number. No N‑PDUs shall be forwarded to the new SGSN after expiry of the timer described in step 2.

6)
The new SGSN sends Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated) to the GGSNs concerned. The GGSNs update their PDP context fields and return an Update PDP Context Response (TEID).

7)
The new SGSN informs the HLR of the change of SGSN by sending Update Location (SGSN Number, SGSN Address, IMSI) to the HLR.

8)
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old SGSN with Cancellation Type set to Update Procedure. If the timer described in step 2 is not running, then the old SGSN removes the MM and PDP contexts. Otherwise, the contexts are removed only when the timer expires. This allows the old SGSN to complete the forwarding of N‑PDUs. It also ensures that the MM and PDP contexts are kept in the old SGSN in case the MS initiates another inter SGSN routeing area update before completing the ongoing routeing area update to the new SGSN. The old SGSN acknowledges with Cancel Location Ack (IMSI).

9)
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new SGSN. The new SGSN validates the MS's presence in the (new) RA. If due to regional subscription restrictions the MS is not allowed to be attached in the RA, the SGSN rejects the Routeing Area Update Request with an appropriate cause, and may return an Insert Subscriber Data Ack (IMSI, SGSN Area Restricted) message to the HLR. If all checks are successful then the SGSN constructs an MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

10)
The HLR acknowledges the Update Location by sending Update Location Ack (IMSI) to the new SGSN.

11)
If the association has to be established, if Update Type indicates combined RA / LA update with IMSI attach requested, or if the LA changed with the routeing area update, then the new SGSN sends a Location Update Request (new LAI, IMSI, SGSN Number, Location Update Type) to the VLR. Location Update Type shall indicate IMSI attach if Update Type in step 1 indicated combined RA / LA update with IMSI attach requested. Otherwise, Location Update Type shall indicate normal location update. The VLR number is translated from the RAI via a table in the SGSN. The SGSN starts the location update procedure towards the new MSC/VLR upon receipt of the first Insert Subscriber Data message from the HLR in step 9). The VLR creates or updates the association with the SGSN by storing SGSN Number.

12)
If the subscriber data in the VLR is marked as not confirmed by the HLR, the new VLR informs the HLR. The HLR cancels the old VLR and inserts subscriber data in the new VLR (this signalling is not modified from existing GSM signalling and is included here for illustrative purposes):

a)
The new VLR sends an Update Location (new VLR) to the HLR.

b)
The HLR cancels the data in the old VLR by sending Cancel Location (IMSI) to the old VLR.

c)
The old VLR acknowledges with Cancel Location Ack (IMSI).

d)
The HLR sends Insert Subscriber Data (IMSI, GSM subscriber data) to the new VLR.

e)
The new VLR acknowledges with Insert Subscriber Data Ack (IMSI).

f)
The HLR responds with Update Location Ack (IMSI) to the new VLR.

13)
The new VLR allocates a new TMSI and responds with Location Update Accept (VLR TMSI) to the SGSN. VLR TMSI is optional if the VLR has not changed.

14)
The new SGSN validates the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the SGSN, or if subscription checking fails, then the SGSN rejects the routeing area update with an appropriate cause. If all checks are successful then the new SGSN establishes MM and PDP contexts for the MS. A logical link is established between the new SGSN and the MS. The new SGSN responds to the MS with Routeing Area Update Accept (P‑TMSI, VLR TMSI, P‑TMSI Signature, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the update procedure.

15)
The MS confirms the reallocation of the TMSIs by sending Routeing Area Update Complete (P‑TMSI, VLR TMSI, Receive N‑PDU Number) to the SGSN. Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure. If Receive N‑PDU Number confirms reception of N‑PDUs that were forwarded from the old SGSN, then these N‑PDUs shall be discarded by the new SGSN. LLC and SNDCP in the MS are reset.

16)
The new SGSN sends TMSI Reallocation Complete (VLR TMSI) to the new VLR if the VLR TMSI is confirmed by the MS.

In the case of a rejected routeing area update operation, due to regional subscription or roaming restrictions, the new SGSN shall not construct an MM context. A reject shall be returned to the MS with an appropriate cause. The MS shall not re-attempt a routeing area update to that RA. The RAI value shall be deleted when the MS is powered-up.

If the SGSN is unable to update the PDP context in one or more GGSNs, then the SGSN shall deactivate the corresponding PDP contexts as described in subclause "PDP Context Deactivation Initiated by SGSN Procedure". This shall not cause the SGSN to reject the routeing area update.

If the routeing area update procedure fails a maximum allowable number of times, or if the SGSN returns a Routeing Area Update Reject (Cause) message, the MS shall enter IDLE state.

If the timer described in step 2 expires and no Cancel Location (IMSI) was received from the HLR, then the old SGSN shall stop forwarding N‑PDUs to the new SGSN.

If the Location Update Accept message indicates a reject, then this should be indicated to the MS, and the MS shall not access non-GPRS services until a successful location update is performed.

6.13.2
Intersystem Handover at RA Change

6.13.2.1
UMTS to GPRS Handover

An inter system handover from UMTS to GPRS takes place when the MS in PMM‑IDLE or PMM‑CONNECTED state moves to a new GSM/GPRS cell in a new RA. In this case the MS shall initiate a GPRS RA update procedure. The sequence applied for the inter SGSN RA update case is shown in the following figure:


[image: image3.wmf]MS

new

2G_SGSN

HLR

GGSN

old

3G_SGSN

 2. Routing Area Update Request

 10. Update PDP Context Request

 10. Update PDP Context Response

 11. Update GPRS Location

 15. Update GPRS Location 

Ack

 5. SGSN Context Response

 6. Security Functions

 16. Routing Area Update Accept

 12. Cancel Location

 12. Cancel Location 

Ack

 14. Insert Subscriber Data 

Ack

 14. Insert Subscriber Data

 17. Routing Area Update Complete

 7. SGSN Context Acknowledge

BSS

SRNS

 3. SGSN Context Request

 13. 

Iu Release Command

 13. 

Iu Release Complete

 8a. Forward Packets

 9. Forward Packets

 4. 

SRNS Context Request

 4. 

SRNS Context Response

 8. 

SRNS Context Acknowledge

 18. BSS Packet Flow Context procedure

1. Decision 

to

Perform 

handover


Figure 50: UMTS to GPRS Inter SGSN Routing Area Update Procedure

1)
The MS and/or BSS/UTRAN decides to perform handover, which leads to that the MS switch to the new cell supporting GPRS radio technology and that the PDU transmission is suspended.

2)
The MS sends a Routing Area Update Request (old RAI, old P‑TMSI Signature, Update type) to the new 2G‑SGSN. Update Type shall indicate RA update or periodic RA update. The BSS shall add the Cell Global Identity including the RAC and LAC of the cell where the message was received before passing the message to the new 2G‑SGSN.

3)
The new 2G‑SGSN sends SGSN Context Request (old RAI, TLLI, old P‑TMSI Signature, New SGSN Address) to the old 3G‑SGSN to get the MM and PDP contexts for the MS. The old SGSN validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old 3G‑SGSN. The old 3G‑SGSN starts a timer for supervision of the MS's context. If the MS is not known in the old 3G‑SGSN, the old 3G‑SGSN responds with an appropriate error cause.

4)
The old 3G‑SGSN sends SRNS Context Request (IMSI) to the SRNS. Upon reception of this message the SRNS buffers and stops sending downlink PDUs to the MS and answers with SRNS Context Response (IMSI, GTP SNDs, GTP SNUs, RLC counters). The SRNS shall include for each PDP context the GTP sequence number of the next GTP sequence number to be sent in downlink to the MS (i.e. the last not yet transferred N‑PDU) and the GTP sequence number of the next uplink PDU to be tunnelled to the GGSN. For each active PDP context the SRNS also includes the uplink and downlink RLC transmission counters for PDP contexts using acknowledged mode (FFS).

5)
The old 3G‑SGSN responds with SGSN Context Response (MM Context, e.g. IMSI, PDP Contexts, e.g. APN). For each PDP context the old 3G‑SGSN shall include the GTP sequence number for the next uplink GTP‑U PDU to be tunnelled to the GGSN and the next donwlink GTP sequence number for the next N‑PDU to be sent to the MS. Each PDP Context also includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS. The SNDCP N‑PDU numbers are derived from the RLC counters received from the SRNS (FFS).

6)
Security functions may be executed.

7)
The new 2G‑SGSN sends an SGSN Context Acknowledge message to the old 3G‑SGSN. This informs the old 3G‑SGSN that the new 2G‑SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a RA update procedure back to the old SGSN before completing the ongoing RA update procedure.

8)
The old 3G‑SGSN sends SRNS Context Acknowledge (IMSI) to the SRNS.

8a)
The SRNS shall start duplicating and tunnelling the buffered GTP‑U PDUs to the old 3G‑SGSN.

9)
The old 3G‑SGSN tunnels the GTP‑U PDUs to the new 2G‑SGSN. No SNDCP sequence numbers shall be included in the GTP header of the tunnelled PDUs.

10)
The new 2G‑SGSN sends Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated) to the GGSN(s) concerned. The GGSN (s) updates its PDP context fields and returns Update PDP Context Response (TEID).

11)
The new 2G‑SGSN informs the HLR of the change of SGSN by sending Update GPRS Location (SGSN Number, SGSN Address, IMSI) to the HLR.

12)
The HLR sends Cancel Location (IMSI) to the old 3G‑SGSN. The old 3G‑SGSN acknowledges with Cancel Location Ack (IMSI). The old 3G‑SGSN removes the MM and PDP contexts if the timer described in step 3 is not running. When the timer is running the MM and PDP contexts are removed when the timer expires.

13)
When the timer described in step 3 expires the old 3G‑SGSN sends an Iu Release Command to the SRNS. The SRNS responds with Iu Release Complete.

14)
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new 2G‑SGSN. The 2G‑SGSN construct a MM context for the MS and return an Insert Subscriber Data Ack (IMSI) message to the HLR.

15)
The HLR acknowledges the Update Location by sending Update GPRS Location Ack (IMSI) to the new 2G‑SGSN.

16)
The new 2G‑SGSN validates the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the 2G‑SGSN, or if subscription checking fails, then the new 2G‑SGSN rejects the routing area update with an appropriate cause. If all checks are successful then the new 2G‑SGSN constructs MM and PDP contexts for the MS. A logical link is established between the new 2G‑SGSN and the MS. The new 2G‑SGSN responds to the MS with Routing Area Update Accept (P‑TMSI, P‑TMSI Signature Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-originated N‑PDUs successfully transferred before the start of the update procedure.

17)
The MS acknowledges the new P‑TMSI with a Routing Area Update Complete (P‑TMSI, Receive N‑PDU Number). Receive N‑PDU Number contains the acknowledgements for each acknowledged-mode NSAPI used by the MS, thereby confirming all mobile-terminated N‑PDUs successfully transferred before the start of the update procedure.

18)
The 2G‑SGSN and the BSS may execute the BSS Packet Flow Context Procedure

The sequence applied for the intra SGSN RA update case is identical to the cell change case whithin the same RA as shown in subclause "Intersystem Handover within an RA between Cells in Different Systems" used with a different update type.

6.13.2.2
GPRS to UMTS Handover

An intersystem handover from GPRS to UMTS takes place when the PS-attached MS moves to a new UMTS cell of a new RA. In this case the MS shall initiate a UMTS RA update procedure by establishing a RRC connection and initiating the RA update procedure. The sequence applied for the inter SGSN RA update case is shown in the following figure:


[image: image4.wmf]MS

new

3G_SGSN

HLR

GGSN

old

2G_SGSN

 9. Update PDP Context Request

 9. Update PDP Context Response

 10. Update GPRS Location

 13. Update GPRS Location 

Ack

 2. Routing Area Update Request

 4. SGSN Context Response

 5. Security Functions

 14. Routing Area Update Accept

 11. Cancel Location

 11. Cancel Location 

Ack

 12. Insert Subscriber Data 

Ack

 12. Insert Subscriber Data

 15. Routing Area Update Complete

 7. SGSN Context Acknowledge

BSS

SRNS

 3. SGSN Context Request

 6. RAB Assignment Request

 6. RAB Assignment Response

 8. Forward Packets

1. Decision to perform

handover

Set-up Radio

Resources


Figure 51: GPRS to UMTS Inter SGSN Routing Area Update Procedure

1)
The MS and/or BSS/UTRAN decides to perform handover which leads to that the MS switches to the new cell supporting UMTS radio technology

2)
The MS sends a Routing Area Update Request (old RAI, old P‑TMSI Signature, Update Type, CM) to the new 3G‑SGSN. The SRNS shall add an identifier of the area where the message was received before passing the message to the 3G‑SGSN.

3)
The new 3G‑SGSN sends SGSN Context Request (old RAI, old P‑TMSI, New SGSN Address) to the old 2G‑SGSN to get the MM and PDP contexts for the MS (The old RAI received from the MS is used to derive the old 2G‑SGSN address). The old 2G‑SGSN starts a timer for supervision of the MS's context and stops the transmission of N‑PDUs to the MS.

4)
The old 2G‑SGSN responds with SGSN Context Response (MM Context, e.g. IMSI, PDP Contexts, e.g. APN). Each PDP Context includes the GTP sequence number for the next downlink N‑PDU to be sent to the MS and the GTP sequence number for the next uplink N‑PDU to be tunnelled to the GGSN. Each PDP Context also includes the SNDCP Send N‑PDU Number for the next downlink N‑PDU to be sent in acknowledged mode to the MS, the SNDCP Receive N‑PDU Number for the next uplink N‑PDU to be received in acknowledged mode from the MS. The new 3G‑SGSN shall use the GTP sequence numbers for in-sequence delivery over the Iu interface. 
The new 3G‑SGSN uses the received SNDCP N‑PDU sequence number for reliable data transmission (FFS).

5)
Security functions may be executed.

6)
The new 3G‑SGSN request the SRNS to establish of a radio access bearer by sending RAB Assignment Request to the SRNS. The SRNS responds with RAB Assignment Response.

7)
The new 3G‑SGSN sends a SGSN Context Acknowledge message to the old 2G‑SGSN. This informs the old 2G‑SGSN that the new 3G‑SGSN is ready to receive data packets belonging to the activated PDP contexts. The old SGSN marks in its context that the MSC/VLR association and the information in the GGSNs and the HLR are invalid. This triggers the MSC/VLR, the GGSNs, and the HLR to be updated if the MS initiates a routing area update procedure back to the old SGSN before completing the ongoing routing area update procedure.

8)
The old 2G‑SGSN duplicates the buffered N‑PDUs and starts tunnelling them to the new 3G‑SGSN. The 3G‑SGSN shall ignore any SNDCP sequence numbers received with the tunnelled N‑PDUs Additional N‑PDUs received from the GGSN before the timer described in step 3 expires are also duplicated and tunnelled to the new 3G‑SGSN. No N‑PDUs shall be forwarded to the new 3G‑SGSN after expiry of the timer described in step 3.

9)
The new 3G‑SGSN sends a Update PDP Context Request (new SGSN Address, TEID, QoS Negotiated) to the GGSN (s) concerned. The GGSN (s) updates its PDP context fields and returns Update PDP Context Response (TEID).

10)
The new 3G‑SGSN informs the HLR of the change of SGSN by sending Update GPRS Location (SGSN Number, SGSN Address, IMSI) to the HLR.

11)
The HLR sends Cancel Location (IMSI, Cancellation Type) to the old 2G‑SGSN. The old 2G‑SGSN removes the MM and PDP contexts if the timer described in step 3 is not running. When the timer is running the MM and PDP contexts are removed when the timer expires. The old 2G‑SGSN acknowledges with Cancel Location Ack (IMSI).

12)
The HLR sends Insert Subscriber Data (IMSI, GPRS subscription data) to the new 3G‑SGSN. The 3G‑SGSN constructs a MM context for the MS and returns an Insert Subscriber Data Ack (IMSI) message to the HLR.

13)
The HLR acknowledges the Update GPRS Location by sending Update Location Ack (IMSI) to the new 3G‑SGSN.

14)
The new 3G‑SGSN validate the MS's presence in the new RA. If due to roaming restrictions the MS is not allowed to be attached in the 3G‑SGSN, or if subscription checking fails, then the new 3G‑SGSN rejects the routing area update with an appropriate cause. If all checks are successful then the new 3G‑SGSN constructs MM and PDP contexts for the MS. A logical link is established between the new 3G‑SGSN and the MS. The new 3G‑SGSN responds to the MS with Routing Area Update Accept (P‑TMSI, P‑TMSI signature Receive N‑PDU Number (FFS)).

15)
The MS acknowledges the new P‑TMSI with a Routing Area Update Complete (P‑TMSI, Receive N‑PDU Number (FFS)).

The sequence applied for the intra SGSN RA update case is identical to the cell change whithin the same RA case as shown in subclause "Intersystem Handover within an RA between Cells in Different Systems" used with a different update type.

9.2.2
Activation Procedures

9.2.2.1
PDP Context Activation Procedure

The PDP Context Activation procedure is illustrated in Figure 58. Each step is explained in the following list.
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Figure 58: PDP Context Activation Procedure for GPRS
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Figure 59: PDP Context Activation Procedure for UMTS

1)
The MS sends an Activate PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use PDP Address to indicate whether it requires the use of a static PDP address or whether it requires the use of a dynamic PDP address. The MS shall leave PDP Address empty to request a dynamic PDP address. The MS may use Access Point Name to select a reference point to a certain external network and/or to select a service. Access Point Name is a logical name referring to the external packet data network and/or to a service that the subscriber wishes to connect to. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the GGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the SGSN.

2)
For GPRS, security functions may be executed. These procedures are defined in subclause "Security Function".

3)
For GPRS, BSS packet flow context procedures may be executed. These procedures are defined in subclause "BSS Context".


For UMTS, the RAB setup procedure is performed. The 3G‑SGSN sends a Radio Access Bearer Setup Request message to UTRAN. The UTRAN then initiates the radio access bearer setup procedure.

4)
The SGSN validates the Activate PDP Context Request using PDP Type (optional), PDP Address (optional), and Access Point Name (optional) provided by the MS and the PDP context subscription records. The validation criteria, the APN selection criteria, and the mapping from APN to a GGSN are described in annex A.


If no GGSN address can be derived or if the SGSN has determined that the Activate PDP Context Request is not valid according to the rules described in annex A, then the SGSN rejects the PDP context activation request.


If a GGSN address can be derived, the SGSN creates a TEID for the requested PDP context by combining the IMSI stored in the MM context with the NSAPI received from the MS. If the MS requests a dynamic address, then the SGSN lets a GGSN allocate the dynamic address. The SGSN may restrict the requested QoS attributes given its capabilities, the current load, and the subscribed QoS profile.

[TEID is studied under N2. The impact should be clarified in 23.060.]


The SGSN sends a Create PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, TEID, MSISDN, Selection Mode, PDP Configuration Options) message to the affected GGSN. Access Point Name shall be the APN Network Identifier of the APN selected according to the procedure described in annex A. PDP Address shall be empty if a dynamic address is requested. The GGSN may use Access Point Name to find an external network and optionally to activate a service for this APN. Selection Mode indicates whether a subscribed APN was selected, or whether a non-subscribed APN sent by MS or a non-subscribed APN chosen by SGSN was selected. Selection Mode is set according to annex A. The GGSN may use Selection Mode when deciding whether to accept or reject the PDP context activation. For example, if an APN requires subscription, then the GGSN is configured to accept only the PDP context activation that requests a subscribed APN as indicated by the SGSN with Selection Mode.


The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the external PDP network, and to start charging. The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN then returns a Create PDP Context Response (TEID, PDP Address, BB Protocol, Reordering Required, PDP Configuration Options, QoS Negotiated, Charging Id, Cause) message to the SGSN. PDP Address is included if the GGSN allocated a PDP address. If the GGSN has been configured by the operator to use External PDN Address Allocation for the requested APN, then PDP Address shall be set to 0.0.0.0, indicating that the PDP address shall be negotiated by the MS with the external PDN after completion of the PDP Context Activation procedure. The GGSN shall relay, modify, and monitor these negotiations as long as the PDP context is in ACTIVE state and use the GGSN-Initiated PDP Context Modification procedure to transfer the currently-used PDP address to the SGSN and the MS. BB Protocol indicates whether TCP or UDP shall be used to transport user data on the backbone network between the SGSN and GGSN. Reordering Required indicates whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request message, or may be sent unsolicited by the GGSN. PDP Configuration Options is sent transparently through the SGSN. The Create PDP Context messages are sent over the backbone network.


If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Create PDP Context Request message. The compatible QoS profiles are configured by the GGSN operator.

5)
The SGSN inserts the NSAPI along with the GGSN address in its PDP context. If the MS has requested a dynamic address, the PDP address received from the GGSN is inserted in the PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate PDP Context Accept (PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS, and to start charging.

For each PDP Address a different quality of service (QoS) profile may be requested. For example, some PDP addresses may be associated with E-mail that can tolerate lengthy response times. Other applications cannot tolerate delay and demand a very high level of throughput, interactive applications being one example. These different requirements are reflected in the QoS profile. The QoS profile is defined in subclause "Quality of Service Profile". If a QoS requirement is beyond the capabilities of a PLMN, the PLMN negotiates the QoS profile as close as possible to the requested QoS profile. The MS either accepts the negotiated QoS profile, or deactivates the PDP context.

After an SGSN has successfully updated the GGSN, the PDP contexts associated with an MS is distributed as shown in clause "Information Storage".

If the PDP Context Activation Procedure fails or if the SGSN returns an Activate PDP Context Reject (Cause, PDP Configuration Options) message, then the MS may attempt another activation to the same APN up to a maximum number of attempts.

9.2.2.1.1
Secondary PDP Context Activation Procedure

The Secondary PDP Context Activation procedure may be used to activate a PDP context while reusing the PDP address and other PDP context information from an already active PDP context, but with a different QoS profile. Procedures for APN selection and PDP address negotiation are not executed. All PDP contexts sharing the same PDP address are identified by one and the same TI but a unique NSAPI value.

The Secondary PDP Context Activation procedure associates a Traffic Flow Template (TFT) to the newly activated PDP context. The TFT contains attributes that specify an IP header filter that is used to direct data packets received from the interconnected external packet data network to the newly activated PDP context.

The Secondary PDP Context Activation procedure may only be initiated after a PDP context is already activated for the same PDP address. The procedure is illustrated in Figure 60. Each step is explained in the following list.


[image: image7.wmf]2G

-GGSN

 4. Activate Secondary PDP Context Accept

 3. Create PDP Context Response

 3. Create PDP Context Request

 1. Activate Secondary PDP Context  Request

2G

-SGSN

MS

 2. Security Functions


Figure 60: Secondary PDP Context Activation Procedure for GPRS
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Figure 61: Secondary PDP Context Activation Procedure for UMTS

1)
The MS sends an Activate Secondary PDP Context Request (NSAPI, TI, QoS Requested, TFT) message to the SGSN. QoS Requested indicates the desired QoS profile. TFT is sent transparently through the SGSN to the GGSN to enable packet classification for downlink data transfer. TI is the same TI used by the already-activated PDP context(s) for that PDP address, and NSAPI contains a value not used by any other activated PDP context.

2)
For GPRS, security functions may be executed. These procedures are defined in subclause "Security Function".


For UMTS, , the RAB setup procedure is performed. The 3G‑SGSN sends a Radio Access Bearer Setup Request message to the UTRAN. The UTRAN then initiates the radio access bearer setup procedure.

3)
The SGSN validates the Activate Secondary PDP Context Request using the TI. The same GGSN address is used by the SGSN as for the already-activated PDP context(s) for that TI and PDP address.


The SGSN and GGSN may restrict and negotiate the requested QoS as specified in subclause "PDP Context Activation Procedure". The SGSN sends a Create PDP Context Request (QoS Negotiated, TEID, TFT) message to the affected GGSN. The GGSN uses the same external network as used by the already-activated PDP context(s) for that PDP address, generates a new entry in its PDP context table, and stores the TFT. The new entry allows the GGSN to route PDP PDUs via different GTP tunnels between the SGSN and the external PDP network. The GGSN returns a Create PDP Context Response (TEID, BB Protocol, Reordering Required, QoS Negotiated, Cause) message to the SGSN.

4)
The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns an Activate Secondary PDP Context Accept (TI, NSAPI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS via different GTP tunnels and possibly different LLC links.

For each additionally activated PDP context a QoS profile and TFT may be requested.

If the secondary PDP context activation procedure fails or if the SGSN returns an Activate Secondary PDP Context Reject (Cause) message, then the MS may attempt another activation with a different TFT, depending on the cause.

9.2.2.3
Anonymous Access PDP Context Activation Procedure

The MS can anonymously initiate PDP Context Activation in IDLE, STANDBY, and READY states. An existing MM context in the SGSN is neither required nor used in this case. Only dynamic PDP addressing is applicable.

The Anonymous Access PDP Context Activation procedure is illustrated in Figure 65. Each step is explained in the following list.
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Figure 65: Anonymous Access PDP Context Activation Procedure

1)
The MS sends an Activate AA PDP Context Request (NSAPI, TI, PDP Type, PDP Address, Access Point Name, QoS Requested, PDP Configuration Options) message to the SGSN. The MS shall use a Random TLLI at the RLC/MAC layer for identification purposes. The MS shall use PDP Address to indicate that it requires the use of a dynamic PDP address. The MS shall use Access Point Name to select a reference point to a certain external network that provides anonymous services. QoS Requested indicates the desired QoS profile. PDP Configuration Options may be used to request optional PDP parameters from the GGSN (see GSM 09.60). PDP Configuration Options is sent transparently through the SGSN.

2)
BSS packet flow context procedures may be executed. These procedures are defined in subclause "BSS Context".

3)
The SGSN may restrict the requested QoS value given its capabilities and the current load. The SGSN assigns an Auxiliary TLLI and creates an AA‑TEID for the PDP-Context. The SGSN sends a Create AA PDP Context Request (PDP Type, PDP Address, Access Point Name, QoS Negotiated, AA‑TEID, Selection Mode, PDP Configuration Options) message to the GGSN indicated by Access Point Name in the Activate AA PDP Context Request message. Selection Mode indicates how the APN was selected. The GGSN creates a new entry in its PDP context table and generates a Charging Id. The new entry allows the GGSN to route PDP PDUs between the SGSN and the server(s) that provide services for anonymous MSs, and to start charging. The GGSN may use Access Point Name to find an external network that provides anonymous services. The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN then allocates a dynamic PDP Address and returns a Create AA PDP Context Response (AA‑TEID, PDP Address, BB Protocol, Reordering Required, PDP Configuration Options, QoS Negotiated, Charging Id, Cause) message to the SGSN. BB Protocol indicates whether TCP or UDP shall be used to transport user data on the backbone network between the SGSN and GGSN. Reordering Required indicates whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS. PDP Configuration Options contain optional PDP parameters that the GGSN may transfer to the MS. These optional PDP parameters may be requested by the MS in the Activate PDP Context Request, or may be sent unsolicited by the GGSN. PDP Configuration Options is sent transparently through the SGSN. The GGSN shall check the source and destination address in all subsequent anonymous MO PDP PDUs received from the SGSN. If the GGSN detects a not allowed address in an MO PDP PDU, then the PDP PDU shall be discarded and the MM and PDP contexts shall be deleted in the GGSN, SGSN, and MS, as defined in subclause "Anonymous Access PDP Context Deactivation Initiated by GGSN Procedure".


If QoS Negotiated received from the SGSN is incompatible with the PDP context being activated (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Create AA PDP Context Request message. The compatible QoS profiles are configured by the GGSN operator.

4)
The SGSN inserts the NSAPI along with the PDP address received from the GGSN in its PDP context. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated and returns an Activate AA PDP Context Accept (A‑TLLI, PDP Type, PDP Address, TI, QoS Negotiated, Radio Priority, Packet Flow Id, PDP Configuration Options) message to the MS. The SGSN is now able to route anonymous PDP PDUs between the GGSN and the MS and to start charging.

After an SGSN has successfully updated the GGSN, the MM and PDP contexts associated with an MS is distributed as shown in clause "Information Storage".

If the AA PDP Context Activation procedure fails or if the SGSN returns an Activate AA PDP Context Reject (Cause, PDP Configuration Options) message, then the MS may attempt another activation to the same GGSN up to a maximum number of attempts.

9.2.3
Modification Procedures

An MS or GGSN can request, or an SGSN can decide, possibly triggered by the HLR as explained in subclause "Insert Subscriber Data Procedure", to modify parameters that were negotiated during an activation procedure for one or several PDP contexts. The following parameters can be modified:

-
QoS Negotiated;

-
Radio Priority;

-
Packet Flow Id; and

-
PDP Address (in case of the GGSN-initiated modification procedure).

The SGSN can request the modification of parameters by sending a Modify PDP Context Request message to the MS.

A GGSN can request the modification of parameters by sending an Update PDP Context Request message to the SGSN.

An MS can request the modification of parameters by sending a Modify PDP Context Request message to the SGSN.

9.2.3.1
SGSN-Initiated PDP Context Modification Procedure

The SGSN-Initiated PDP Context Modification procedure is illustrated in Figure 66. Each step is explained in the following list.
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Figure 66: SGSN-Initiated PDP Context Modification Procedure

1)
The SGSN may send an Update PDP Context Request (TEID, QoS Negotiated) message to the GGSN. If QoS Negotiated received from the SGSN is incompatible with the PDP context being modified (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Update PDP Context Request. The compatible QoS profiles are configured by the GGSN operator.

2)
The GGSN may restrict QoS Negotiated given its capabilities and the current load. The GGSN stores QoS Negotiated and returns an Update PDP Context Response (TEID, QoS Negotiated) message.

3)
The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and sends a Modify PDP Context Request (TI, NSAPI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS.

4)
The MS acknowledges by returning a Modify PDP Context Accept message. If the MS does not accept the new QoS Negotiated it shall instead de-activate the PDP context with the PDP Context Deactivation Initiated by MS procedure.

5)
The radio access bearer modification procedure may be executed.

9.2.3.2
GGSN-Initiated PDP Context Modification Procedure

The GGSN-Initiated PDP Context Modification procedure is illustrated in Figure 67. Each step is explained in the following list.
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Figure 67: GGSN-Initiated PDP Context Modification Procedure

1)
The GGSN sends an Update PDP Context Request (TEID, PDP Address, QoS Requested) message to the SGSN. QoS Requested indicates the desired QoS profile. PDP Address is optional.

2)
The SGSN may restrict the desired QoS profile given its capabilities, the current load, the current QoS profile, and the subscribed QoS profile. The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and sends a Modify PDP Context Request (TI, NSAPI, PDP Address, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS. PDP Address is optional.

3)
The MS acknowledges by returning a Modify PDP Context Accept message. If the MS does not accept the new QoS Negotiated it shall instead de-activate the PDP context with the PDP Context Deactivation Initiated by MS procedure.

4)
For UMTS, the radio access bearer modification procedure may be executed.

5)
Upon receipt of the Modify PDP Context Accept message, or upon completion of the RAB modification procedure, the SGSN returns an Update PDP Context Response (TEID, QoS Negotiated) message to the GGSN. If the SGSN receives a Deactivate PDP Context Request message, it shall instead follow the PDP Context Deactivation Initiated by MS procedure.

9.2.3.3
MS-Initiated PDP Context Modification Procedure

The MS-Initiated PDP Context Modification procedure is illustrated in Figure 68. Each step is explained in the following list.
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Figure 68: MS-Initiated PDP Context Modification Procedure

1)
The MS sends a Modify PDP Context Request (TI, NSAPI, QoS Requested) message to the SGSN. QoS Requested indicates the desired QoS profile.

2)
The SGSN may restrict the desired QoS profile given its capabilities, the current load, and the subscribed QoS profile. The SGSN sends an Update PDP Context Request (TEID, QoS Negotiated) message to the GGSN. If QoS Negotiated received from the SGSN is incompatible with the PDP context being modified (e.g., the reliability class is insufficient to support the PDP type), then the GGSN rejects the Update PDP Context Request. The compatible QoS profiles are configured by the GGSN operator.

3)
The GGSN may further restrict QoS Negotiated given its capabilities and the current load. The GGSN stores QoS Negotiated and returns an Update PDP Context Response (TEID, QoS Negotiated) message.

4)
For UMTS, the radio access bearer modification procedure may be executed.

5)
The SGSN selects Radio Priority and Packet Flow Id based on QoS Negotiated, and returns a Modify PDP Context Accept (TI, NSAPI, QoS Negotiated, Radio Priority, Packet Flow Id) message to the MS.

NOTE:
If the SGSN does not accept QoS Requested, then steps 2 and 3 of this procedure are skipped, and the existing QoS Negotiated is returned to the MS in step 4.

9.2.4
Deactivation Procedures

9.2.4.1
PDP Context Deactivation Initiated by MS Procedure

The PDP Context Deactivation Initiated by MS procedure is illustrated in Figure 69. Each step is explained in the following list.
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Figure 69: PDP Context Deactivation Initiated by MS Procedure for GPRS
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Figure 70: PDP Context Deactivation Initiated by MS Procedure for UMTS

1)
The MS sends a Deactivate PDP Context Request (TI, NSAPI) message to the SGSN.

2)
For GPRS security functions may be executed. These procedures are defined in subclause "Security Function".

3)
The SGSN sends a Delete PDP Context Request (TEID, Teardown Ind) message to the GGSN. If NSAPI was not included by the MS in the Deactivate PDP Context Request message, then the SGSN deactivates all PDP contexts associated with this TI and PDP address by including Teardown Ind in the Delete PDP Context Request message. The GGSN removes the PDP context(s) and returns a Delete PDP Context Response (TEID) message to the SGSN. If the MS was using a dynamic PDP address allocated by the GGSN, and if the context being deactivated is the last PDP context associated with this PDP address, then the GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete PDP Context messages are sent over the backbone network.

4)
The SGSN returns a Deactivate PDP Context Accept (TI, NSAPI) message to the MS.

5)
For UMTS, the radio access bearer release procedure is executed.

At GPRS detach, all PDP contexts for the MS are implicitly deactivated.

If the SGSN receives a Deactivate PDP Context Request (TI) message for a PDP context that is currently being activated, then the SGSN shall stop the PDP Context Activation procedure without responding to the MS, and continue with the PDP Context Deactivation initiated by MS procedure.

9.2.4.2
PDP Context Deactivation Initiated by SGSN Procedure

The PDP Context Deactivation Initiated by SGSN procedure is illustrated in Figure 71. Each step is explained in the following list.
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Figure 71: PDP Context Deactivation Initiated by SGSN Procedure

1)
The SGSN sends a Delete PDP Context Request (TEID, Teardown Ind) message to the GGSN. If Teardown Ind is included by the SGSN, then the GGSN deactivates all PDP contexts associated with this PDP address. The GGSN removes the PDP context and returns a Delete PDP Context Response (TEID) message to the SGSN. If the MS was using a dynamic PDP address allocated by the GGSN, and if the context being deactivated is the last PDP context associated with this PDP address, then the GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete PDP Context messages are sent over the backbone network. The SGSN may not wait for the response from the GGSN before sending the Deactivate PDP Context Request message.

2)
The SGSN sends a Deactivate PDP Context Request (TI, NSAPI) message to the MS. If NSAPI is not included, then all PDP contexts associated with this TI and PDP address are deactivated. The MS removes the PDP context(s) and returns a Deactivate PDP Context Accept (TI, NSAPI) message to the SGSN. NSAPI is included if received from the SGSN.

3)
For UMTS, the radio access bearer release procedure is executed.

9.2.4.3
PDP Context Deactivation Initiated by GGSN Procedure

The PDP Context Deactivation Initiated by GGSN procedure is illustrated in Figure 72. Each step is explained in the following list.
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Figure 72: PDP Context Deactivation Initiated by GGSN Procedure

1)
The GGSN sends a Delete PDP Context Request (TEID, Teardown Ind) message to the SGSN. Teardown Ind indicates whether or not all PDP contexts associated with this PDP address shall be deactivated.

2)
The SGSN sends a Deactivate PDP Context Request (TI, NSAPI) message to the MS. If NSAPI was not included by the SGSN, then all PDP contexts associated with this TI and PDP address are deactivated. The MS removes the PDP context(s) and returns a Deactivate PDP Context Accept (TI, NSAPI) message to the SGSN. NSAPI is included if received from the SGSN.

3)
The SGSN returns a Delete PDP Context Response (TEID, Teardown Ind) message to the GGSN. If the MS was using a dynamic PDP address allocated by the GGSN, and if the context being deactivated is the last PDP context associated with this PDP address, then the GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete PDP Context messages are sent over the backbone network. The SGSN may not wait for the response from the MS before sending the Delete PDP Context Response message.

3)
For UMTS, the radio access bearer release procedure is executed.

9.2.4.4
Anonymous Access PDP Context Deactivation Initiated by MS Procedure

The MS shall not issue explicit deactivation request messages to delete anonymous contexts in the network. Instead, the READY timer shall be used as an implicit deactivation timer to save signalling traffic on the radio interface.

The Anonymous Access PDP Context Deactivation Initiated by MS procedure is illustrated in Figure 73. Each step is explained in the following list.




Figure 73: Anonymous Access PDP Context Deactivation Initiated by MS Procedure

1)
The READY timer expires in the MS and SGSN.

2)
The SGSN sends a Delete AA PDP Context Request (AA‑TEID) message. The GGSN removes the PDP context and returns a Delete AA PDP Context Response (AA‑TEID) message to the SGSN. The GGSN releases this PDP address and makes it available for subsequent anonymous activation by other MSs.

9.2.4.5
Anonymous Access PDP Context Deactivation Initiated by GGSN Procedure

If the GGSN detects a misuse or fraud of the anonymous context as described in subclause "Anonymous Access PDP Context Activation Procedure", step 2, it shall initiate the deactivation independently of the READY timer expiry.

If the anonymous server detects a misuse or fraud, it may request the GGSN to deactivate the AA context. The method that the anonymous server uses to inform the GGSN is outside the scope of the GSM specifications.

The Anonymous Access PDP Context Deactivation Initiated by GGSN procedure is illustrated in Figure 74. Each step is explained in the following list.




Figure 74: Anonymous Access PDP Context Deactivation Initiated by GGSN Procedure

1)
The GGSN sends a Delete AA PDP Context Request (AA‑TEID) message to the SGSN.

2)
The SGSN may send an Identity Request (Identity Type = IMSI or IMEI) message to the MS. The MS shall respond with an Identity Response (IMSI or IMEI) message.

3)
The SGSN sends a Deactivate AA PDP Context Request (TI) message to the MS. The MS removes the PDP context and returns a Deactivate AA PDP Context Accept (TI) message to the SGSN.

4)
The SGSN returns a Delete AA PDP Context Response (AA‑TEID) message to the GGSN. The GGSN releases this PDP address and makes it available for subsequent activation by other MSs. The Delete AA PDP Context messages are sent over the backbone network. The SGSN may not wait for the accept from the MS before sending the Delete AA PDP Context Response message.

9.3
Packet Routeing and Transfer Function

The packet routeing and transfer function:

-
routes and transfers packets between a mobile TE and an external network, i.e., between reference point R and reference point Gi;

-
routes and transfers packets between mobile TE and other GPRS PLMN, i.e., between reference point R and reference point Gi via interface Gp; and

-
routes and transfers packets between TEs, i.e., between the R reference point in different MSs.

The PDP PDUs shall be routed and transferred between the MS and the GGSN as N‑PDUs. The maximum size of each N‑PDU shall be 1 500 octets [FFS]. When the MS or the GGSN receives a PDP PDU that is not larger than the maximum N‑PDU size, then the PDP PDU shall be routed and transferred as one N‑PDU. When the MS or the GGSN receives a PDP PDU that is larger than the maximum N‑PDU size, then the PDP PDU shall be segmented, discarded or rejected, depending on the PDP type and the implementation. The packet data protocol in the MS may limit the maximum size of the PDP PDUs that are routed and transferred, e.g., due to MS memory limitations.

Between the 2G‑SGSN and the MS, PDP PDUs are transferred with SNDCP. Between the 3G‑SGSN and the MS, PDP PDUs are transferred with GTP‑U and PDCP.

Between the SGSN and the GGSN, PDP PDUs are routed and transferred with either the TCP/IP or the UDP/IP protocols. The GPRS Tunnelling Protocol transfers data through tunnels. A tunnel is identified by a tunnel endpoint identifier (TEID) and a GSN address.

To support roaming subscribers, and for forward compatibility, the SGSN is not required to know the tunnelled PDP. Every SGSN shall have the capability to transfer PDUs belonging to PDPs not supported in the PLMN of the SGSN.

13.2
SGSN

SGSN maintains MM context and PDP context information for MSs in the STANDBY, READY, PMM‑IDLE, and PMM‑CONNECTED states. Table 6 shows the context fields for one MS.

Table 6: SGSN MM and PDP Contexts

Field
Description
GPRS
UMTS

IMSI
IMSI is the main reference key.
X
X

MM State
Mobility management state, IDLE, STANDBY, READY, PMM‑DETACHED, PMM‑IDLE, or PMM‑CONNECTED.
X
X

P‑TMSI
Packet Temporary Mobile Subscriber Identity.
X
X

P‑TMSI Signature
A signature used for identification checking purposes.
X
X

IMEI
International Mobile Equipment Identity
X
X

MSISDN
The basic MSISDN of the MS.
X
X

Routeing Area
Current routeing area.
X
X

Cell Identity
Current cell in READY state, last known cell in STANDBY or IDLE state.
X
[FFS]

Cell Identity Age
Time elapsed since the last LLC PDU was received from the MS at the SGSN.
X
[FFS]

VLR Number
The VLR number of the MSC/VLR currently serving this MS.
X
X

New SGSN Address
The IP address of the new SGSN where buffered and not sent N‑PDUs should be forwarded to.
X
X

Authentication Triplets
Authentication and ciphering parameters.
X
X

Authentication Vectors
Authentication and ciphering parameters for UMTS.

X

Kc
Currently used ciphering key.
X


CKSN
Ciphering key sequence number of Kc.
X


Ciphering algorithm
Selected ciphering algorithm.
X


CK 
Currently used ciphering key.

X

IK 
Currently used integrity key.

X

KSI
Key Set Identifier.

X

Radio Access Classmark
MS radio access capabilities.
X


SGSN Classmark
MS network capabilities.
X
X

DRX Parameters
Discontinuous reception parameters.
X


MNRG
Indicates whether activity from the MS shall be reported to the HLR.
X
X

NGAF
Indicates whether activity from the MS shall be reported to the MSC/VLR.
X
X

PPF
Indicates whether paging for PS and CS services can be initiated.
X
X

SMS Parameters
SMS-related parameters, e.g., operator-determined barring.
X
X

Recovery
Indicates if HLR or VLR is performing database recovery.
X
X

Radio Priority SMS
The RLC/MAC radio priority level for uplink SMS transmission.
X


Each MM context contains zero or more of the following PDP contexts:

PDP Context Identifier
Index of the PDP context.
X
X

PDP State
Packet data protocol state, INACTIVE or ACTIVE.
X
X

PDP Type
PDP type, e.g., X.25, PPP, or IP.
X
X

PDP Address
PDP address, e.g., an X.121 address.
X
X

APN Subscribed
The APN received from the HLR.
X
X

APN in Use
The APN currently used.
X
X

NSAPI
Network layer Service Access Point Identifier.
X
X

TI
Transaction Identifier.
X
X

TEID for Gn/Gp
Tunnel Endpoint Identifier for Gn/Gp
X
X

TEID for Iu
Tunnel Endpoint Identifier for Iu

X

GGSN Address in Use
The IP address of the GGSN currently used.
X
X

VPLMN Address Allowed
Specifies whether the MS is allowed to use the APN in the domain of the HPLMN only, or additionally the APN in the domain of the VPLMN.
X
X

QoS Profile Subscribed
The quality of service profile subscribed.
X
X

QoS Profile Requested
The quality of service profile requested.
X
X

QoS Profile Negotiated
The quality of service profile negotiated.
X
X

TFT [FFS]
Traffic flow template.
X
X

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.
X


Packet Flow Id
Packet flow identifier.
X


Send N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU to be sent to the MS.
X


Receive N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU expected from the MS.
X


SND
GTP‑U sequence number of the next downlink N‑PDU to be sent to the MS.
X
X

SNU
GTP‑U sequence number of the next uplink N‑PDU to be sent to the GGSN.
X
X

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.
X
X

Reordering Required [FFS]
Specifies whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS.
X
X

RNC Address in Use
The IP address of the RNC currently used.

X

In case of anonymous access (GPRS only) the SGSN maintains the MM context and PDP context information for MSs in READY state. Table 7 shows the context fields for one MS.

Table 7: SGSN MM and PDP Contexts for Anonymous Access

Field
Description

A‑TLLI
Auxiliary Temporary Logical Link Identity.

AA‑TEID
Anonymous Access Tunnel Endpoint Identifier.

Routeing Area
Current routeing area.

Cell Identity
Current cell.

PDP Type
PDP type, e.g., X.25, PPP, or IP.

PDP Address
PDP address, e.g., an X.121 address.

APN in Use
The APN currently used.

NSAPI
Network layer Service Access Point Identifier.

TI
Transaction Identifier.

GGSN Address in Use
The IP address of the GGSN currently used.

QoS Profile Requested
The quality of service profile requested.

QoS Profile Negotiated
The quality of service profile negotiated.

Radio Priority
The RLC/MAC radio priority level for uplink user data transmission.

Packet Flow Id
Packet flow identifier.

Send N‑PDU Number
SNDCP sequence number of the next downlink N‑PDU to be sent to the MS.

Receive N‑PDU Number
SNDCP sequence number of the next uplink N‑PDU expected from the MS.

SND
GTP sequence number of the next downlink N‑PDU to be sent to the MS.

SNU
GTP sequence number of the next uplink N‑PDU to be sent to the GGSN.

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.

Reordering Required
Specifies whether the SGSN shall reorder N‑PDUs before delivering the N‑PDUs to the MS.

13.3
GGSN

GGSN maintains activated PDP contexts. Table 8 shows the PDP context fields for one PDP Address.

Table 8: GGSN PDP Context

Field
Description
GPRS
UMTS

IMSI
International Mobile Subscriber Identity.
X
X

NSAPI
Network layer Service Access Point Identifier.
X
X

MSISDN
The basic MSISDN of the MS.
X
X

PDP Type
PDP type, e.g., X.25, PPP, or IP.
X
X

PDP Address
PDP address, e.g., an X.121 address.
X
X

Dynamic Address
Indicates whether PDP Address is static or dynamic.
X
X

APN in Use
The APN Network Identifier currently used.
X
X

TEID
Tunnel Endpoint Identifier
X
X

TFT
Traffic flow template.
X
X

QoS Profile Negotiated
The quality of service profile negotiated.
X
X

SGSN Address
The IP address of the SGSN currently serving this MS.
X
X

MNRG
Indicates whether the MS is marked as not reachable for PS at the HLR.
X
X

Recovery
Indicates if the SGSN is performing database recovery.
X
X

SND
GTP‑U sequence number of the next downlink N‑PDU to be sent to the MS.
X
X

SNU
GTP‑U sequence number of the next uplink N‑PDU to be received from the SGSN.
X
X

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.
X
X

Reordering Required [FFS]
Specifies whether the GGSN shall reorder N‑PDUs received from the SGSN.
X
X

If a PDP context is enabled for network-requested PDP context activation, then IMSI, PDP Type, PDP Address, SGSN Address and MNRG contain valid information also when the PDP context is inactive and when the MS is GPRS-detached.

In case of anonymous access (GPRS only) the GGSN maintains activated PDP contexts. Table 9 shows the PDP context fields for one MS.

Table 9: GGSN PDP Context for Anonymous Access

Field
Description

AA‑TEID
Anonymous Access Tunnel End point Identifier.

PDP Type
PDP type, e.g., X.25, PPP, or IP.

PDP Address
PDP address, e.g., an X.121 address.

APN in Use
The APN Network Identifier currently used.

QoS Profile Negotiated
The quality of service profile negotiated.

SGSN Address
The IP address of the SGSN serving this MS.

SND
GTP‑U sequence number of the next downlink N‑PDU to be sent to the MS.

SNU
GTP‑U sequence number of the next uplink N‑PDU to be sent to the GGSN.

Charging Id
Charging identifier, identifies charging records generated by SGSN and GGSN.

Reordering Required
Specifies whether the GGSN shall reorder N‑PDUs received from the SGSN.

A GGSN that supports anonymous access shall have a list of server addresses that are allowed to be accessed by anonymous MSs. The method to maintain the list of the servers is outside the scope of the present document.

14.3
NSAPI and TLLI for GPRS

The Network layer Service Access Point Identifier (NSAPI) and Temporary Logical Link Identity (TLLI) are used for network layer routeing. An NSAPI / TLLI pair is unambiguous within a routeing area.

In the MS, NSAPI identifies the PDP-SAP. In the SGSN and GGSN, NSAPI identifies the PDP context associated with a PDP address. Between the MS and SGSN, TLLI unambiguously identifies the logical link.

When the MS requests the activation of a PDP context, the MS selects one of its unused NSAPIs.


For example (shown figuratively below), an X.25 packet is received by the MS from a connected TE at the X.121 address SAP. The X.25 PDU is encapsulated and NSAPI is initialised to NSAPI-1. TLLI is set to the MS's TLLI before the encapsulated X.25 packet is passed to the SNDC function.




Figure 91: Use of NSAPI and TLLI

Within a routeing area, there is a one-to-one correspondence between TLLI and IMSI that is only known in the MS and SGSN. If it is not clear from the context which routeing area a TLLI belongs to, then TLLI is used together with RAI. TLLI is derived from a P‑TMSI, and does then provide user identity confidentiality as described in subclause "User Identity Confidentiality".

The TLLI address range is divided into four ranges: Local, Foreign, Random, and Auxiliary. The TLLI structure allows the MS and SGSN to deduce the range that a TLLI belongs to. A Local TLLI is derived from the P‑TMSI allocated by the SGSN, and is valid only in the RA associated with the P‑TMSI. A Foreign TLLI is derived from a P‑TMSI allocated in another RA. A Random TLLI is selected randomly by the MS, and is used when the MS does not have a valid P‑TMSI available, or when the MS originates an anonymous access. An Auxiliary TLLI is selected by the SGSN and is used by the SGSN and MS to unambiguously identify an Anonymous Access MM and PDP Context.

If the MS has a valid P‑TMSI associated with the RA where the MS is currently located, then the MS shall use a Local TLLI derived from its P‑TMSI, unless the MS performs a GPRS attach.

If the MS does not have a valid P‑TMSI associated with the current RA, or if the MS performs a GPRS attach, then it shall derive a Foreign TLLI from its P‑TMSI, or allocate a Random TLLI if no valid P‑TMSI is available.

When a TLLI is exchanged between the MS and an SGSN, then the TLLI is transmitted at the RLC/MAC layer within the Um protocol stack, and at the BSSGP layer within the Gb protocol stack. NSAPI is transmitted within the SNDCP layer in the user plane, and within the GMM/SM layer in the control plane. NSAPI is represented by a transaction identifier (TI) in some SM signalling messages. The TI is dynamically allocated by the MS for MS-requested (AA) PDP context activation, and by the network for network-requested PDP context activation. The TI is deallocated when a PDP context has been deactivated. TI usage is defined in UMTS 24.007 and UMTS 24.008.

By default, unless explicitly specified in the procedures, the TLLI transmitted at the RLC/MAC and BSSGP layers shall be used to identify the MS.

14.5
TID

A Tunnel Endpoint Identifier (TEID) is used by the GPRS Tunnelling protocol between GSNs to identify a tunnel endpoint in the receiving GTP-C or GTP-U protocol entity and identify a PDP context. The receiving end side of a GTP tunnel locally assigns the TEID value the transmitting side has to use. The TEID values are exchanged between tunnel endpoints using the control GTP-C (or RANAP, over the Iu) messages
The TEID is forwarded to the GGSN/3G-SGSN upon PDP Context Activation/RAB assignment and it is used in subsequent tunnelling of user data between the GGSN and the SGSN and between the 3G-SGSN and the RNC to identify the MS's PDP contexts in the SGSN and GGSN and to identify the MS’s RNC RAB contexts in the RNC.. The TEID is also used to forward N‑PDUs from the old SGSN/SRNC to the new SGSN/target RNC at and after an inter SGSN routeing area update/SRNS relocation.

In the anonymous access case, AA‑TEID is allocated locally by the SGSN. An AA‑TEID consists of an A‑TLLI and an NSAPI similar to TEID. Since the IMSI is longer than A‑TLLI, the unused digits shall be used to create a unique identity within one PLMN. The allocated AA‑TEID shall not collide with the TEID address space.
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5)
Go to the beginning of the heading of the first subclause which you want to change. Press <CTRL><SHIFT><HOME> to select everything before that point and delete it.


6)
Switch to the window in MS word that contains your CR cover sheet and do a <CTRL>A   <CTRL>C to select and copy the entire sheet (including the section break at the end). Switch back to the other window with the specification to be changed and paste it in.


7)
Between group of changed pages in the CR, insert a section break (insert / break / next page/)


8)
When all the changes have been made (using the "tools / track changes" feature of MS Word 97), the headers and page number need to be corrected other the headers will contain an error message like "error, reference not found". You can fix this by changing to page layout mode (view / page layout) to see the headers. Then, go to the menu item "view / header and footer", select the frame that contains the error message(s) ini the header and delete them (there are normally 2). Do not delete the page number in the middle. On the left side, write the spec name and current version number For example, "3G TS 21.111 version 3.0.0 (1999-04)". Go back to normal view.


9) 
For each group of changes, insert the correct starting page number. The number should be that which is a clean unmodified specification. It is only a guide to the reader only and so they can be +/- 1 page number wrong. Insert the page number using the following method. Go to the line following the first section break in your CR. Choose the menu item insert / page number / format / start at and insert the correct starting page number for that group of changes. click "OK" and then "CLOSE" (don't press "OK" at this last step). Repeat this step for each section break.


10)
When you have finished making all changes, go to "tools / track changes / highlight changes" and uncheck the "track changes while editing" box, otherwise the page numbers in the headers will be difficult to read. Make sure that the two other options in this box (highlight changes on screen" and "highlight changes in printed document" are both maked "X".


Examples of expressions of prevision in 3GPP specifications


To ensure that everybody else understands your proposed chnaged the same way that you do, it is very important to keep to the following rules:


SHALL: To be used to indicate a requirement. e.g. "The ME shall reset the USIM" is correct Do not use "The ME resets the USIM" or "the ME must reset the USIM"


SHOULD: To be used to indicate recommendation. i.e. if, among several possibilities one is recommended as particularly suitable, without mentioning or excluding others, or that a certain course of action is preferred but not necessarily required, or that (in the negative form) a certain possibility or course of action is deprecated but not prohibited.


MAY: To be used to indicate permission. To be used instead of phrases such as "is permitted", "is allowed" or is permissible". The opposite of "may" is "need not".


CAN: To be used to indicate possibility and capability. To be used instead of phrases such as "be able to", "there is a possibility of" or "it is possible to".


A more detailed guide to the 3GPP drafting rules can be found on the 3GPP server at:



ftp://ftp.3gpp.org/information/drafting-rules.pdf

ANNEX A   
The CR cover sheet


This annex provides further information on how to fill out the cover sheet of a CR.


The header:


a)
The header, including the TSG or Working Group, the tdoc number (normally obtinaed from the 3GPP support team) and the meeting location and date.


The title box:


b)
The change request number. This is a 3 digit number and is allocated by the 3GPP support team project manager of the relevant WG. For GSM specifications, it is prefixed with an "A"


c)
The 3G or GSM specification number (e.g. 21.111 for 3G or 12.05 for GSM).


d)
The TSG or SMG plenary meeting to which this CR will be submitted to if it gets agreed at the WG meeting. 


e)
for approval/for information: one box only shall be marked with an "X"


Proposed change affects:


f)
At least one box shall be marked with an "X"


Source:


g)
The company name of the author of the CR. If the CR has already been agreed at a Working groups or sub working group, meeting, the subgroup name ( and Tdoc number) should be used instead.


Subject:


h)
One line (only) of concise text that describes the subject of the CR. Details should be put under "reason for change"



good examples:
"Clarification to FETCH command"






"Alignment of operation and parameter names"



recently used



bad examples:
"correction"






"editorial correction"






"correction to TS xxx.yy"






"various improvements"


Work item:



h)
The name of the 3G work item for which the CR is relevant.


Category and release:


i)
Choose one category only


Reason:


j)
This should be 1 to 10 lines of text that describes in further detail the reasons why the change is necessary and how the change is done.


Clauses Affected:


m)
Each subclause that is affected by the change should be listed here. New subclause number can be followed by " (new) ".


Other specs affected:


n)
Other 3G core specifications: to be used if the CR is linked to a CR for another 3G specification.
Other 2G core specifications: to be used if a CR is also needed for a GSM or other 2G specification.



MS test specifications: to be used if a change is needed to the MS test specifications.



BSS test specifications: to be used if a change is needed to the base station test specifications.



O&M specifications: to be used if a change is needed to O&M specifications.



When listing other CRs in part n) use, for example, the form "21.111-CR001" or "12.05-A123"


______________________________________


How to create a CR for 3G or SMG specifications.


File location: http://ftp.3gpp.org/information/3gCRF-??.doc





_1000809981.doc


BSS







 7. SGSN Context Acknowledge







 2. Routing Area Update Request







 11. Update GPRS Location







 17. Routing Area Update Complete







 10. Update PDP Context Request







 10. Update PDP Context Response







 8. SRNS Context Acknowledge







MS







 16. Routing Area Update Accept







 15. Update GPRS Location Ack







 14. Insert Subscriber Data Ack







 14. Insert Subscriber Data







 12. Cancel Location Ack







 12. Cancel Location







 6. Security Functions







 5. SGSN Context Response







 3. SGSN Context Request







HLR







GGSN 







old 3G_SGSN







new 2G_SGSN







SRNS







 9. Forward Packets







 13. Iu Release Complete







 4. SRNS Context Request







 13. Iu Release Command







 8a. Forward Packets







 18. BSS Packet Flow Context procedure



















 4. SRNS Context Response







1. Decision to   Perform handover












_999627787.doc


 1. Activate AA PDP Context Request











 3. Create AA PDP Context Request







 3. Create AA PDP Context Response







 4. Activate AA PDP Context Accept







GGSN







SGSN







BSS







MS







 2. BSS Packet Flow Context Procedures












_969802008.doc
���������������������������������������������



BSS







 4. SGSN Context Acknowledge







 1. Routeing Area Update Request







 7. Update Location







 12. Routeing Area Update Complete







 6. Update PDP Context Request







 6. Update PDP Context Response







 5. Forward Packets







MS







 11. Routeing Area Update Accept







 10. Update Location Ack







 9. Insert Subscriber Data Ack







 9. Insert Subscriber Data







 8. Cancel Location Ack







 8. Cancel Location







 3. Security Functions







 2. SGSN Context Response







 2. SGSN Context Request







HLR







GGSN







old SGSN







new SGSN
















_969804197.doc
�������������������������������������������������������������������



 4. SGSN Context Acknowledge







 2. SGSN Context Request







 11. Location Update Request







 6. Update PDP Context Request







 6. Update PDP Context Response







 5. Forward Packets







 1. Routeing Area Update Request







 12b. Cancel Location







 2. SGSN Context Response







 14. Routeing Area Update Accept







 3. Security Functions







MS







BSS







old SGSN







 12e. Insert Subscriber Data Ack







 12d. Insert Subscriber Data







 12f. Update Location Ack







 16. TMSI Reallocation Complete







 15. Routeing Area Update Complete







 13. Location Update Accept







 12c. Cancel Location Ack







 12a. Update Location







 10. Update Location Ack







 9. Insert Subscriber Data Ack







 9. Insert Subscriber Data







 8. Cancel Location Ack







HLR







 8. Cancel Location







 7. Update Location







GGSN







new SGSN







new MSC/VLR







old MSC/VLR
















_963143558.doc
������������������



 3. Deactivate AA PDP Context Accept







 3. Deactivate AA PDP Context Request







 4. Delete AA PDP Context Response







 1. Delete AA PDP Context Request







 2. Identity Response







 2. Identity Request







SGSN







GGSN







MS
















_963143560.doc
�����������



GGSN







 2. Delete AA PDP Context Response







 2. Delete AA PDP Context Request







 1. READY timer expiry







SGSN







MS
















_963143550.doc
����������������������



IP address SAP







X.121 address SAP







GPRS MS







NSAPI-2







NSAPI-1







TLLI







SGSN







GGSN associated with:�X.121 address







GGSN associated with:�IP address







X.25 /�X.75







IP







Gi







Gi
















