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Network Initiated Secondary PDP Context activation procedure

In E-GPRS, there is a need to support multiple concurrent IP flows with different QoS requirements for the same mobile station (MS). Currently, a QoS profile for the user is specified in the PDP context, which is associated with one IP address of the MS. Hence, in order to support multiple "QoS flows" per IP address, the concept of PDP context is being enhanced.

The idea of one "primary" PDP context and multiple "secondary" PDP contexts for the mobile has recently been proposed in 3GPP [SEC]. Each PDP address (e.g., IP address of the MS) can be associated with one or more PDP contexts. Each PDP context may be associated with a Traffic Flow Template (TFT). A new activation procedure (described in Section 1.0) has been proposed in [SEC] for each secondary PDP contexts.

1.0  Secondary PDP Context Activation Procedure 

The Secondary PDP Context Activation procedure may only be started when a PDP context is already established for the same PDP address; the procedure is illustrated in Figure 1. Each step is explained in the 

following list.
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Figure 1: Secondary PDP Context Activation Procedure

1)
The MS sends an Activate Secondary PDP Context Request (NSAPI, TI, QoS Requested, TFT) message to the SGSN. QoS Requested indicates the desired QoS profile. The TFT is sent transparently through the SGSN to the GGSN to enable packet classification and policing for downlink data transfer. The TI is the same TI used by the already established PDP context(s) for that PDP address and the NSAPI contains a value not used by any other PDP context.

2)
Security functions may be executed. These procedures are defined in subclause "Security Function".

3)
The SGSN validates the Activate Secondary PDP Context Request using the TI. The same GGSN address is used by the SGSN as for the already established PDP context(s) for that TI and PDP address.


The SGSN and GGSN may restrict and negotiate the requested QoS. The SGSN sends a Create PDP Context Request(QoS Negotiated, TID, TFT) message to the affected GGSN. The GGSN uses the same external network as used by the already established PDP context(s) for that PDP address and stores the TFT. The new entry allows the GGSN to route PDUs via different GTP tunnels between the SGSN and the external PDP network.

4)
The SGSN inserts the NSAPI along with the GGSN address in its PDP context. The SGSN selects Radio Priority based on QoS Negotiated, and returns an Activate Secondary PDP Context Accept (TI, QoS Negotiated, Radio Priority, NSAPI) message to the MS. The SGSN is now able to route PDP PDUs between the GGSN and the MS via different GTP tunnels and possibly different LLC links.

For each additionally activated PDP contexts a different quality of service (QoS) profile and TFT may be requested. If the secondary PDP context activation procedure fails or if the SGSN returns an Activate Secondary PDP Context Reject (Cause) message, then the MS may attempt another activation with a different TFT, depending on the cause.

The secondary PDP context activation procedure as defined above is always initiated by the MS. However, under many circumstances, the MS may not have the knowledge of the QoS requirements and the traffic characteristics (TFT) of the application flow, e.g., a Web browsing session may generate several different types of application flows ranging from data to streaming audio/video etc. Also, there can be scenarios where the QoS requirement information of an IP application flow generated within the network be embedded in the IP header (e.g., DS byte) without any explicit QoS signaling (such as when IP packets, with new DS field information, start arriving from the external network towards the downlink direction) and the current PDP context is not sufficient to provide QoS for the new flow. Hence, alongwith the mobile-initiated secondary PDP context activation, provision should be there for a network initiated secondary PDP context activation procedure. In addition to taking into consideration various (other) types of network conditions, the network-initiated secondary PDP context activation will help in making the network more QoS aware and reduce the burden on the MS to a significant extent. The proposed scheme is sketched in the next section.

2.0 Network Initiated Secondary PDP Context Activation

The network-initiated secondary PDP context activation procedure allows the GGSN (or SGSN) to initiate the activation of a secondary PDP context. The Secondary PDP Context Activation procedure may only be started when a PDP context is already established for the same PDP address.  The secondary PDP context activation procedure is illustrated in Figure 2. Each step is explained below.
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Figure 2. Network Initiated Secondary PDP Context

1) The GGSN receives the stimulus from the external network that the activation of a secondary PDP context is required for a new IP flow (this can happen, for example, when GGSN receives a new PDU with a different DS byte in the IP header than that of the earlier ones, or receives a new RSVP message). From the (default) PDP context information, the GGSN locates the SGSN currently serving the MS. The GGSN may store subsequent PDU's for the new flow.

2) The GGSN sends a PDU Notification Request message to the SGSN. The QoS requirement information from the external network (e.g., DS byte or in RSVP message) is embedded in that message. 

3) The SGSN sends a PDU Notification Response message to the GGSN to acknowledge that it shall request the MS to activate the secondary PDP context.

4) The SGSN maps the external QoS requirements to the UMTS QoS parameters [TR23.907] and TFT. It sends a Request Secondary PDP Context Activate message(UMTS QoS parameters, TFT etc) to the MS.

5) The MS may modify the QoS parameters, TFT etc specified in the Request Secondary PDP Context Activate message from the SGSN. The secondary PDP context is activated with the Secondary PDP Context activation procedure [SEC] (described in Section 1.0).

NOTE: Although in this context, SGSN sends a Request Secondary PDP Context Activate message to the MS after receiving a PDU Notification Request message from the GGSN, it (SGSN) itself may also be able to do the same (execute steps 4) and 5) ) based on any external trigger, e.g., after intercepting and interpreting an RSVP message itself.

3.0 Considerations for time-critical flows

For certain real-time, delay-sensitive multimedia flows, the set-up time of secondary PDP contexts (whether MS initiated or network initiated) may be too large. Hence, provision should be there for continuing transmission of the new flow with the current PDP context (if acceptable to the user and network) until the new secondary PDP context is set up. Once the secondary PDP context is set-up, the new flow can be switched to the new context.
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