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1 Introduction

IP-Multicast, as part of the TCP/IP suite of protocols allows the communication between a single sender and multiple receivers part of a multicast group. 

Today GPRS is unable to allow mobile subscribers to join multicast groups, and multicast transmissions cannot be routed within the GPRS backbone to reach the mobile subscribers. 

The IP-Multicast service was introduced in the 02.60 ETSI document as part of the description about Point-to-Multipoint services.

In this white paper we will present a solution to allow the support of IP-Multicast in GPRS.    
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3 Basics of IP Multicast

IP Multicast allows host members of the same multicast group to receive data addressed to their group. The source of multicast transmission doesn’t have to be part of the group.

The multicast packets are IP packets with the destination being the multicast group, represented by a class D address, which is an IP address between 224.0.0.0 and 239.255.255.255. The GPRS network must be able to route the packets having a class D destination address to the mobiles
 part of the multicast group.

The IGMP protocol let border routers be aware of the existence of hosts that are members of one or more multicast groups. It’s used by: 

· the routers to periodically query their directly connected networks to see if there are still hosts that are members of multicast groups.

· the hosts to join a group. Version 2 of IGMP introduces the capability to leave a group.

Based on this knowledge, border routers will be able to route multicast packets to the appropriate networks.

Multicast transmissions are carried over UDP.

4
How to support IP multicast in GPRS.

A solution to support multicast over a GPRS network is to act as an IP-Multicast proxy at the GSN nodes level. This proxy will keep track of the mobiles that join the multicast groups, in order to forward them the multicast transmission using a Point-to-Point delivery technique. This solution will only require the addition of a multicast proxy at the GGSN level, without impacting the air interface or the GTP protocol.

The IP-Multicast proxy will perform these tasks:

· It will maintain a list of mobiles that joined one or more Multicast groups. This list is built/updated each time the GGSN receives an IGMP Join message from the mobile.

· Sends, based on his maintained list of mobiles, IGMP information to the routers attached to the GPRS network., allowing them to route the multicast packets.

· Upon reception by the GGSN of these multicast packets, the IP-Multicast proxy will make and send a copy, as Point-to-point, to each mobile of the group.

All of this IP-Multicast traffic can only occur after an ME/TE is attached to, and have been authenticated by the GPRS network and its preferred ISP (if any). The multicast traffic is at the application level from a GPRS perspective.

Here’s what happens during a join group operation initiated by a TE running a multicast application.

These messages are part of the IGMP join messages that occur between the ME/TE and the GGSN. It’s part of the user IP payload from a GPRS perspective.

A TE joins a multicast group



  




1 
– The IGMP JOIN message comes from the TE, which is running the Multicast client application.
This message is issued after the PDP context activation procedure has completed successfully. The launching of the Multicast application triggers this IGMP message.

4 – Upon reception of the join message an entry will be added to the list maintained by the IP-M proxy, mapping the current IP address of the TE to the multicast group being joined. 
If this is the first member of the group, the IP-M proxy will issue an inter-router IGMP message subscribing to the newly joined group. This message informs the Internet router of the existence of members of a multicast group in the GPRS network.

If the TE is just an addition to an existing group then no IGMP message is sent to the Internet router.

3 
– When the source of IP-Multicast starts sending the multicast packets, they will reach the Internet Router, which will forward these multicast packets inside the GPRS network. This forwarding will occur because it has previously received an IGMP message to this effect (see msg # 2).

4 
– Upon reception of the multicast packet by the IP-M proxy, a lookup is preformed and a copy of the multicast packet is sent to each member of the group. The packet is duplicated and sent Point-to-Point to every member of the group. Even if the packets are sent using Point-to-Point transmission, the destination class D IP address is kept.

5 
– An IGMP periodic query is made afterward to ensure that there are still TEs interested in the multicast transmission. Only the TEs that are running IGMP version 1 will receive those periodic queries, because they cannot send an IGMP leave message (see the Leave signaling diagram).

The IGMP leave message


The Leave operation signals to the IP-M proxy that this member is no longer interested in receiving the multicast transmission. It is similar to the Join procedure.
A TE sends the Leave message to quit the group so the transmission won’t reach it. In an IP wired network, this message results in the router sending a query message to see if any other hosts are still interested in the multicast traffic for that particular group. In the GPRS network, there’s no need to have this query message sent to everybody, because the IP-M proxy is keeping track of the members within a group.

Here’s the signaling diagram for an IGMP leave message.

  








5 Protocols

The IP-Multicast proxy functionality should be handled within the GGSN node.

It’s foreseen that every GGSN will be able to act as an IP-Multicast proxy. The GGSN that has the PDP context of the mobile will also handle the IGMP requests coming from that mobile.

There is no need to have a new PDP context of type Multicast to support IP-M. 

All the IGMP messages are transparent to the GPRS backbone and the GTP protocol. 

Here’s a protocol stack showing at which level the multicast and the IGMP messages are handled.
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                                                            Protocol stack used for IGMP and IP-M
6 Conclusion

With this solution applied to GPRS we are able to support the IP-M protocol without impacting too much the GSN nodes.

The only node that is impacted is the GGSN node, and the impacts should be minor: support at the Gi interface for class D addresses, and addition of the IP-M proxy. No inter-operability is required: if the GGSN doesn’t have support for IPM, then all the IGMP messages from the ME/TE will just be silently discarded along with the Multicast traffic from external networks.

No changes to the native implementation of IGMP on the Terminals side are needed to be able to carry multicast traffic on GPRS networks.

The fact that a Point-to-Point delivery mechanism is used from the GGSN to the ME/TE allows the inheritance of encryption and charging, features of the GPRS Point-to-Point delivery.

We therefore propose to update GSM 29-061 to state that IGMP and class D support should be optionally provided at the Gi interface level, if IP-Multicast is to be supported in a GPRS network.
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