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Abstract: There appears to be a conflict between the SA1 requirements on supporting multiple service enablement frameworks and the way SA2 has implemented the selection of an application / service enablement framework on the UE with triggering. This document discusses what is the problem and is intended as input to the joint discussion with SA2 on this topic.
Introduction
In Release 12, 3GPP SA1 has added a requirement to 3GPP TS 22.368 on the support of multiple service enablement frameworks (MTCe-SIMSE). The requirement states (22.368v12.1.0): 
The MTC Device and the MTC Server it is communicating with may implement a service enablement framework (e.g. as specified in [4] and [5]) to provide generic functionality for applications. The MTC Device may implement multiple instances of service enablement frameworks, each communicating with a different MTC Server.

In Release 11, 3GPP SA2 has introduced 23.682CR0055R4 (S2-1248888) to support triggering of multiple applications and/or service enablement frameworks on a UE. The CR mentions the following reason for change:
The triggering procedure is modified so that the Application Port ID is provided by SCS (instead of MTC-IWF). This allows different Application Port IDs to be used if necessary, e.g. different IDs for different types of MTC application servers or different IDs between MTC and non-MTC applications. The Application Port ID becomes relevant to the application that originated the trigger message.
Interpretation of SA1 requirement

Note that the 3GPP SA1 specifications do not distinguish between SCS and Application Server. An MTC Server can be an SCS and/or an Application Server.
The assumption behind the 3GPP SA1 requirement is that there may be multiple SCSs involved with a single MTC Device. Each SCS can trigger an application / service enablement framework on the MTC Device. The MTC Device may either have different applications / service enablement frameworks or multiple instances of the same service enablement framework.
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The picture above shows a situation where two different SCSs trigger different applications / service enablement framework instances on the same device. We have to assume that SCS1 and SCS2 can be two distinct companies outside the operator domain. There will be no way in which the two SCSs co-ordinate how they trigger the UE.
Interpretation of SA2 solution
With the SA2 solution, Application Port IDs are defined for different applications and/or service enablement frameworks. There may be some degree of flexibility on which Application Port ID to use, but it is likely that two different SCSs would use the same Application Port ID if they are using the same Service Enablement Framework. If those two SCSs are triggering two instances of the same Service Enablement Framework on UE, the UE does not know which of the two Service Enablement Frameworks is triggered. The same may apply if the SCSs are triggering other non-standardised applications. There is no guarantee that two SCSs may not use the same Application Port ID for two different applications.
The 3GPP SA2 solution seems to work on the assumption that there either is only a single SCS or that the different SCSs co-ordinate their use of Application Port IDs.
Way forward

There seems to be a conflict between the 3GPP SA1 requirement and the 3GPP SA2 solution.
From a formal point, this need not be a problem as the 3GPP SA1 requirement is Release 12 and the 3GPP SA2 solution is Release 11.

On the other hand, it may be beneficial to already now align the 3GPP SA1 requirements and the 3GPP SA2 solution, either by reducing the 3GPP SA1 requirements or by extending the 3GPP SA2 solution.

