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Abstract: This contribution discusses a new Ambient IoT use case on finding remote lost items.
1. Introduction

Introduce a use case into the AmbientIoT study that involves finding remote lost items.
2. Reason for Change

Adding a use case with some functional requirements and KPIs to the study 
3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TR 22.840, V0.1.0
* * * First Change (All new text) * * * *

5.y
Use case on Finding Remote Lost Item
5.y.1
Description

It is quite common for people to lose personal items sometimes, which includes keys, wallets, bags, phones, glasses, etc. In many of those scenarios, ambient powered IoT devices, (with small form factor and low cost/complexity), could be attached to those items and be used to help finding their location via a 5G smartphone.

When a person loses his/her personal item in a remote place, far from the owner’s location (e.g., in airport, subway, park, restaurant, etc), the large distance between the lost items (w/ ambient powered IoT device attached) and the owner’s 5G UE prevents the owner from using direct communication methods, between the UE and the Ambient powered IoT device, to perform e.g. local discovery/positioning/ranging.  

This  use case (shown in Figure 1) considers a scenario where ambient powered IoT devices are used to locate lost items, which they are attached to, with the help of surrounding UEs/ RAN entities (supporting the tracking of Amb-IOT devices).
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Figure 1 Remote tag finding service, using ambient powered IoT devices and surrounding UEs/RAN entities
5.y.2
Pre-conditions

· Alice subscribed to a “lost tag finding” service and bought an ambient powered IoT tag for her baggage.

· She attaches the tag to her baggage and associated the tag with her mobile phone in this service.

· The tag can operate based on intermittently harvested energy with energy storage or instantaneous energy provided on-demand. For device with energy storage, we assume energy is continuously available during its communication.

· This use case covers scenarios without energy storage and with energy storage, assuming lower power consumption and complexity than typical/current IoT devices.

5.y.3
Service Flows
The case of remote lost item finding by crowdsourcing
1. The Alice is traveling from San Diego (SAN) to New York (JFK) using airplane with her tag (tag-A) attached to her baggage. When she arrives in JFK airport, she does not find her baggage in baggage claim area. 

2. The tag-A attached to Alices’ baggage identifies that it is lost and notify any nearby UEs/RAN entities supporting the lost tag finding service that the tag-A is currently lost.
3. As shown in Figure 1, the nearby UEs/RAN entities which is notified from the tag-A connects to server providing the lost tag finding service and reports the tag-A’s current location and time. (For privacy, the tag-A’s identity should not be known to other UEs/RAN entities other than Alice’s UE or service provider.)
4. Alice, after finding that her baggage is missing in airport, opens an app in her mobile phone to find her tag-A’s whereabout. The app communicates with the server and gets the recent information e.g., location/time/etc, related to the tag-A.

5. Alice can track the location of her baggage with the help of lost item finding service.
5.y.4
Post-conditions
Alice reclaims her lost baggage with the help of the lost item finding service.

5.y.5
Existing features partly or fully covering the use case functionality
Editor’s note: The gap analysis is FFS.
5.y.6
Potential New Requirements needed to support the use case
[PR.5.y.6.1-1] The 5G system shall be able to support communication to Ambient IoT devices.

NOTE1:
In this requirement, “support communication” may include assisting the Ambient IoT devices with discovery and message exchange with UEs/RAN entities that can provide location related information.
[PR.5.y.6.1-2] The 5G system shall be able to support means to configure RAN entities and authorized UEs to communicate with Ambient IoT devices and transfer related information to other 5G System entities (e.g. core network)/servers.

[PR.5.y.6.1-3] The 5G system shall be able to provide a mechanisms to protect the privacy of information (e.g., location and identity) exchanged during communication with an Ambient IoT device.
NOTE2:
This requirement refers to communication between Ambient IoT devices and 5G System entities (e.g., core network, RAN entities), application servers or authorized UEs.
[PR 5.y.6.1-4] The 5G system shall be able to support Ambient IoT devices with the following KPIs:
Table 5.x.6-1  KPI Requirements for “Finding Remote Lost Item” Service 
	Scenario
	Maximum Allowed end to end latency 
	Ambient IoT service availability
	Message

Size (UL)
	Device/tag density
	Maximum Communication range
	Service Area 

	Remote lost item finding


	[>5s]
	FFS


	256 bits

      (Note 1)
	<750 devices /100m2
(Note 2)
	10~100m

(Note 3)
	  FFS

	Note 1: 64bits corresponds to 20 digits in decimal number. 20 digits is assumed for the length of tag ID. Additional 192bits were assumed for control and other data (e.g., location information, IP address of server).


Note 2: 100m^2 space can be packed with about 250 large size baggage (with H=0.7m, W=0.5m). Assuming 3 layers of baggage stacked gives = 250x3 = 750
Note 3: Covers indoor and/or outdoor usage



* * * End of First Change * * * *

