1

3GPP TSG-SA WG1 Meeting #94e 	S1-211468S1-
Electronic Meeting, 10 May – 20 May	 (revision of S1-20xxxx211289)
Title:	New use case on smart hospital beds
Agenda Item:	7.12.1 - FS_PIN
Source:	Philips International B.V. 
Contact:	Walter Dees <walter.dees@philips.com> 

Abstract: This contribution proposes a new use case for TR 22.859 on smart hospital beds. All text is new.


* * * * Start of Change 1 * * * *
5.X     A smart hospital bed as a PIN element
5.X.1 	Description
Hummel is a 70-year-old cardiac patient who is equipped with a pacemaker at the TeleCare hospital, who have their own 5G network. During the recent remote intervention, the doctors decided that he must admit himself for a surgery to replace the batteries of his pacemaker. In order to monitor the health of his heart continuously, Hummel has received a 5G enabled wearable heart monitor from another hospital, which is capable of continuously monitoring the vitals including the heartrate and send its data via a 5G network to a cloud server. He also has other personal connected health devices such as an SpO2 monitor and a connected insulin pump attached to his body that are wirelessly connected to his mobile phone for complete overview of his health. He also has a special sleep mask enabling him to breathe better during his sleep and monitor the quality of his sleep that is also connected to his mobile phone when he is using it. It is assumed that all his health devices are clinically qualified to be used for diagnosis in a hospital.
Upon arriving at the hospital reception, Hummel is immediately directed to the cardiology department, where a 5G enabled smart hospital bed is allocated for him. The smart hospital bed is configured as a PIN element with gateway capability and with management capability. The smart hospital bed enables personal devices of the patient to be connected to the 5G network of the hospital. It also allows some of the PIN elements connected to the hospital bed, such as some controls over the elevation of the head of the bed and a personal screen connected to the bed (e.g. to watch TV or to stream some video content to watch). The hospital bed is also connected to a high-end patient monitor, located behind the patient. Although it cannot be controlled by the patient, the output of the monitor can be displayed and browsed by the patient on his mobile phone or the attached personal screen.
Upon reaching the smart hospital bed, the devices that are carried and worn by Hummel and the hospital bed (with its connected PIN elements) can discover each other, and together form a PIN. Via the smart hospital bed, the necessary credentials to securely communicate with each other, and to connect to the hospital 5G network are downloaded and configured in Hummel’s devices. The data from Hummel’s health devices can now be sent to the TeleCare’s 5G network, where it can be processed and used for health monitoring by the hospital staff. The high-end patient monitor linked to the smart hospital bed can receive the data from Hummel’s devices directly from the devices and generate an alarm if Hummel’s condition deteriorates. Using the PIN, Hummel can also control the elevation of his bed via his mobile phone and stream some videos from his mobile phone on the screen connected to the bed, and browse the output of the patient monitor.
5.X.2	Pre-conditions
Hummel has a 5G PIN enabled mobile phone (i.e. a UE), with several personal health devices wirelessly connected to it. The mobile phone may be a PIN element with gateway capability and/or management capability. 
Hummel also has a 5G PIN enabled wearable heart monitor capable of sending its data via a 5G network to a cloud server.
The hospital bed is 5G PIN enabled UE and is a PIN element with gateway capability and/or management capability. For its management capability it may use the attached screen to display a user interface to the user.
TeleCare may function as an NPN, preventing full access to the network services for unregistered devices. TeleCare may deploy not only a single NPN, but may deploy multiple NPNs, e.g. one for staff (with full access to the network services) and one for patients (with limited access to the network services).
[bookmark: _Toc49943788][bookmark: _Toc49944501]5.X.3	Service Flows
· Upon entering the cardiology department inpatient room, Hummel’s mobile phone and the smart hospital bed can discover each other. Also the 5G PIN enabled wearable heart monitor and the smart hospital bed can discover each other.
· When Hummel looks at his mobile phone, he notices that it has discovered the smart hospital bed. It also shows the list of connected PIN elements connected to the hospital bed.
· Hummel can connect his mobile phone to the smart hospital bed and upon connecting, Hummel’s mobile phone gets added to the hospital’s bed PIN. Also the personal devices that are connected to Hummel’s mobile phone are discovered by the hospital bed and automatically added to the hospital bed’s PIN.
· On the screen of the mobile phone (or the screen attached to the hospital bed), it also shows that the 5G PIN enabled wearable heart monitor in the list of discovered PIN elements. Hummel presses a button to also add that device to the hospital bed’s PIN.
· After exchange of credentials, the PIN elements can now securely communicate between each other. This allows Hummel to use the screen attached to the bed for streaming some videos from his mobile phone, allows the data from his heart monitor to be received by the high-end patient monitor, and show the patient monitor’s data on his mobile phone.
· As part of the PIN configuration, the PIN elements are also allowed to gain patient access to the hospital network (via the hospital bed’s PIN gateway capability). On the screen of his mobile phone (or the screen attached to the hospital bed), Hummel allows his wearable heart monitor and his other connected health devices to send their data to the hospital network.
· The data from the connected devices are useful in improving the pre-surgical preparation of Hummel and saves operational overhead for the hospital staffs.
· Thanks to the PIN feature, Hummel had an easy transfer to the hospital and had a fairly comfortable experience (despite his condition) in his smart hospital bed.
[bookmark: _Toc49943789][bookmark: _Toc49944502]5.X.4	Post-conditions
Upon discharge, the network profiles from his mobile phone, his heart monitor and his personal connected health devices are decommissioned from the PIN and from the hospital network and return to their original operating state.
[bookmark: _Toc49943790][bookmark: _Toc49944503]5.X.5	Existing features partly or fully covering the use case functionality
[bookmark: _Toc49943791][bookmark: _Toc49944504]
5.X.6	Potential New Requirements needed to support the use case
[PR 5.X.6-1] The 5G system shall enable PIN elements to discover and identify each other.
NOTE: this may be done directly (depending on the discovery capabilities of the PIN elements) or via a PIN element with gateway capability or via a PIN with management capability.
[PR 5.X.6-2] The 5G system shall enable PIN elements with management capability to add PIN elements to the PIN.
The 5G system shall enable PIN elements of one PIN to be added or merged with another PIN.
[bookmark: _Hlk70759076]The 5G system shall enable PIN elements with management capability or gateway capability to allow or disallow PIN elements to connect to the 5G system via a PIN element with gateway capability.
[bookmark: _Hlk72164322][PR 5.X.6-3] The 5G system shall allow only authorized PIN elements to connect to the 5G network via a enable PIN elements with gateway capability to prevent devices outside the PIN to gain access to the 5G network.
NOTE: next to authorization of the 5G network operator, additional authorization/consent from the PIN user may be needed depending on whether the user wants to allow PIN elements to connect to the 5G network or not.

* * * * End of Change 1 * * * *
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