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1.  Introduction
This document is related to the incoming LS from RAN (RP-210919), regarding recent discussions in RAN on the potential applicability of UAC to the RedCap devices being introduced in Rel-17, in partiular on:

“the possibility of extending UAC to support differentiation between RedCap and non-RedCap UEs, and/or between RedCap UEs with a single receiver branch and those with more than one receiver branch.”
Specifically, RAN asked SA1 (and CT1) to:

“provide feedback to TSG RAN and RAN2 regarding such potential extension of UAC in relation to RedCap devices, including whether any RRC impact is expected.”
CT1 has also discussed the topic, and provided a LS reply in C1-212395, stating that
“From CT1 perspective it would be possible to extend UAC to support differentiation between RedCap and non-RedCap UEs via creation of one or more new Access Identities, creation of one or more new Access Categories, or both of them. CT1 will follow SA1’s requirement on UAC for RedCap UEs.”
The purpose of this document is to provide a short analysis and observations on possible UAC extensions for RedCap devices, and a proposal for a SA1 reply to RAN (and CT1).

2.  Discussion
2.1  New UAC Access identity and/or access category
As stated in the CT1 LS, extension of UAC could be done by creating a new access identity, a new access category, or a combination of both.
Based on current framework and handling of UAC, and particularly how RRC signaling is defined (see Annex for some highlights, from TS 38.331), access identities can be intended to provide more an “exemption” to normal UAC barring  (e.g. access attempt allowed/not allowed), applicable to “special” type of services or users (e.g. MPS, MCS, or exempted operator access classes). If none of those special identies or exemptions apply (i.e. for normal UEs/attempts, falling under access identity 0), the UE would perform access control based on barring parameters per UAC access category. 
Since the purpose of extending UAC for RedCap devices is, according to RAN LS, to “support differentiation between RedCap and non-RedCap UEs, …”, i.e to enable prioritizing access attempts of non-RedCap devices over those of RedCap devices, and not to exempt RedCap devices from UAC access barring check, introducing a new access identity seems less suitable, compared to a new UAC access category. 
Furthermore, as also observed from the RRC exceprts in Annex, adding a new access identity may have some RRC impact, compared to a new access category, e.g. in terms of size and re-usability of existing signalling fields/values (current access identity bistring may need an extension).

It is to be noted that, if introducing a new access category for RedCap UEs, some details would need further consideration, e.g. about possible co-existence and/or piorities versus existing UAC categories (e.g. paging response, emergency services, delay tolerant service, etc.).

Observation 1: it is possible to extend UAC to allow RedCap vs non-RedCap differentiation, e.g. by introducing a new access dentity or a new access category (maybe more suitable). 
2.2  One or more access categories
The incoming RAN LS mentions also possible “differentiation between RedCap and non-RedCap UEs, and/or between RedCap UEs with a single receiver branch and those with more than one receiver branch”. 

About the latter part, generally UAC access categories are based on a specific type of service triggering the access attempt (e.g. MO MMTEL voice/video, MO data, etc.) or can apply to different type of services/attempts from the same device (e.g. for delay tolerant devices using access category 1). In all cases, access category is very much independent from specific UE/AS radio capabilities (such as, for example, Rx branches). Consistently with the current UAC framework and assumptions, having one single and generic RedCap access category would be preferrable, leaving further granularity up to UE specific configuration/policies. 
Observation 2: Creating one new access category applicable to access attempts from RedCap devices should be sufficient, and preferrable.

2.3  RRC impacts
In LS RP-210919, RAN also asks to provide feedback on “whether any RRC impact is expected”. In SA1 understanding, RRC impacts could be mininmal if re-using current UAC framework and signalling (e.g. broadcast UAC parameters, and procedures ,could be re-used). 
Beyond that, it is suggested to let RAN2 provide a better assessement and feedback on possible impacts, including 
· Differences in adding a new access identity versus a new acess category

· Potential overlapping and conflicts with other/new RedCap radio barring mechanisms under discussion in RAN2.

Observation 3: The RRC impacts of extending UAC for RedCap should be better assessed by RAN2.
3.  Proposal
Based on the discussion and observations above, it is proposed to reply to the RAN LS as:
· SA1 thinks that extending UAC for RedCap devices, i.e. for UAC differentiation between RedCap and non-RedCap UEs, would be possible, for example by defining a new UAC access category for RedCap UEs.
· SA1 would leave it up to RAN2 to assess specific RRC impacts of extending UAC for RedCap, including possible overlapping or issues with other RedCap specific radio barring mechanisms being discussed/considered by RAN2.
A corresponding reply LS is provided in a separate contribution.

Annex

Few extracts and highlights from 38.331, on UAC access identity, are provided below. They can be summarized as follows:

· if one or more bit for the access identities applicable to the device is set to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter", the access attempt is unconditionally allowed (no access barring check via random number draw)

· if none of the bits for the access identities applicable to the device is set to zero in the uac-BarringForAccessIdentity contained in "UAC barring parameter", the access attempt is subject to the access barring check using a random number draw against the barring factor for the corresponding access category
--------------------------------

5.3.14.5
Access barring check
The UE shall:
1>
if one or more Access Identities are indicated according to TS 24.501 [23], and

1>
if for at least one of these Access Identities the corresponding bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" is set to zero:

2>
consider the access attempt as allowed;

1>
else:

2>
draw a random number 'rand' uniformly distributed in the range: 0 ≤ rand < 1;

2>
if 'rand' is lower than the value indicated by uac-BarringFactor included in "UAC barring parameter":

3>
consider the access attempt as allowed;

2>
else:

3>
consider the access attempt as barred;

1>
if the access attempt is considered as barred:

2>
draw a random number 'rand' that is uniformly distributed in the range 0 ≤ rand < 1;

2>
start timer T390 for the Access Category with the timer value calculated as follows, using the uac-BarringTime included in "AC barring parameter":


T390 = (0.7+ 0.6 * rand) * uac-BarringTime.

--------------------------------

[from Sec. 6.3.2, RRC IEs]

–
UAC-BarringInfoSetList
The IE UAC-BarringInfoSetList provides a list of access control parameter sets. An access category can be configured with access parameters according to one of the sets.

UAC-BarringInfoSetList information element

-- ASN1START

-- TAG-UAC-BARRINGINFOSETLIST-START

UAC-BarringInfoSetList ::=          SEQUENCE (SIZE(1..maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::=              SEQUENCE {

    uac-BarringFactor                   ENUMERATED {p00, p05, p10, p15, p20, p25, p30, p40,

                                                    p50, p60, p70, p75, p80, p85, p90, p95},

    uac-BarringTime                     ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},

    uac-BarringForAccessIdentity        BIT STRING (SIZE(7))
}

-- TAG-UAC-BARRINGINFOSETLIST-STOP

-- ASN1STOP
	uac-BarringForAccessIdentity

Indicates whether access attempt is allowed for each Access Identity. The leftmost bit, bit 0 in the bit string corresponds to Access Identity 1, bit 1 in the bit string corresponds to Access Identity 2, bit 2 in the bit string corresponds to Access Identity 11, bit 3 in the bit string corresponds to Access Identity 12, bit 4 in the bit string corresponds to Access Identity 13, bit 5 in the bit string corresponds to Access Identity 14, and bit 6 in the bit string corresponds to Access Identity 15. Value 0 means that access attempt is allowed for the corresponding access identity.


