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Abstract: This document provides a brief discussion of use of MINT in networks in which CAG cells exist.
Discussion:
CT1 sent an LS on disaster roaming and non-public network hosted by a PLMN which asks the following question:
[bookmark: _Hlk65498599][bookmark: _Hlk65528521][bookmark: _Hlk65528563]Question: When a CAG-supporting UE determines that Disaster Condition applies, and a PLMN can provide disaster roaming to the UE, is the UE without CAG configuration for the PLMN allowed to select and register on a CAG cell of the PLMN?
Non-public networks were introduced into the 5G system in Rel-16. An important approach to support of non-public networks is through cells that provide Closed Access Group (CAG) controls. This functionality is defined in stage 2 and therefore absent in stage 1 specifications.
From a stage 1 perspective, what is important is that the 5G system supports non-public networks. These networks may serve many purposes – e.g. industry, education, enterprises, etc. The users of these networks may, in the case of a disaster affecting the RAN offering non-public access, lose their ability to communicate.
In Rel-17, Minimization of Service Interruption was introduced to enable the possibility of UEs thus deprived of service to roam, when a Disaster Condition applies, to other PLMNs whose operators offer Disaster Roaming services. The requirements for this service, defined in TS 22.261, clause 6.31, do not include any restrictions on which subscribers can attempt to access PLMN to receive service as a Disaster Inbound Roamer. Since the service is ‘subject to operator’s policy’ the success of the attempt to register as a Disaster Inbound Roamer may be denied. This could be due to a need to avoid congestion in the operator’s network, or due to a particular restriction applied to the inbound roamer – including the subscription associated with the UE including certain non-public network configuration.
The UE attempting to register on a network offering Disaster Inbound Roaming will register using the procedures defined for any UE. There is no need to define in stage 1 any specific restriction to prevent a users authorized for use of non-public networks from accessing a public network as a Disaster Inbound Roamer. The PLMN operator can, if this is appropriate, decline to authorize such access. 
Proposal:
The above justification supports and clarifies the draft LS response in S1-211zzz.
