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Discussion
In response to the comments received from the SA1 #93e meeting, the service flow is updated to remove the EN accompanying [PR 5.16.6-1]. To improve the readability, this requirement is broken down into three, namely [PR 5.16.6-1], [PR 5.16.6-2], [PR 5.16.6-3].

Introduction and motivation of changes to this updated use case follow in the remainder of the discussion section.

Proposal
The following changes are proposed for clause 5.16 of TR 22.867.
[bookmark: _Toc57676102]Begin First Change
5.13.3	Service Flows

The distribution grid of company U is connected to a number of PV parks and wind parks. At and around the interconnections, PMUs are deployed.
At the user interface of each PMU and the WAMPAC, the operation personnel Arjen configured PMUs with specific sampling rates and reporting rates. Based on the data each PMU and the WAMPAC are interested in, Arjen configured them with the corresponding multicast group addresses for joining the intended multicast groups. In the meantime, to reduce the unnecessary multicast traffic and to improve security, Arjen also include for each multicast recipient its indended source PMU address/identifier.         
For U’s DERs and micro grids, the protection engineer Arjen refers to the PMU-based decentralized WAN protection application design to configure PMUs and IEDs using eg. IP addresses assigned from the 5G network. Depending on the specific protection algorithm of an IED (requiring certain type of data) and the IED’s known location in the micro grid topology, Arjen configures the IED to receive the right type of R-SV measurements from the source PMUs. Similarly, for a given type of R-SV data from a given source PMU, Arjen configures the intended recipient PMUs and/or IEDs. Eventually, multiple groups of R-SV data and recipient PMUs/IEDs are configured. A simplified example containing only PMUs is shown in Table 5.16.3-1. Because of the configuration, each group of transmission is identified by the 5G system with the unique source PMU identifier, any packets sent to a given group address by a malicious device (in other words, Arjen has not configured the identifier or IP address of the a malicious device in the receiving PMUs) will not be forwarded down by the 5G network. The micro grid communication is more effective against DDoS attacks. This is how source-specific multicast is used currently for PMUs.
Table 5.16.1-1 Example: configured groups of R-SV data from a given source PMU and specified group members as intended recipients. In this example, protection algorithms are implemented in PMUs rather than in separate IEDs.
	Source 
	Recipients
	Source 
	Recipients

	PMU1
	PMU2
	PMU7
	PMU4, PMU6

	PMU4
	PMU6
	PMU6
	PMU3, PMU4, PMU5

	PMU3
	PMU4, PMU6
	PMU5
	PMU2, PMU3, PMU4. PMU6



The protection functions (either within the PMUs or in IEDs) are configured according to the characteristics of the DER/microgrid (eg. generation capacity of the distributed generators) and local conditions.
5G network provides communication among the PMUs with each other, as well as between PMUs and the WAMPAC application. A PMU produces a single source of R-SV measurements, and the 5G network delivers the measurements efficiently to the intended group of recipients. 
  
Suddenly an outage of a distributed generator at a given site causes generation load imbalance (site 1). Similar conditions happen to another distributed generators connected nearby (site 2). 
PMUs measure synchrophasors, frequency and ROCOF associated with the fundamental/primary components at various interconnections with DERs.
PMUs multicast measurement data to the subscribers, which could be other PMUs and the WAMPAC.
At abnormal site 1, based on the PMU’s locally measured ROCOF, the protection function decides the problem to be a weak load imbalance. So the protection will not be triggered since the frequency is supposed to restore after some time. At other abnormal sites 2, similar decisions are made by the local protection functions. 
However, the WAMPAC receives measurement from all of these PMUs. Based on its global view, it detects that area with prevalence of under frequency conditions spread among a number of DERs could potentially cause severe impact on the overall distribution grid. The WAMPAC decides to trip the generators in some of these problematic sites (treating the under voltage condition as severe imbalance), so as to prevent system collapse.

Begin Second Change
[bookmark: _Toc57676105]5.13.6	Potential New Requirements needed to support the use case
[PR 5.16.6-1] The 5G system shall be able to deliver data originated by a UE to a group of recipient UEs distributed over a large geographical area
[PR 5.16.6-2] The 5G system shall allow the originating UE to make use of several groups at the same time
[PR 5.16.6-3] The 5G system shall enable recipient UEs to indicate their interest in receiving data from several originating UE groups at the same time, with a specific source indicated per UE group.

[PR 5.16.6-1] The 5G system shall support delivery of the same UE originated data to a number of receiving UEs distributed over a large geographical area, in which only packets originated from the source as readily requested by the receiving UEs are delivered.
      Editor’s Notes: this requirement is FFS.

End Second Change



