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Discussion
Provides clarity on the usecase description to help define requirements related to Guest PIN elements.  Requirements added based on clarifications added.
****Changes****
5.1A	The lost dog 
[bookmark: _Toc66910037]5.1A.1	Description
As more and more Personal IoT Networks are deployed there starts to become ubiquitous coverage provided by these networks. This allows for new service offerings to be offered to subscribers. One such offering is where PIN (visited PIN)network owners, via user and or service provider authorisation can allow nomadic (guest) PIN Elements to use their PIN (visited PIN)networks to reach a specific service in the cloud or in their own personal PIN, called a Home PIN (HPIN). A small amount of bandwidth can be dedicated to the guest PIN Elementsis in the visited PIN. One such offering can be found here [17].
In addition, the PIN network can contain multitude of devices, some using PIN direct device connection’s that use operator managed spectrum and some that do not. Figure 5.1A.1-1 shows a possible guest PIN Element obtaining access via a PIN2. The user plane data is sent transparently (via a user plane pipe) from the guest PIN2 to a server in the cloud and then server communicates the user plane data to the smartphone (PIN Element) in PIN1.
NOTE 1:	The contents of the user plane is outside the scope of 3GPP.
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Figure 5.1A.1-1. Guest PIN Element accessing a PIN
[bookmark: _Toc66910038]5.1A.2	Pre-conditions
Florence (Usecase 5.1 as described in Clause 5.1) who lives at number 5 has installed her PIN (Home PIN). Florence has signed up for the guest PIN Element offering from her MNOa.
Houses Number 7 and 25 have installed PINs. They have been given a discount by their respective MNOs if they allow guest PIN Element usage of their PINs. Guest PIN Elements only get small amount of bandwidth from the PIN Network and cannot access services within these visited PINs (VPIN). 
Houses 7 MNOc connection is having issues and the PIN at House 7 has no connectivity to the 5G system.
Adrian has a wearables PIN and has been given the same respective discount by his MNOd. He has signed up as he is a pet lover and wants lost dogs to be found.
Ellen has a PIN network (Home PIN [HPIN]) and has a PIN Element (dog collar) on her dog Pilot to keep a track of him, it is configured to be a guest PIN Element. When the collar detects its outside of a geofence it will report its location and Ellen will be alerted. Ellen uses MNOc. According to the instructions that came with the dog collar it states it will report its location by using other PINs (visited PINs) that have been deployed by people (e.g. doorbells, cameras, power sockets, watches etc) and that a person who deployed them has configured their PIN to allowed them to use guest PINs access. The owner of the dog collar does not have to ask every PIN owner to allow access nor does a PIN have to give access to specific PIN Elements, all guest PIN Elements are allowed to use a PIN (Visited PIN[VPIN]) if the owner has allowed them.
MNOs provide a guarantee that guest PIN Elements will only consume X bytes a month. 
[bookmark: _Toc66910039]5.1A.3	Service Flows
Pilot is a very smart and naughty dog, he loves to explore the neighbourhood and is an escape artist. Ellen has put a PIN Element (i.e low power tracking device) on his collar which when it is outside of a geofence area reports Pilots location. One day Pilot chases some squirrels and escapes from the backyard. As he roams the neighbourhood he passes houses with PINs, his collar reports its location via Florences network (light bulb PIN element in House 5) to a dog tracking service. 
[image: ]
Figure 5.1A.3-1. Pilot accessing Florence’s PIN
House 7 is next, Pilots dog collar detects the House 7’s PIN but the dog collar discovers as it has no connectivity, the dog collar makes no report. He Pilot also passes Adrian who is in the park with his dog Pongo, Pilot says hello to Pongo and runs off. Adrian has a wearable PIN network and was listening to music so didn’t spot Pilot. As Pilot passed his collar reported its location via Adrians PIN. 
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Figure 5.1A.3-2. Pilot accessing Adrians PIN. 
Ellen is out grocery shopping and gets notifications on her phone, Pilot was seen at 1:10pm outside House 5 (House 7 also has a PIN but had no 5G connectivity) and later in the park near the dog park area. Ellen pays for her grocery’s and starts home. She sees on her smartphone Pilot has stopped at his favourite spot which happens to be by House 25 whose PIN Element door lock picked up pilots tracking device. 
****NEXT CHANGE****
[bookmark: _Toc66910042]5.1A.6	Potential New Requirements needed to support the use case
[PR.5.1A.6-1]	The 5G system shall be able to support privacy and identity protection of the guest PIN Elements of a PIN network, (e.g. information may be made available to the 5G system subject to MNO and regulatory requirements) when that guest PIN Element uses non operator managed PIN direct connection to connect to a visited PIN.
[PR.5.1A.6-2]	The 5G system shall be able to collect charging information related to data exchanged via a PIN network by a guest PIN Element, e.g. timestamp for start and stop of communications, amount of data sent/received, etc when that guest PIN Element uses non operator managed PIN direct connection to connect to a visited PIN.
Editor’s note:	Exact list of charging information is FFSwill be identified in the normative phase.
[PR.5.1A.6-3]	A PIN Element may be provisioned / configured to have guest PIN Element functionality that can be enabled or disabled by a PIN user. 
[PR.5.1A.6-4]	A PIN (Visited PIN) maybe provisioned, subject to MNO and or user preferences to allow guest PIN Elements to access their home PIN [HPIN] via the PIN (Visited PIN).
[PR.5.1A.6-5]	A PIN that has been provisioned / configured to allow guest PIN Elements to use it shall ensure that only PIN Elements that have been configured to be a guest PIN Element are allowed to access the PIN.
[PR.5.1A.6-5]	A PIN (visited PIN) that has been configured to allow guest PIN Elements shall have a policy that restricts guest PIN Elements to only be able to communicate with PIN associated with the guest PIN Element (e.g. the Home PIN).
[PR.5.1A.6-6]	A guest PIN Element shall be able to discover if a visited PIN can provide connectivity to their home PIN.
NOTE:	Connectivity to the home PIN could be determined if the visited PIN just has 5GC or internet access.
[PR.5.1A.6-7]	A guest PIN Element shall be able to access a PIN (visited PIN) that has been configured to support guest PIN Elements.
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