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1. Overall Description:

SA1 studied use cases related to UAS in TR 22.825. Within this TR, the original potential requirement related to “problematic UAVs” was captured in clause 5.7 of TR 22.825 in S1-182732. The original requirement was the following:
The 3GPP system shall support identification and reporting unauthorized UAVs to a UTM. 
During the normative work item (ID_UAS) SA1 created TS 22.125 and agreed pCR S1-183672 which revised the above requirement to the following:

The 3GPP system shall support detection , identification and reporting of problematic UAVs to a UTM. 

NOTE: The problematic UAVs can be either a UAV flying without successful authorization from UTM; or a UAV that violates the geo-fence.

Please note the NOTE which explains the concept of “problematic UAVs” in SA1 at that time.

This note was kept until v16.1.0 of the TS at which point CR 0005 removed this note, leaving the requirement as per the LS from SA6.

Therefore, with this history in mind, SA1 would like to respond to SA6 with the following answers:

Question 1:
From a general perspective, any UAV/UAV controller deviating from its expected operations is a problematic UAV. What is the definition of a “problematic UAV/UAV Controller” in a 3GPP context?
Answer 1:
In SA1, the concept of a “problematic UAV” was intended to cover a UAV which is either a UAV flying without successful authorization from UTM; or a UAV that violates the geo-fence.

Question 2:
Are there specific use cases or examples of data needed to be exchanged between the UTM and the 3GPP system for this requirement?
Answer 2:
Originally the use case was for an MNO to identify a UAS which may seek to operate without initial authorization from the UTM. In addition, a UAS may attempt to avoid detection from the 3GPP system and being identified as UAS-capable UE. For instance, the UAV may embed a terrestrial 3GPP UE and identify as a regular 3GPP UE (rather than a UE with a UAS-capable UE).
 
The 3GPP system is responsible for identifying the problematic UE to the UTM, reporting the problem that has been identified, and potentially information about the detection.
2. Actions:

To SA6 group.

ACTION: 
SA1 asks SA6 group to take the above answers and history into account.
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