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	Reason for change:
	In response to the incoming LS C1-199047, the following has been considered.

There are Rel-16 requirements in TS 22.261 that are specified to ensure radio resource isolation of non-public network that requires stringent communication KPIs. Supporting the case of "the user shall be presented with all the available CAG IDs of a PLMN" only is against the requirement. Supporting both cases of "the user shall be presented with all the available CAG IDs of a PLMN" and of “the user shall be presented with only those CAG IDs of a PLMN that are available and are present in the UE’s Allowed CAG list for the PLMN” and not giving control to the serving PLMN to choose which case to apply to particular cells is also against the requirement.
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	Add a new requirement so that the serving PLMN can enforce the above-mentioned isolation.
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	Communication that requires stringent KPI and is using a fine-tuned network environment is unnecessarily disturbed.
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---Start of the Change---
[bookmark: _Toc28364028]6.25.2 	Requirements
The 5G system shall support non-public networks.
The 5G system shall support non-public networks that provide coverage within a specific geographic area.
The 5G system shall support both physical and virtual non-public networks. 
The 5G system shall support standalone operation of a non-public network, i.e. a non-public network may be able to operate without dependency on a PLMN.
Subject to an agreement between the operators and service providers, operator policies and the regional or national regulatory requirements, the 5G system shall support for non-public network subscribers:
- access to subscribed PLMN services via the non-public network;
- seamless service continuity for subscribed PLMN services between a non-public network and a PLMN;
- access to selected non-public network services via a PLMN;
- seamless service continuity for non-public network services between a non-public network and a PLMN.
Subject to regional or national regulatory requirements for emergency services, 5G system shall be able to support IMS emergency services for non-public networks.
A non-public network subscriber to access a PLMN service shall have a service subscription using 3GPP identifiers and credentials provided or accepted by a PLMN.
The 5G system shall support a mechanism for a UE to identify and select a non-public network.
NOTE:	Different network selection mechanisms may be used for physical vs virtual non-public networks.
The 5G system shall support identifiers for a large number of non-public networks to minimize collision likelihood between assigned identifiers.
The 5G system shall support a mechanism to prevent a UE with a subscription to a non-public network from automatically selecting and attaching to a PLMN or non-public network it is not authorized to select.
The 5G system shall support a mechanism to prevent a UE with a subscription to a PLMN from automatically selecting and attaching to a non-public network it is not authorized to select. 
The 5G system shall support a mechanism for the serving PLMN to prevent a user of a UE, capable of accessing non public networks hosted by a PLMN, from manually selecting and attaching to non-public network(s) hosted by the serving PLMN when the subscription information present in the UE does not allow it.
The 5G system shall support a change of host of a non-public network from one PLMN to another PLMN without changing the network selection information stored in the UEs of the non-public network.
---End of the Change---
