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Abstract: This document proposes a supplement of one of the use case for the technical report 22.824 “Feasibility study on 5G message service for MIoT” to be drafted in the frame of the 5GMSG Study Item.
---------- Start Change----------

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

<defined term>: <definition>.
5GMSG proxy/gateway: It can realize the interworking between 5G MSG and M2M system, or access of 5G IoT devices. 
---------- End Change----------
5.1
Unified remote control of intelligent terminal 
5.1.1
Description

There are many kinds of MIoT devices in the family, including electrical products, communications products. Usually their operations are very simple and require only simple messages. For example, in the cold winter, Ryder want to open the air conditioner ahead of time, or turn off some dangerous electrical equipment remotely when he forgot. These are some PTP operations. But now it's hard to control multiple devices with one app.
5.1.2
Pre-conditions

· A terminal sends instructions and a terminal receives instructions are needed. 
· And the terminal that receives instructions is the terminal of MIoT, which can be any terminal product. 
· The terminal A sends instructions can be any kind of portable mobile terminal, like Mobile phone, watch, pad, which may be MIoT terminal or not. 

· Terminal receives instructions may under WLAN, blue tooth, or attach to MIoT network.

· Terminal A may attach to macro network as well as MIoT network.
· A MSG proxy/Gateway, in the network provides access to different MIoT terminal devices for different access.
5.1.3
Service Flows
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Terminal A is for initiating instruction. The acceptance of the terminal B is an air conditioner from company 1. Terminal C is an oven from company 2. Terminal D is a washing machine from company 3. B, C, D are machine equipments of different access.
· Terminal A send power on instructions to B, C or D through MSG proxy/Gateway in the 5G network. The instructions are 5G message services.
· Terminal B, C and D may access the 5G network by WLAN with HTTP and other light weight technology. The MSG proxy/Gateway need to convert different popular access popular technology into unified MSG service. Then terminal B, C and D may receive instructions from the terminal A forwarded from the 5G network MSG proxy/Gateway.
· B, C or D power on immediately after receiving instructions and begin to work.

· Terminal A send shut down instructions to B, C or D in the same way.

· B, C or D shut down immediately after receiving instructions and stop to work.

5.1.4
Post-conditions

Terminal A can control devices of different accesses in the house by macro network, regardless of moving to any place.
5.1.5
Potential Impacts or Interactions with Existing Services/Features
Operators currently support IMS networks that can send messages to control. But the IMS protocol is huge and the process is complex. MIoT terminal vendors are hard to embed IMS in lower cost terminal devices. Therefore, a relatively simple mechanism is needed to control access and security of the terminals, which may offer even faster, lighter, and easier.
5.1.6
[Potential] Requirements

The 5GMSG service shall support UE to send and receive messages with a 5GMSG progy/gateway in the network side.
NOTE: The connection between the UE and the 5GMSG proxy/gateway can be 3GPP or non-3GPP access (e.g. WLAN, etc.)

---------- Start Change----------

8 Gap analysis
8.1 Unified remote control of intelligent terminal

For 5G system of R15, there is no existing technologies to meet the requirements of the use case: Unified remote control of intelligent terminal. If MNOs want to be able to implement 5GMSG service with 5GMSG proxy/gateway, then new technologies need to be introduced. Here are some possible potential ways to describe 5GMSG proxy/gateway. These potential ways do not limit the specific implementation of the next step.

As the 5GMSG proxy/gateway of 5G system, it have several possible capabilities, which are based on different models.

Editor’s note: It is FFS whether the potential requirements in previous section apply both gateway model and proxy model, or only one of them.

1) 5GMSG Gateway Model ：
The M2M system may be deployed by industry manufacturers. At this time, the IoT Devices’ identification and terminal information management and control of terminal B, C, D described in the case of Supporting messaging with different types of UEs may be implemented by the M2M system, but not include the terminal A.

5GMSG Gateway needs to realize the control of the terminal B, C, D accessed the M2M system by the terminal A.
As shown in the following diagram of terminal A (unified 5G control terminal), for example, there is an table for lighting control, discomfort information collection, washing machine, and air conditioning control.
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Figure 8.1-1 5GMSG Gateway Model
At that time, the gateway of 5G needs to convert 5G messages and intercommunicate with terminals using different protocols in the M2M network, such as ZigBee and LWM2M/CoAP messaging, etc., as shown on the red circle in 3GPP scope. In case of adding more IOT terminals based on different technologies, only the gateway is required to be upgraded. The implementation of the gateway can refer to the standardized mechanisms done in other organizations (e.g. oneM2M).

2) 5GMSG proxy Model

The M2M system may be deployed by MNOs. At this time, the IoT devices’ identification and terminal information management and control of terminal B, C, D described in the case of Unified remote control of intelligent terminal may be implemented by the 5G system.

5GMSG Proxy needs to realize the access of the terminal B, C, D accessed from e.g. WLAN, by the terminal A.
The 5GMSG Proxy can also achieve the packet data acquisition and the control of the IoT terminals of the terminal A.

The following is an example of an intelligent washing machine, which is in a bathroom and supports smart washing services. Herein, the 5GMSG Proxy plays the role of convey the control from terminal A, in case of the terminal A want to change the brand of the terminal D through the 5GMSG Proxy, as shown on the red circle in 3GPP scope.
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Figure 8.1-2 5GMSG proxy Model
---------- End Change----------
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