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Diskussion

This document further clarifies the term survival time. Survival time is used as a parameter in Table Table 7.2.2-1 Performance requirements for low-latency and high-reliability scenarios of TS 22.261.
This text is part of Annex A. The text is informative.

The changes below are proposed to be included into TR 22.804 “Study on Communication for Automation in Vertical Domains”.
Proposed Changes


START OF PROPOSED CHANGES


 Start of Change 1 

[...]

renewable generators: photovoltaic panels or wind turbines; energy generation unit
survival time: the time that an application consuming a communication service may continue without an anticipated message.
NOTE X: This definition was taken from section 3.1 in [3].

transmission time: the interval from a start event at the reference interface of a source until a stop event of the same transmission at the reference interface of a target

NOTE 12: Depending on the type of reference interface, the start event can be the transfer of the first bit of user data, the first byte, or a trigger event at a process interface. Respectively, the stop event can be the last bit of user data, the last byte or a trigger event of a process interface.

NOTE 13: This definition is based on [19].

[...]


 End of Change 1 



 Start of Change 2 

A.2

Up time, down time and up state, down state

The assessment of communication is referring to messages. Message ratings can be correctly received, incorrectly received, or lost. A lost message is a message which left the source application and never reached the target application. 

Up time and down time can be derived from the introduced types of messages. As far as received messages are correct, the communication is in up state. The time interval of this state experienced by the target device is called up time or up time interval. If a message loss or an incorrectly received message is detected the communication is in down state. The time interval of this state experienced by the target device is called down time or down time interval. Alternatively, the terms available and unavailable may be used. This behaviour is illustrated in Figure A.2-1. 
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Figure A.2-1: Definition of up time, down time and up state, down state, also showing survival time.

The flow of events in Figure A.2-1 is as follows. The network is up and running (blue line indicates up state). A source device starts sending messages (orange arrows) to a target device, on which an automation function (application) is running. The communication service is, from the point of view of the target application, in up state (green line is on UP). The up/down state of the application is based on correctly received messages. Note that the up time interval of the application starts later than the up state of the network, i.e. with the receipt of the first message from the source device. The network transitions into down state if it no longer can support end-to-end transmission of the source device's messages to the target device according to the negotiated communication QoS. Once the application on the target device senses the absence of expected messages ("Deadline for expected message" in Figure A.2.-1), it will wait a pre-set period before it considers the communication service to be unavailable ("Deadline for message reception" in Figure A.2-1). This is the so-called survival time [3]. The survival time can be expressed as a period of time or, especially with cyclic traffic, as maximum number of consecutive incorrectly received or lost messages. If the survival time has been exceeded, the application transitions the status of the communication service into a down state (green line of application changes to DOWN in Figure A.2-1). The application will usually take corresponding actions for handling such situations of unavailable communication services. For instance, it will commence an emergency shutdown. Notice that this does not imply that the target application is shut off, rather it transitions into a pre-defined state, e.g. a safe state. As a general rule, the target application still "listens" to incoming packets or may try to send messages to the source application. Once the network/communication service is in the up state again (blue line in Figure A.2-1 changes to UP), the communication service state as perceived by the target application will change to the up state. The communication service is thus again perceived as available (green line of communication service changes to UP in Figure A.2-1) as soon as a message is correctly received by the application at the target device. The state of the application, however, depends on the counter measures taken by the application. The application might stay in down state if it is in a safe state due to an emergency shutdown. Or the application may do a recovery and change to up state again.
Note that it is the down time interval of the communication service as experienced by the application that will be used to calculate the availability of the communication service. For instance, in case the communication service is expected to run for a time T, the unavailability U of the communication service can be calculated as
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Where Δti is the length of the i-th downtime interval within the time period T. The communication service availability A can then be calculated as A = 1–U. 
Up state and down state and the corresponding up time interval and down time interval are also available at the source device. However, they are experienced a little differently with respect to the points in time as illustrated in Figure A.2-1.


 End of Change 2 



END OF PROPOSED CHANGES
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