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Abstract: This document proposes a use case including potential requirements to be included in FS_LUCIA TR 22.904.
---------- Use Case template ----------
5.zz
Access via non-3GPP with a user identity linked to a subscription
5.zz.1
Description

Existing subscribers may want to add non-3GPP devices to their subscription to be able access the network and its services using these devices via non-3GPP access. By identifying the user and linking the user identity to a subscription the 3GPP system can enable such scenarios.
This use case is based on functionality described in the use case in clause 5.x and the potential requirements are in addition to those described in clause 5.x.4. 
5.zz.2
Pre-conditions

Dorothea is a subscriber of operator TTT with her UE and has a user account at operator TTT.
5.zz.3
Service Flows

Dorothea buys a new tablet PC, equipped with WLAN. She wants to add this tablet PC to her subscription e.g. to be able to make phone calls with it. 
She connects to the internet via WLAN and downloads the operator’s communication client app. She logs in at the app with her user account and an authentication procedure is triggered towards operator TTT. As she uses her account from this tablet for the first time, some verification message is sent to Dorothea’s UE, where she has to confirm, that she currently wants to link a new device with her subscription.
Dorothea confirms by entering her PIN or using the fingerprint sensor on her UE and the network downloads some credentials to the tablet that enable the tablet to access the operator’s network and its services via WLAN. From now on, Dorothea can use the operator TTT communication services on her tablet, until the credentials are no longer valid (context-based, e.g. until the tablet is locked, after x minutes/hours/days, …). Furthermore, since Dorothea’s user account contains some user-specific network service settings (e.g. add-blocking option, traffic encryption over VPN), those settings are automatically applied to the tablet PC’s network connection.
She uses the tablet with the operator’s communication client app to setup a call to her friend Martin, who sees her preferred alias that is linked with her account as incoming call identity. Therefore, he answers the call and they arrange to go out for sports together.
5.zz.4
Potential Requirements

The 3GPP system shall be able to permanently link a user account with a subscription.

The 3GPP system shall support authenticating user identities from devices that connect via the internet and securely downloading credentials to those devices to enable them to access the network and its services via non-3GPP access.

The 3GPP system shall support using aliases with a user identity for 3GPP and non-3GPP services. 
The 3GPP system shall be able to create charging data containing the user identifier for access and use of network services by a device that was authorized with its user identifier.
The operator shall be able to set restrictions for devices accessing the network and its services via non-3GPP access with their user account based on the user identity provider, the roaming status of the device and the network service.

