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*******First Change ******

2.1
Normative references

[1]
3GPP TS 22.105 "Services and Service Capabilities"

[2]
Void

[3]
3GPP TS 22.038: "(U)SIM Application Toolkit (USAT); Service description; Stage 1".

[4]
3GPP TS 22.001: "Principles of Circuit telecommunication services supported by a Public Land Mobile Network (PLMN)".

[5]
3GPP TS 22.004: "General on supplementary services"

[6]
3GPP TS 22.030: "Man-Machine Interface (MMI) of the User Equipment (UE)"

[7]
3GPP TS 22.066: "Support of Mobile Number Portability (MNP); Service description; Stage 1"

[8]
3GPP TS 22.079: " Support of Optimal Routeing (SOR); Service definition; Stage 1".

[9]
3GPP TS 22.129: "Handover Requirements between UTRAN and GERAN or other Radio Systems".

[10]
3GPP TS 33.102: "Security Architecture".
[11]
3GPP TS 22.011: "Service Accessibility".
[12]
3GPP TS 22.016: "International mobile Station Equipment Identities (IMEI)".
[13]
3GPP TS 24.008: "Mobile Radio Interface Layer 3 Specification".

[14]
3GPP TS 22.003: "Circuit Teleservices supported by a Public Land Mobile Network (PLMN)".

[15]
3GPP TS 21.133: "Security Threats and Requirements".

[16]
3GPP TS 33.120: "Security Principles".

[17]
3GPP TS 22.042: "Network Identity and Time Zone, Service Description, Stage 1".

[18]
3GPP TS 42.009: "Security Aspects".

[19] 
3GPP TS 31.102: "USIM Application Characteristics".

[20]
3GPP TS 23.221 "Architectural Requirements".

[21]
3GPP TS 22.002: "Circuit Bearer Services (BS) supported by a Public Land Mobile Network (PLMN)".

[22]
3GPP TS 22.060: "General Packet Radio Service (GPRS) ; Service description; Stage 1".

[23]
3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[24]
3GPP TR 23.972: "Circuit switched multimedia telephony".

[25]
3GPP TS 22.140: " Multimedia Messaging Service (MMS); Stage 1".

[26]
3GPP TS 22.226: "Global Text Telephony, Stage 1".

[27]
3GPP TS 22.228: " Service requirements for the Internet Protocol (IP) multimedia core network subsystem (IMS); Stage 1".
[28]
RFC 3261: "SIP: Session Initiation Protocol".
[29]
3GPP TR 21.905: " Vocabulary for 3GPP Specifications".

[30]
3GPP TS 26.233: "Packet Switched Streaming Service (PSS) ; General Description".

[31]
3GPP TS 26.234: "Packet Switched Streaming Service (PSS) ; Protocols and Codecs".

[32]
3GPP TR 22.934: "Feasibility study on 3GPP system to Wireless LAN (WLAN) interworking".
[33]
RFC 2486: "The Network Access Identifier".
[34]
3GPP TS 51.011: "Specification of the Subscriber Identity Module - Mobile Equipment (SIM-ME) interface Release 4)".

[35]
3GPP TS 22.234: "Requirements on 3GPP system to wireless local area network (WLAN) interworking".

[36]
3GPP TS 31.101: "UICC-terminal interface; Physical and logical characteristics".
[37]
OMA Device Management V1.2 specifications

[38]
OMA Client Provisioning V1.1 specifications

[39]
void
[40]
3GPP TS 22.173: " IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1".

[41]
3GPP TS 22.082: "Call Forwarding (CF) supplementary services - Stage 1".

[42]
3GPP TS 22.278: "Service Requirements for the Evolved Packet System (EPS)".

[44]
3GPP TS 22.071: "Location Services (LCS); Service description; Stage 1".

[45]
3GPP TR 22.985: "Service requirement for the 3GPP User Data Convergence (UDC), Release 9".

[46]
EN 15722:2015 "Intelligent transport systems - eSafety - eCall minimum set of data (MSD)"

[47]
3GPP TS 23.226: "Global text telephony (GTT); Stage 2"

[48]
3GPP TS 22.220: " Service requirements for Home Node B (HNB) and Home eNode B (HeNB) ".

[49]
ETSI TS 181 019 V2.0.0 (2007-11): "Telecommunications and Internet converged Services and Protocols for Advanced Networking (TISPAN); Business Communication Requirements".

[50]
3GPP TS 23.335: "User Data Convergence (UDC); Technical realization and information flows; stage 2".
[51]
OpenID Foundation: "OpenID Authentication 2.0", http://openid.net/specs/openid-authentication-2_0.html.
[52]
3GPP TS 22.368: "Service requirements for Machine-Type Communications (MTC); Stage 1".
[53]
OMA Presence API: "OMA-TS-REST_NetAPI_Presence-V1_0-20130212-C".

[54]
IETF RFC-5491: "GEOPRIV Presence Information Data Format Location Object (PIDF-LO) Usage Clarification, Considerations, and Recommendations".

[55]
IETF RFC-5139: "Revised Civic Location Format for Presence Information Data Format Location Object (PIDF-LO)".
[56]
3GPP TS 23.032: "Universal Geographical Area Description (GAD) ".
[x]
3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses".
*******Second Change ******

10.1 
General requirements
It shall be possible to establish an emergency speech call or GTT [26] call (subject to national requirements). The term 'Emergency call' henceforth refers to speech calls, and GTT Emergency calls if applicable. The term "other media" henceforth refers to media other than speech and GTT. Support of other media types during an emergency call when the IM CN subsystem is used is referred to as 'IMS Multimedia Emergency Session' (MES) and is specified in subclause 10.4.2. Emergency calls will be routed to the emergency services in accordance with national regulations for where the subscriber is located. This may be based upon one or more default emergency call numbers stored in the ME. It shall be allowed to establish an emergency call without the need to dial a dedicated number to avoid the mis-connection in roaming case, such as menu, by use of a 'red button', or a linkage to a car air bag control. Emergency calls shall be supported by the UE without a SIM/USIM/ISIM being present. No other type than emergency calls shall be accepted without a SIM/USIM/ISIM.

Emergency calls shall be supported by UEs that are subject to service restrictions, e.g. for UEs camping on a cell in a forbidden PLMN or in a forbidden LA (see 3GPP TS 22.011 [11]), or on a CSG cell without the subscriber being a member of that CSG (see 3GPP TS 22.220 [48]). Such emergency calls shall be accepted by the network if required by local regulation.

The Emergency service is required only if the UE supports voice.

Note 1: 
It will be left to the national authorities to decide whether the network accepts emergency calls without the SIM/USIM/ISIM.

It shall be possible to initiate emergency calls to different emergency call centres, depending on the type of emergency. The following types of emergency calls shall be possible:

-
Police

-
Ambulance

-
Fire Brigade

-
Marine Guard

-
Mountain Rescue
-
Manually Initiated eCall (MIeC)

-
Automatically Initiated eCall (AIeC)

-
Spare
When a SIM/USIM is present, subscriber specific emergency call set-up MMI shall be provided. The Home Environment operator shall specify preferred emergency call numbers (e.g. 999 for UK citizens or 110, 118 and 119 for Japanese citizens). These emergency call numbers shall be stored in the SIM/USIM and the ME shall read this and use any entry of these digits to set up an emergency call. It shall be possible to store more than one instance of this field.

Note 2: 
Release '98 and earlier SIM cards have the capability to store additional emergency call numbers. However in many cases this has not been used.
It shall be possible to tie any emergency call number to any single emergency call type or to any combination of emergency call types. The association between emergency call numbers and emergency call type shall be able to be programmed by the Home Environment operator into the SIM/USIM.


Example:

19

Police (Albania)

100

Police and Fire Brigade (Greek cities)

100

Ambulance and Fire Brigade (Belgium)

112

Police and Ambulance (Italy)

112

General emergency call, all categories (Sweden)

115

Fire Brigade (Italy)

144

Ambulance (Austria)

If the UE does not recognise the emergency call numbers but the serving network recognises the dialled number as an emergency call number used in the country, a normal call set up shall take place over the radio interface and after the serving network has recognised the emergency number the call shall be routed as an emergency call.

The user friendly MMI that specifies the type of emergency call directly (e.g. menu) should be supported for use in any (i.e. home or visited) PLMN to avoid the mis-connection in roaming case. This shall be allowed both with and without SIM/USIM being present.

When emergency call establishment is initiated, the emergency call type shall be sent by the UE if it is available.

The serving network may download emergency call numbers to the UE in order to ensure that local emergency call numbers are known to the UE. The UE shall regard these emergency numbers as valid in that country only (as identified by the MCC) and shall discard them when a new country is entered.
Note 3:
The UE can inform the user if the emergency call type for an emergency number received from the serving network differs from that configured on the USIM/SIM for the same number. How this is implemented is outside the scope of 3GPP and takes into consideration operator policy and regulatory requirements.

If permitted by local regulation, it shall be possible for the user to prevent the sending of his public user identifiers and the location information to the PSAP (i.e. emergency response centre).

Note 4:
Operator policies (e.g. requirements for support of emergency communications) may over-ride the user request for suppression.

Emergency calls over WLAN shall be supported as above with the following caveats:

· The UE issues an Emergency session over WLAN access to EPC only when 3GPP access for emergency call is not possible or available (e.g. no 3GPP coverage).
· UEs shall only be able to establish an Emergency session over WLAN when the UE has been provisioned with the WLAN access parameters.

· Service continuity for an Emergency voice call moving from 3GPP access CS domain to WLAN access IMS domain is not supported.

· The level of security should not be less than that which is currently applied to authenticated and unauthenticated CS or IMS emergency calls. 
· Emergency call numbers downloaded to the UE over WLAN from untrusted sources shall not be used by the UE.
· NOTE 5:
TS 23.402 [x] establishes when WLAN is trusted or not.
Subject to local 3GPP operator policy, the UE may use additional emergency call number(s) received via WLAN access for emergency calls via 3GPP access or WLAN access, while in the country where the numbers were received.
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