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***** start of 1st change *****
5.14
Recovery/Restoration

The 3GPP system shall allow operational measures to expedite service recovery and restoration (i.e., service restoration after failure/unavailability).  Should a disruption occur, MPS shall be re-provisioned, repaired, or restored to required service levels on a priority basis subject to regional/national regulatory requirements and operator policy.

***** end of 1st change *****
***** start of 2nd change *****
7

Security and privacy
7.1
General
Operators support and use a wide range of security tools and capabilities to protect the 3GPP system and all supported application services.  It is important that appropriate measures be taken to ensure that the use of these security capabilities does not negatively impact MPS.

Use of security mechanisms (e.g., intrusion detection / prevention systems, deep packet inspection, and encryption) shall not interfere with priority treatment mechanisms supporting authorized MPS usage.

7.2
Access Control

Access to MPS shall be determined based on the subscriber's profile. A level of authorisation in addition to authorisation to use the IMS is required.

Unauthorized access to MPS shall be prevented.
7.3
Integrity
The 3GPP system shall be capable of providing integrity protection to MPS signaling and media bearers for voice, video, and data.  
7.4
Confidentiality/Privacy

The 3GPP system shall be capable of providing confidentiality protection to MPS signaling and media bearers for voice, video, and data as appropriate.  

7.5
Use of Encryption

If encryption is used on MPS communication, priority information shall be accessible to all network elements which have to understand and process that priority information.
***** end of 2nd change *****
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