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Abstract: This contribution proposes to add an Off-Network MCVideo Collapsed Parking Garage use case and associated requirements into the FS_MCVideo draft TR 22.879 for Release 14. 
x.1 
Off-Network MCVideo Collapsed Parking Garage Use Case  
x.1.1
Description

This use case describes a scenario where a fireman operating off the network using ProSe direct communications sends a one-to-many real-time video transmission to his off-network group after initiating an MCPTT Group communication describing the scene of a partially collapsed parking garage.  

x.1.2 
Pre-Conditions 
An operator offers a service, which makes use of MCPTT voice and MCVideo features.

Firemen F1-F6, EMS ambulance personnel E1-E3 and an Incident Commander use public safety UEs with voice and video capability. 
The firemen, EMS ambulance personnel and Incident Commander’s UEs are configured to belong to an off-network multimedia group X for MCPTT and MCVideo.

All users are subscribed to a public safety service that allows them to use off-network MCPTT and MCVideo services.
Firemen F1-F6 use wearable cameras connected to their UEs. 

Firemen F1-F6, EMS ambulance personnel E1-E3 and Incident Commander are all affiliated to off-network multimedia group X for MCPTT and MCVideo. 

All users are out of E-UTRAN coverage. 
x.1.3
Service Flows
Firemen F1-F6, EMS ambulance personnel E1-E3 and an Incident Commander arrive at the scene of a partially collapsed 3 story parking garage after an earthquake.   

Several cars in the parking garage have been damaged or destroyed.

Firemen F1-F6 move through the parking garage searching for anyone that may have been trapped or hurt during the collapse. 

Fireman F1 discovers a man and woman lying motionless next to a damaged car on level 3 of the parking garage and initiates an MCPTT Group communication to his off-network MCPTT Group describing the scene and asks for help including emergency assistance for both victims. 

Firemam F1 creates a real-time video using his wearable camera and sends the one-to-many real-time video to the members of his off-network MCVideo Group to provide visual information of the situation. 
Fireman F1’s MCVideo User ID, User ID alias, Group ID, Group ID alias and the identity (name) of the Mission Critical Organization (MCO) that Firemam F1 belongs to are sent along with the real-time video to all the members of his off-network MCVideo group X and displayed on each of the group members’ UEs.

Location information of Fireman F1’s MCVideo UE is also sent along with the real-time video to each of the members of his off-network MCVideo group and displayed on each of the group members UEs.  
x.1.4
Post-conditions

One-to-many voice and real-time video transmitted by Fireman F1 is received by the members of Fireman F1’s off-network multimedia group X for MCPTT and MCVideo. 
Additional information regarding Fireman F1(e.g., MCVideo User ID, User ID alias, Group ID, Group ID alias and the identity of Fireman F1’s MCO) is received along with the real-time video from Fireman F1 and displayed on each of the MCVideo group members’ UEs.
Information regarding the location of Fireman F1’s MCVideo UE is also received along with the real-time video from Fireman F1 by each of the members of Fireman F1’s MCVideo  group and displayed on each of their UEs.  
x.1.5
Potential Impacts or Interactions with Existing Services/Features

MCPTT User ID, aliases and location information 
MCPTT service requirements for MCPTT User IDs, aliases, and location information are provided in MCPTT TS 22.179 V13.2.0 (2015-06) clauses 5.8 and 5.12.  See also clauses 6.9 and 6.12.
--The MCPTT service requirements do not support MCVideo User IDs, Group IDs, aliases, MCO name and location information for MCVideo UEs. 
x.1.6
      [Potential] Requirements 
MCVideo User ID and aliases 
MCVideo UEs when operating off the network shall provide a configurable capability to display the MCVideo User ID, aliases associated with the User ID, with the MCVideo Group, and with the Mission Critical Organization name.

The Off-Network MCVideo Service shall provide the User ID and /or associated aliases, the identity of the MCVideo Group, and, if available, the identity of the Mission Critical Organization name of the transmitting MCVideo User to all MCVideo UEs that are receiving for display by each MCVideo UE.

Location Information
The Off-Network MCVideo Service shall provide Location information of the transmitting MCVideo UE to receiving MCVideo UEs subject to privacy restrictions.

An authorized MCVideo User when operating off the network shall be able to restrict the MCVideo UE from supplying Location information for MCVideo communications.
The Off-Network MCVideo Service shall provide end-to-end confidentiality of Location information.

The Off-Network MCVideo Service shall provide authentication of messages carrying Location information.
The Off-Network MCVideo Service shall support conveyance of precise Location information provided by the MCVideo UE.

The Off-Network MCVideo Service shall provide for the flexibility to convey future formats of Location information.

The Location information shall represent the current Location of the transmitting MCVideo user.  
Location Administration
The Off-Network MCVideo Service shall provide a means for MCVideo Administrators to manage the privacy of Location information for MCVideo Users within their authority.
