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This contribution for the NEO TR proposes to clarify that UEs can be part of multiple slices of one operator. One of the slicing requirements which is assumed to go into the NEO TR is modified accordingly.
To have the full picture and assuming that all requirements from TR 22.891 will be copied to the relevant clauses of the BB TRs, this contribution shows all slicing requirements as existing text, and the proposed changes on one requirement with change marks. In other words, the changes are on top of the proposed text for clause 5.1.2 in S1-154086.
5.1.2
Potential Requirements
Editor’s Note: The following requirements are copied from [2], clause 5.2.2:
The 3GPP System shall allow the operator to compose network slices, i.e. independent sets of network functions (e.g. potentially from different vendors) and parameter configurations, e.g. for hosting multiple enterprises or MVNOs etc. 
The operator shall be able to dynamically create network slice to form a complete, autonomous and fully operational network customised to cater for different diverse market scenarios.
The 3GPP System shall be able to identify certain terminals and subscribers to be associated with a particular network slice.
The 3GPP System shall be able to enable a UE to simultaneously obtain services from one or more specific network slices of one operator e.g. based on subscription or terminal type.
Editor’s Note: The following requirements are copied from [2], clause 5.2.3:
The operator shall be able to create and manage network slices that fulfil required criteria for different market scenarios. 
The operator shall be able to operate different network slices in parallel with isolation that e.g. prevents data communication in one slice to negatively impact services in other slices.
The 3GPP System shall have the capability to conform to service-specific security assurance requirements in a single network slice, rather than the whole network. 
The 3GPP System shall have the capability to provide a level of isolation between network slices which confines a potential cyber-attack to a single network slice. The operator shall be able to authorize third parties to create, manage a network slice configuration (e.g. scale slices) via suitable APIs, within the limits set by the network operator. 
The 3GPP system shall support elasticity of network slice in term of capacity with no impact on the services of this slice or other slices.
The 3GPP system shall be able to change the slices with minimal impact on the ongoing subscriber’s services served by other slices, i.e. new network slice addition, removal of existing network slice, or update of network slice functions or configuration.
The 3GPP System shall be able to support E2E (e.g. RAN, CN) resource management for a network slice.
Editor’s Note: The following requirements are copied from [2], clause 5.69.3:
The 3GPP system shall enable operators to define and identify network slices with common functionality to be available for home and roaming users. 
The 3GPP system shall support composing of network slices from 3GPP defined functions as well as from proprietary 3rd party or other operator provided functions. 
The 3GPP system shall support to associate the user in a VPLMN to the network slice that provides the required functionality for this user (e.g. the same functionality as the associated network slice in the HPLMN). If no corresponding slice has been defined the user should be assigned to a default network slice, as defined by the VPLMN.

