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Abstract: This document proposes to expand the wearables family to be the family of tethered devices.  This broader category includes not only wearable devices but also many other times of Personal Area Networks such as all the smart devices in a home or office.  Many of the same requirements will apply to these additional scenarios. The proposed text provides a description of tethered devices which include wearables and other devices that may make use of a relay to access the 5G network.
Proposed Text Change:
5.2
Tetherable Devices
5.2.1
Description

The Internet of Things provides a significant new market opportunity for network operators.  A 5G system opens the doors to this market by providing much more efficient and customizable support for the devices within the Internet of Things.  A sizable share of that market will come from tethered devices; devices that can access the network using another device as a relay.  These devices can range from simple wearables, such as a smart watch, to a more sophisticated wearable device monitoring biometrics.  They can also be non-wearable devices that communicate in a Personal Area Network such as a set of home applicances (e.g., smart thermostat and entry key), or the electronic devices in an office setting (e.g., smart printers).  The devices may even be standalone entities such as a smart flower pot that can be remotely active to provide water to the plant.
In a tethering situation, the two devices communicate between themselves using a short range communication RAT which may be licensed or unlicensed, 3GPP or non-3GPP.  The relay attaches to the network using a 3GPP RAT and provides a secure communication path between the end device and the network.  

As many of these devices will also be able to have a direct connection to the network, both devices must be able to be authenticated by the network.  At times, a device may switch between a direct connection and a relay through a tethered connection.  It must be able to do so while maintaining any in progress service.  For an efficient change of connectivity, the device will need to be authenticated by the network before the change occurs.  
Figure 5.2.1.x illustrates the authentication and communication paths for devices that may access the network either through a tether or a direct connection.   The non-authenticated device X is not allowed access to the 3GPP network.  The connected device Y1 and tethered device Y2 are authenticated, and may be instantiations of the same device in different connecting modes.  The tethering device Y3 is also authenticated by the network.  Devices Y1 (directly), Y2 (indirectly), and Y3 (acting as relay) are able to establish a communication path to another device Z.   A variety of RATs may be supported by the devices.  For example, RAT a might be trusted or untrusted wi-fi or a 3GPP RAT.  RAT b might be Bluetooth, wi-fi, or a 3GPP RAT. And RAT c might be a 3GPP RAT or a trusted or untrusted wi-fi. 
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Figure 5.2.1.x: Directly attached and tethered devices
IoT devices will support a variety of communication patterns.  Some will access the network directly, some will access the network using a tether, some will be able to switch between direct or tethered access.  Still other IoT devices will use only a tethered connection, without requiring network access.  An example of this latter case is the Personal Area Network, which might apply for wearables, biometrics, or home/office electronics.  Figure 5.2.1.y illustrates the Personal Area Network (PAN), without network connectivity.  In this figure, devices Y1, Y2, Y3 will be paired to ensure they have a trusted relationship, shown by the dotted line.  Once paired, they can communicate over a, b, c, which might be Bluetooth, trusted or untrusted wi-fi-, or 3GPP RATs.  The non-paired device will not be able to communicate as part of the PAN.
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Figure 5.2.1.xy: Personal area network

In all of the scenarios described above, key aspects for 5G include the following:

· providing secure communications between the devices and between devices and the network,

· providing end to end QoS on the communications between the devices and between devices and the network,

· supporting the desired end user services, including real-time voice and data,

· minimizing power consumption on devices,

· supporting roaming access to the network, whether the tethered or tethering device is roaming,

· providing service continuity for devices that swith between a tethered and untethered connection to the network,

· providing flexibility in the choice of RAT used by the devices.
