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Abstract: This document proposes a sensor network traffic scenario for resource efficient access.  The proposed text is derived from use case 5.20 TR 22.891, covering the access requirements for sensor devices.

Proposed Text Change:
5.3
Sensor networks

5.3.2.x
Resource efficient access
Once attached and authenticated, other characteristics of sensors come into play which allow for further refinements.  First and foremost is that during the majority of time the traffic will have low data throughput and a low duty cycle.  There is no expectation of service continuity.  On occasion, whether periodically or due to an event (e.g. a measured property threshold crossing), the sensor will wake up and transmit a message to the network.  

If the sensors “connect” to the network each time they woke up and transmitted data, each would be required to go through Radio Resource Control (RRC) and Non-Access Stratum (NAS) signaling to establish bearers and reach an active state.  Total signaling required would be approximately 64 bytes in the uplink and 100 bytes in the downlink.   For small bursts of traffic with small packet sizes in the order of one to a few hundred bytes, the signaling required to establish a connection would be close to or even be larger than the size of the message itself.  This significantly reduces the spectral efficiency and overall usable capacity of the network – especially for large numbers of devices in a particular coverage area. A more resource efficient alternative is needed in a 5G system.
When the sensor transmits its data, it does so in a manner that is spontaneous (e.g., not in response to a request from the network) and controlled by the device. The sensor has already been authenticated for the sensor coverage area and encryption is in place, but the time the message is sent would be unknown (i.e. unscheduled) to the network beforehand.  Note that since the device was authenticated during attachment and would already have the required keys, ciphers and tokens, no further authentication would be required at this time.   The sensor would transmit its data addressed to a specific application, e.g. at the IP layer, but unaddressed to a particular access node, e.g. base station.  All nodes that receive the transmission would forward it accordingly.  Coordination of redundant receptions would be handled by the receiving application.  An immediate acknowledgement could be sent by the receiving access node(s) for robustness. 

5.3.3
Potential requirements
5.3.3.x
Resource efficient Access
The 3GPP System shall support efficient transfer of infrequent uplink data for low power devices which only participate in mobile-originated communication scenarios.
The 3GPP System shall support a resource efficient mechanism to provide service parameters and activate groups of low power devices.

The system shall support significantly increased device power efficiency (e.g., battery life up to more than 10 years). 

The system shall support efficient data transmission with minimized resource and signalling usage. 
The system shall support significant coverage enhancement (e.g., 20dB better coverage than Rel 99 GPRS system).

The 3GPP System shall support a mechanism which provides appropriate and efficient confidentiality and integrity protection for mobile originated transfer from low power devices.     
