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Abstract: This contribution provides a discussion on the approach of using multiple WIDS for Rel-14. 
Work continues across 3GPP to complete the standardization of Mission Critical Push To Talk over LTE (MCPTT) for Release 13. As that work begins to near completion over the next 3 – 6 months, work is also nearing completion on the feasibility studies for Mission Critical Video (MCV) and Mission Critical Data (MCD).
As we examine the work being contemplated in shifting from a feasibility study for Mission Critical Video and Data to normative work, it bears serious thought as to how the work for all mission critical services should be structured so as to take best advantage of prior work efforts in the same area.

Based on an examination of stage 1 requirements for MCPTT and MCV, we have found that there are a number of requirements that are very similar to each other across these two services. As efforts to complete the feasibility study for MCV wrap up this week, we note that there has been some resistance to our approach to replicate requirements in MCV that are similar to requirements in MCPTT, where the concern is that through replication, there may be some loss in re-use of down stream working group specification work on MCPTT in MCV and MCD work.

Overall, our goals for standardization of mission critical based services (PTT, Video, and Data) and their enablers (ProSe, GCSE, IOPS, SC-PTM, and now MCSE) center around allowing each service to be independent from the other services while allowing for efficient evolution of the services and their enablers at different paces. In order to achieve these objectives, and to ensure re-use of prior work in 3GPP in support of the new services, there are a few alternatives for how stage 1 service requirements can be effectively captured:
1) Complete replication of requirements in each service specification 

2) Creation of specification for common requirements (MCSE) across mission critical services
3) Referencing of common requirements in one mission critical service (MCPTT) from the others (MCV and MCD)
There are certainly other methods, but thus far these three options have been the most widely discussed to date.

As mentioned earlier, our original approach was Option 1, which was to fully document all necessary service requirements for MCV whether they were similar to other MCPTT requirements or not. However, given that this option was felt by a few organizations to not lend itself to maximal re-use of prior MCPTT work, we have now begun exploring, and are proposing at this meeting, the selection of Option 2.

As we looked at Options 2 and 3, there were a number of positives and negatives about each that we felt worth documenting, and mentioning in this discussion paper to ensure the most informed decision is made by SA1. Note that positives and negatives that are common between the two approaches are not listed here as they become moot in an effort to decide between these different paths forward.

Option 2

Positives:

· Cleanest long term approach, akin to how ProSe and GCSE are leveraged by MCPTT, MCV and MCD
· Allows for independent evolution of each service and service enabler at different paces

Negatives:

· Requires the creation of a new service agnostic specification in addition to MCV and MCD

Option 3

Positives:

· No creation of additional WI to capture common requirements
Negatives:

· Could be confusing for MCV and MCD requirements to be in an MCPTT specification
· MCV and MCD can’t evolve independently given the referential tie to MCPTT

· Forward standardization of another mission critical service compounds the referencing

Positives that were common between the two options are:

· Allows for common requirements to be classified as common
Negatives that were common between the two options are:

· Requires modification in some form to MCPTT TS 22.179 which could cause downstream confusion
With Option 2, our intent is to create an informative annex in TS 22.179 where requirements that originated in TS 22.179 but were moved to the Mission Critical Service Enabler specification will be directly identified so as to eliminate downstream working group confusion as to the disposition of Release 13 requirements.

In addition to identification of the positives and negatives, we note that in SA6, there has been the creation of the concept of common services core (CSC) reference points. These CSC reference points identify common mission critical service components such as configuration management, group management, and identity management. So similarly SA6, though at this point in a single specification (TS 23.179), has also identified common aspects for other mission critical services that are soon to be developed in Release 14. We will note here that in Release 14 we will also be pursuing an effort to pull the CSC aspects of MCPTT into a second specification for the same advantages described here for Option 2.
Thus, in our opinion, Option 2 represents the best path forward, and respectfully request SA1 approve the WID proposals in S1-154007 and S1-154008.
