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Abstract: This contribution proposes a set of requirements on subscriber’s identity and credentials storage and management specific to IOT Device. 

---------- Use Case template ----------
5.21
IoT Device Initialization

5.21.1 Description

Describe what the use case intends to achieve. Reference industry white paper if applicable. 

IoT device manufacturers may not know where their devices will eventually be deployed and activated.  Consequently, the manufacturer will not be able to pre-provision the devices with PLMN specific and IoT service specific information. 

5.21.2 Potential Service Requirements

Provide draft requirements to realise the use case. Reference industry white paper if applicable.
The provisioning of credentials and subscriber’s identity for IOT Device shall fulfill the general requirements as specified in section 5.x.2


5.21.3
Potential Operational Requirements
Provide draft requirements to realise the use case.  Reference industry white paper if applicable. 


