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Abstract: This paper proposed additional requirement considering scenario where simple message can be delivered from/to lightweight IoT devices.
1. Introduction
Today, there are many connected devices such as electronic appliances, vehicles and etc. However, the interface toward these devices are not user-friendly, because specific user interface should be used and proprietary server is used for communication. For example, to remotely control room temperature through connected-thermostat, a user has to install specific Apps into his smartphone and to use the specific Apps to control the thermostat. And the signaling between the smartphone and the thermostat has to go through the manufacturer’s server using proprietary protocol.
For convenience’s sake of the user, it is better and simple to send just one text command to the controllable connected device. 
2. Proposal
We propose to update use case in TR22.881 to include scenario on text-based communication for IoT devices 

* * * * Start of Change * * * *

[bookmark: _Toc428433842]5.19	Light weight device configuration and communication
[bookmark: _Toc428433843]5.19.1	Description
The new system is expected to support all kinds of devices, ranging from very simple, limited function devices to very complex, sophisticated computing platforms.  On the lower end of the device function range, not all such devices may use IMS and may not need to be equipped with an IMS client, and yet it would still be desirable to activate such a device remotely.  A light weight configuration mechanism may be used to provide the configuration information to the device.
As connectivity modules become cheaper, more devices from diversified industries are connected online and can be controlled remotely. In general, the connected devices can benefit users for various reasons. However, following can be observed in the current market:
· The connected devices from different manufactures cannot communicate with each in most cases. For example, connected vehicle from manufacture A cannot transmit/receive any message to/from air conditioner of manufacture B.
· Specific application provided by the device manufacturers should be used to control the connected devices remotely. In most cases, smartphone and specific App is the only interface to control the devices.
· In some cases, through the use of common IoT platform, devices from different vendors is somehow able to exchange information. However, SW developers have to provide applications for each OS platform and has to provide its own server for interworking between devices operating on different OS platforms.
In the future, as the number of connected devices explosively increase, the number of interaction between human and the devices and/or between devices and devices will also increase. To effectively handle the interaction involving connected devices, above observation has to be solved by efficient mechanism. Through advanced technologies based on NLP (Natural Language Processing), it is foreseen that devices can interpret human language easily in the future. If this is the case, simple text is the convenient way to control IoT devices. 
Following is example service flow:
0. Air conditioner A includes a low-end light-weight connectivity module which does not support IP-based communication. The air conditioner can interpret text command and act based on the text command. Air conditioner A is located at home and the owner is at office. 
1. The air conditioner attaches to serving network and is ready to receive text message. 
2. At 6:00 PM, the owner leaves his office and drives home. 
3. Because the temperature near the office went up to 35 ℃, he decides to turn on the air conditioner in his home. He sends a text “set to 24 ℃” to the air conditioner A, using easy-to-use identifier.
4. The air conditioner receives the text and starts working.
5. The owner receives a notification from the operator that the text message was successfully sent.
6. On the other hand, someone in other area tries to send a text message “stop” to his air conditioner B. However, he accidently mistyped the target identifier and sends the text message to air conditioner A. 
7. After the receiving the request for text message delivery, the network check whether the sender is allowed to send text to air conditioner A. Eventually, the network refuses to deliver the text message.
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The 3GPP System shall be able to support devices (e.g., smart meter) with limited communication requirements and capabilities (e.g., devices without an IMS client).
The 3GPP System shall support a lighter weight signalling for device configuration (i.e., service parameters) than is currently available in EPS.  
3GPP System shall be able to provide means for efficiently delivering text messages to/from devices
3GPP System shall be able to support delivery of text messages to devices of minimum capability (e.g., devices without an IMS client or Internet Protocol support).
3GPP System shall be able to support human-friendly identity of devices to/from which text message are sent.
3GPP System shall be able to support filtering of text message from users or devices that the device owner do not allow to send
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