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1. Overall Description:

SA1 thanks SA6 for its liaison S6-150243, SA1 has considered the liaison and would like to respond to the questions from SA6 as follows:
Question 1:

SA6 asks SA1 whether mechanisms are required to support an off-line mechanism for authorisation, and to support the ability for an MCPTT UE to obtain service from a partner MCPTT service even when that partner service has no on-line connection to the primary MCPTT service.

> SA1 did not discuss online and offline (having authorisations agreed in advance) mechanisms when writing the requirements in 22.179. 
Question 2:

Alternatively, do SA1 envisage that service on a partner MCPTT system is only possible when the partner service has an on-line connection to the primary MCPTT service for that MCPTT UE?

>Similar to above, SA1 did not document requirements directly specifying off-line mechanisms. SA6 is advised to assess the complexity of the options and possible deployment scenarios against the time available in R13 to meet the requirements in 22.179, as this might necessitate working on one method before the other to ensure completion in REL 13.
Question 3:

Alternatively, would SA1 intend that the visiting UE may obtain service from the partner MCPTT service when the primary and partner MCPTT systems are not able to communicate by on-line mechanisms, but where the roaming MCPTT UE is able to communicate with its primary MCPTT service, for example for the purpose of obtaining authorisation credentials which it can present to the partner service?

>SA1 has no specific requirements that indicate how an authorisation mechanism should work and advises SA6 to work with SA3 to evaluate and select a mechanism for authorisation that fulfills the requirements of TS 22.179.

.

2. Actions:

To SA1 group.

ACTION: 
SA1 kindly asks SA6 to take into account the answers above.

3. Date of Next TSG-SA6 Meetings:

TSG-SA1 Meeting #71 
17-21 August 2015
Belgrade, SRB

TSG-SA1 Meeting #72 
16-20 November 2015
Anaheim, US

