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---------- Use Case template ----------
x.1
Subscriber’s identity storage
x.1.1
Description

Describe what the use case intends to achieve. Reference industry white paper if applicable. 

5G Network intends to provide lower latency, ultra-high reliability, much higher connectivity density but also to ensure security and trust identity and privacy of the subscriber. For instance, in the utra-reliable communication using eHealth applications that may be life critical the subscriber’s identity and privacy must be stored in a secure way therefore the Identity, privacy, security and authentication management must be ensured for each device of the subscribers.

x.1.2
Potential Service Requirements

Provide draft requirements to realise the use case. Reference industry white paper if applicable.

The subscriber’s identity together with the credentials allowing the access to a given network shall be stored in a dedicated physical secured and tamper resistant entity controlled and managed by mobile operator.
The subscriber’s credentials allowing the access to the network is the property of the operator and shall never leave the dedicated physical secured and tamper resistant entity.

x.1.3
Potential Operational Requirements

Provide draft requirements to realise the use case.  Reference industry white paper if applicable. 
