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Abstract: Perform fixes to some terminology and usage in clauses 6.18, 7.x, as per rapporteurs TS status report.
This contribution addresses the following issues in the draft TS 23.179 identified by the rapporteur:
142) 
Clause 6.18.2.2, 6.18.2.3, and 6.18.2.4 "shall be allowed" mixes requirement and permission.




145) 
Clause 7.0 there is no term MCPTT Server, so it should be MCPTT server.
151) 
Clause 7.3.2 first requirement does not appear to use the term, participant, correctly.

152) 
Clause 7.3.3: "shall be allowed" mixes requirement and permission.
153) 
Clause 7.3.3 - 7.3.5 proper capitalization of participant, RX or TX.

In addition a few missing “spaces” and inconsistent capitalisation are addressed in the clauses affected by the above issues.
Proposed text changes:

<< FIRST CHANGE >>
6.9
Private Call

The MCPTT service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure whether the presence on the network of a particular MCPTT User is available.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure whether the ability to participate in Private Calls of a particular MCPTT User is available.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

The MCPTT service shall provide a mechanism (i.e. MCPTT Private Call callback request) for the calling party of an MCPTT Private Call to request that the called party (at earliest convenience) place a call to the calling party.

The MCPTT service shall provide a mechanism for the calling party of an MCPTT Private Call to assign a priority indication (low, normal, urgent) to any call back request.

The MCPTT service shall provide an MCPTT UE receiving an MCPTT Private Call callback request with an indication of the assigned callback priority assigned by the calling party.

The MCPTT service shall provide a mechanism for an MCPTT User to cancel a callback request.

The MCPTT service shall provide an MCPTT UE receiving an MCPTT Private Call callback request with an indication of which MCPTT User called and when.

Within an MCPTT Private Call, the MCPTT service shall provide a mechanism by which specified participants or participant types (e.g. dispatch) have the ability to override an active PTT transmission of the other participant in the private call.

Editor' Note: Discrete listening requirements are FFS.

Editor' Note: Call override capabilities are FFS.

Editor' Note: Performance specifications are FFS.

The MCPTT service shall provide a mechanism by which an MCPTT User can make a private call to local Dispatcher based on the MCPTT user's current location.
6.10
MCPTT Priority Requirements

<< SECOND CHANGE >>
6.18.2.2
Project 25
The MCPTT service shall enable interworking with non-MCPTT Systems that are compliant with the TIA-102 (P25) standards.

Interworking between the MCPTT service and P25 shall be capable of interworking with a multiplicity of independently administered Project 25 Radio Frequency Subsystems (RFSS).

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Emergency Group Calls and P25 emergency calls.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to be able to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized P25 subscriber units and consoles to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a P25 subscriber unit or P25 console to be able to initiate an override of a PTT Group call between MCPTT users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support Group Regrouping that includes both MCPTT Groups and P25 groups.

Interworking between the MCPTT service and P25 shall support User Regrouping that includes both MCPTT Users and P25 subscriber units.

Interworking between the MCPTT service and P25 shall support interworking of Group-Broadcast Group Calls and P25 announcement group calls.

Interworking between the MCPTT service and P25 shall support interoperable Talker IDs and P25 Talker IDs.

Interworking between the MCPTT service and P25 shall support interoperable PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall provide a mechanism to reconcile the Private Call commencement mode between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and P25 shall support conveyance of losing audio from P25 subscriber units and consoles to authorized MCPTT Users.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to be able to receive losing audio from P25 subscribers units and consoles.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do not support private call override (e.g. Project 25 Phase 1 systems), the participant attempting to override shall be notified that the override cannot be accomplished.

For Private call interworking, between the MCPTT service and non-LTE PTT systems that do support private call override (e.g. Project 25 Phase 2 systems), the MCPTT service shall provide a mechanism for Participants to override an active MCPTT transmission of a transmitting Participant when the priority level of the overriding Participant is ranked higher than the priority level of the transmitting Participant.

6.18.2.3
TETRA

The MCPTT service shall enable interworking with non-MCPTT Systems that are compliant with the ETSI TETRA standards. 

Interworking between the MCPTT service and TETRA shall be capable of interworking with a multiplicity of independently administered TETRA systems (SWMIs).

Interworking between the MCPTT service and TETRA shall support interoperable MCPTT Group Calls between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall support interoperable MCPTT Emergency Group Calls and TETRA emergency calls.

Interworking between the MCPTT service and TETRA shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users supporting TETRA codec and encryption and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall provide a means for an authorized TETRA mobile station or console to initiate an override of a PTT Group call between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall support Group Regrouping that includes both MCPTT Groups and TETRA groups.

Interworking between the MCPTT service and TETRA shall support User Regrouping that includes both MCPTT Users and TETRA mobile stations.

Interworking between the MCPTT service and TETRA shall support interoperable Talker IDs and TETRA Talker IDs.

Interworking between the MCPTT service and TETRA shall support interoperable PTT Private Calls between an MCPTT User and a TETRA mobile station or console.

Interworking between the MCPTT service and TETRA shall support end-to-end encrypted PTT Private Calls between an MCPTT User supporting TETRA codec and encryption and a TETRA mobile station or console.

Interworking between the MCPTT service and TETRA shall support a means of reconciling codecs between interoperable calls when not end-to-end encrypted.

For Private call interworking, between the MCPTT service and non-LTE PTT systems that do support private call override, the MCPTT service shall provide a mechanism for Participants to override an active MCPTT transmission of a transmitting Participant when the priority level of the overriding Participant is ranked higher than the priority level of the transmitting Participant.
<< THIRD CHANGE >>
7.0
Off-Network Push-to-Talk Overview

The MCPTT service while operating in off-network mode comprises a set or collection of functions necessary to provide Mission Critical Push to Talk over LTE (MCPTT) using a ProSe E-UTRA direct (UE-to-UE) Communication path (ProSe direct communication path) for transport. The ProSe direct communication path does not traverse the network infrastructure. 

Users operating Off-Network are either out of network coverage (not served by E-UTRAN) (e.g.in a remote mountain area fighting a forest fire 20 miles from the nearest network) or have selected a ProSe direct communication path for MCPTT while in network coverage. MCPTT Users operating Off-Network need to be in Prose direct communication range in order to communicate.

NOTE:
While the network will be a primary, reliable transport of MCPTT communications, there are many situations where MCPTT communications will be needed in areas where the network is not available, or coverage is not reliable.

MCPTT Users may be outside of the coverage of the fixed network, such as first responders in a rural area assisting in a response to a plane crash, fire fighters in a remote mountain area fighting a forest fire or police officers inside a residence responding to a domestic issue. Off-network MCPTT communications must be immediately accessible to users in the absence of the network.

MCPTT users in network coverage may be working in a confined area such as fire fighters fighting a structure fire where direct UE-to-UE communication is more desirable and reliable. Users can communicate directly with one another without having to overcome the resistance of a building and distance to the nearest base station to communicate with other members of their team inside the building that are nearby. 

To operate Off-Network, an MCPTT UE is capable of automatically switching to a ProSe direct communication path for use of MCPTT when detecting an off-network (out of coverage) condition. In addition a mechanism is provided for an authorized user to select (manually switch to) a ProSe direct communication path for use of Off-Network MCPTT Communications (e.g. while in network coverage).

When operating Off-Network, the MCPTT Service is provided by the MCPTT application on the UE as compared to operations on-network, where the MCPTT Application on the UE interacts with an MCPTT server and the network to provide the MCPTT Service.

NOTE:
For MCPTT UEs that have selected a ProSe E-UTRA Direct Communication path for use of MCPTT while in network coverage, signalling with the network and MCPTT service may be available (e.g. radio resource allocation, personality management updates and cryptographic key management updates), while the MCPTT user transmissions would be direct between the MCPTT UEs (e.g. not traversing the network).
<< FOURTH CHANGE >>
7.3.2
Requesting permission to transmit

A Participant in an off-network MCPTT Group call, with the authority to transmit, shall be able to request to transmit to the Off-Network MCPTT Group.

The Off-Network floor control functionality shall have a mechanism for resolving simultaneous requests for permission to transmit within the same call.

Following an MCPTT Request for permission to transmit, the Affiliated MCPTT Group Member that is allowed to transmit shall be given an indication that the member is allowed to transmit on the member's Selected MCPTT Group.

Following an MCPTT Request for permission to transmit, an Affiliated MCPTT Group Member that is not allowed to transmit on the Selected MCPTT Group shall be given an indication that permission to transmit was rejected or queued.

Following an MCPTT Private Call request for permission to transmit, the MCPTT User that is allowed to transmit shall be given an indication that the user is allowed to transmit to the targeted MCPTT User.

Following an MCPTT Private Call request for permission to transmit, an MCPTT User that is not allowed to transmit shall be given an indication that the permission to transmit was rejected.

7.3.3
Override

An MCPTT UE shall be pre-provisioned by an MCPTT Administrator and/or authorized user with the necessary information in order that floor control override may operate during Off-Network MCPTT.

The MCPTT service shall provide a mechanism for MCPTT Administrators to create a priority hierarchy for determining what Participants, Participant types, and urgent transmission types, when operating off network, be granted a request to override an active Off-Network MCPTT transmission.

The priority hierarchy used for granting a request to override an active MCPTT transmission shall contain at least four (4) levels.

The MCPTT service shall provide a mechanism for Participants, to override an active MCPTT transmission of a transmitting Participant when the priority level of the overriding Participant or call type are ranked higher than the priority level of the transmitting Participant or call type. 

If an authorized Participant overrides an MCPTT transmission, the MCPTT service shall provide a means of notifying the overridden Participant(s) that the transmission has been overridden.

The MCPTT service shall provide a mechanism to enable an MCPTT Administrator to configure which MCPTT Group transmission a Participant(s) receives, overriding and/or overridden for cases where an authorized Participant overrides an Off-Network MCPTT transmission. This mechanism, at the receiving Participant, shall also determine which transmission should be presented to the MCPTT User when an unauthorized transmission override has occurred due to a failure of transmit floor control (e.g. due to the best effort nature of ProSe direct communication).

If the MCPTT Group has been configured to only allow the overriding transmitting Participant to transmit, the MCPTT service shall revoke the transmit permission of the overridden transmitting Participant. 

If the MCPTT Group has been configured to allow both overriding and overridden transmitting Participants to transmit, the MCPTT service shall provide a mechanism for authorized receiving Participants to be able to listen to both the overriding transmission and any overridden Participant transmissions, dependent on configuration.

7.3.4
Terminating permission to transmit

A transmitting Participant shall be able to indicate to the Off-Network MCPTT service that the Participant no longer wants to transmit.

The MCPTT service shall provide an indication to receiving Participants that the transmitting Participant has finished transmitting.

7.3.5
Transmit time limit

An MCPTT UE shall be pre-provisioned by an MCPTT Administrator and/or authorized user with the necessary information in order that a transmit time limit function may operate during Off-Network MCPTT.

The MCPTT service shall enable an MCPTT Administrator to configure the limit for the length of time that a Participant can transmit from a single request to transmit.

The floor control functionality shall have a configurable limit for the length of time that a Participant can transmit from a single request to transmit.

The floor control functionality shall provide an indication to the transmitting Participant that the Participant is within a configurable amount of time before his transmit time limit is reached.

The floor control functionality shall provide an indication to the transmitting Participant that the Participant's transmit time limit has been reached.

The floor control functionality shall remove the permission to transmit from the transmitting Participant when the Participant's transmit time limit has been reached.
<< END OF CHANGES >>

