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Define and explain user profile concepts and management. There is no need for explicit provisioning, since it is nothing more than the Administrator pre-storing a User Profile. 
Miscellaneous Editorials.

< *********** Start Changes *************************** >
[...]
4.5
Overview of MCPTT UE and MCPTT User in the MCPTT Service

The MCPTT service supports MCPTT User Profiles. The MCPTT User Profile contains important information related to the MCPTT User receiving the MCPTT service, including the MCPTT User identity, which is globally unique and independent of the mobile subscriber identity (IMSI) assigned by a 3GPP network operator. Part of the content of the MCPTT User Profile (e.g. containing some display preferences, some UE audio settings, some address books) can be set/modified/updated by the MCPTT User, but significant portions might be set/modified/updated only by authorized persons. The MCPTT User Profile is stored permanently in database(s) associated with the infrastructure providing the MCPTT service. Relevant parts of the profile might be downloaded to and cached temporarily or permanently on certain MCPTT UEs. When stored on a MCPTT UE, the MCPTT User Profile associated with an MCPTT User might be confidentiality and integrity protected, with the information available only to a trusted application client associated to the MCPTT User, upon authentication. The MCPTT User Profile information can be synchronized automatically or on demand between the cache on the MCPTT UE and the main copy held in the database(s) of the MCPTT service infrastructure. The MCPTT User Profile is part of the MCPTT application service domain and forms the basis of MCPTT application layer security and identifies an MCPTT User to the MCPTT service.
Each MCPTT User has at least one MCPTT User Profile, and possibly several. Typically, one of the MCPTT User Profiles will be designated as the default MCPTT User Profile, to be used unless a MCPTT User Profile is explicitly selected. In general, a user profile is associated with a specific device, with a specific mode of operation (i.e., on-network or off-network) and/or with a specific situation ( e.g., user being off-duty, in a certain city, or playing a certain role). When an MCPTT User Profile is synchronized between the infrastructure and an MCPTT device, information could be downloaded to the device and updated, as necessary. Subsequently and subject to permissions, the MCPTT User might choose a different associated MCPTT User Profile to be downloaded and stored on the device. Only one MCPTT User Profile is active at a time. Authorized users are allowed to create, delete and alter MCPTT User Profiles for a MCPTT User and/or pre-stored MCPTT User Profiles.
The MCPTT service supports MCPTT UEs which are able to connect to the MCPTT Service. The capabilities of an MCPTT UE are specified in the present document. The MCPTT Application that is resident on the MCPTT UE establishes this connection, employing application layer security in its connection to the MCPTT Service. An MCPTT UE is capable of operating in on-network and off-network modes.

4.5.1
MCPTT User association to MCPTT UE in on-network mode

Consistent with the EPS paradigm, when an MCPTT UE is powered on, it will access the LTE system, and connect to the EPC. During this phase, the credentials from a USIM application (or possibly, an ISIM application, if IMS is used) on a UICC associated with the MCPTT UE will be used for authentication with an HSS. This is followed by the MCPTT Application, resident on the MCPTT UE, establishing a connection, employing application layer security in its connection to the MCPTT Service.

-
An MCPTT UE with credentials of an MCPTT User at the time of connection to the MCPTT Service is able to authenticate using a specific MCPTT User identity (e.g. via an Identity Management service). After successful user authentication, MCPTT User Profiles are made available to the MCPTT UE for use in both on-network and off-network operation modes.

-
An MCPTT UE without credentials of a specific MCPTT User at the time of connection to the MCPTT Service is able to proceed using a default identity associated with the MCPTT UE itself. In this case, the MCPTT Service is capable of assigning a temporary MCPTT User Identity to this MCPTT UE. Some level of authentication might be attempted, and, depending on the results, An appropriate MCPTT User profile associated with this temporary MCPTT User Identity and with the circumstances of the access is made available to the MCPTT UE for use in both on-network and off-network operation modes.

-
The MCPTT Administrator is able to define specific parameters and attributes (e.g. groups, MCPTT Emergency behavior, priority and QoS attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE for use in both on-network and off-network operation modes.

4.5.2
MCPTT User and MCPTT UE relationship

A user can enter his identifying/authenticating credentials (e.g. user name/ password, PIN, biometrics, asserted identity from a remote, trusted device). This step will typically give the MCPTT User access to local information and applications stored on the MCPTT UE, and in particular, to the MCPTT client application. 

The MCPTT service allows the same MCPTT User to sign in (and stay simultaneously signed in) from different MCPTT UEs. For example, an incident manager or commander might use a portable phone, a command tablet, a separate messaging unit, etc.

[...]
4.5.4
MCPTT User association to MCPTT UE in off-network mode

A user can enter his identifying/authenticating credentials (e.g. user name/ password, PIN, biometrics, asserted identity from a remote, trusted device). This step typically gives the MCPTT User access to local information and applications stored on the MCPTT UE, and in particular, to the MCPTT client application.

After successful local user authentication an MCPTT User Profile, which was previously made available to the MCPTT UE, is used for off-network operation mode. This previously configured MCPTT User Profile information allows the MCPTT User to be identified using the same MCPTT User Identity as in the on-network mode.

An MCPTT UE, without credentials of a specific MCPTT User, is able to operate in off-network mode, if so configured by an MCPTT Administrator. The MCPTT Administrator is able to define specific parameters and attributes (e.g. groups, MCPTT Emergency behavior, priority and QoS attributes) associated with a temporary MCPTT User Identity for operation of the MCPTT UE in off-network operation mode.
[...]
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