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Introduction

This contribution proposes a use case in TR 22.818 for FS_CATS.
Description
In the event of congestion or failure at a third party server, traffic from UEs trying to access the external server may result in excessive and unnecessary use of the 3GPP network resources.  It would be beneficial if the 3GPP network is able to detect or receive an indication from the third party server about the server malfunction or congested status.  If the volume of traffic is large enough to adversely impact the 3GPP network, the MNO should be able take action to control the traffic from the UEs to the third party servers according to its network management policy and as agreed with the third party.

_________________________________________________________________________________________________Proposal
It is proposed to add the following to TR 22.818 (FS_CATS)                                  
4.X
Activation and Control of CATS when a Third Party Server Supports Multiple Applications 

4.X.1
Description

In this use case, a scenario is described where a third party application server supports multiple applications, e.g. a status update (presence) service, a picture storage and a video storage.  UE originated traffic of these applications may be blocked or are given different priority treatment during periods of congestion or partial failure at the third party server.  

The ability of the 3GPP network to control (block or prioritize) the traffic of selected applications from a UE towards a third party server when the third party server is experiencing congestion would alleviate unnecessary waste of 3GPP network resources e.g. repeated attempts by the UE to transmit data to the server could be avoided, reducing signalling load of the network.
4.X.2
 Pre-conditions

Bob, Dylan and Steve are subscribers to a Third Party Social Networking Company’s X website.

Bob, Dylan and Steve are all subscribers of MNO Y.
Social Networking Company X has an agreement with MNO Y to share information regarding the operational status of of company X’s application servers as well as the prioritizing access of the different applications to the server. 
MNO Y has a policy that in the event a failure or congestion is detected at a third party server, CATS will be activated to block or prioritize the traffic of selected applications from a UE if the network traffic load exceeds a certain threshold. A CATS blacklist contains the traffic of the applications (e.g. picture or video upload) that should be blocked if CATS is activated. If it is below the threshold; the network will not activate CATS.

4.X.3
Service flows
A flood occurs at one of Social Networking Company’s X server facility, reducing its server capacity by 25%.  

This partial failure in Social Networking Company X’s application servers are communicated to MNO Y’s network.  MNO Y determines that existing traffic load on the network exceeds the threshold for the network to activate CATS.  

Per the agreement between the two companies, MNO Y activates CATS to reduce the flow of traffic by preventing any upload of videos and pictures to the website.  

Bob initiates access to the website on his UE to update his status on his social network using the status update app.

Dylan initiates access to the website on his UE to upload pictures from his latest vacation using the picture upload app.

Steve initiates access to the website on his UE to upload a video of his new puppy using the video upload app.

Bob is able to update his status on Social Networking X’s website since status update is not an application that was activated for the blacklist by CATS.

Dylan is unable to upload his pictures and Steve is unable to upload his video since both of these applications were activated on the CATS blacklist by MNO Y based on its agreement with Social Networking Company X.

As Social Networking Company X repairs its server facility and increases its server capacity from 75% to 90%, this improvement is communicated by its servers to MNO Y’s network.  According to the agreement between the two companies, MNO Y removes uploading of pictures from the CATS blacklist.  Dylan is able to upload his pictures to Social Networking X’s website.

When Social Networking Company’s X server facility is completely repaired and the capacity is restored back to 100%, this improvement in the operational status is communicated to MNO Y’s network.  Per the agreement between both companies, MNO Y removes video uploading from the CATS blacklist. Steve is able to upload his video to the Social Networking X’s website.
4.X.4
Post-conditions
Since CATS was activated, dynamically taking into account the different types of traffic that should be blocked due to the congestion status of the third party server, repeated attempts of the UEs to initiate such traffic to the server could be avoided, thus reducing signalling load of the network.

4.X.5
Potential requirements
· The 3GPP network shall be able to detect the failure of third party servers
-     
Subject to the MNO and third party agreement, the 3GPP network shall be able to receive information from third party application servers on their operational status e.g. congestion levels of the 3rd party application servers.

· Subject to the MNO and third party agreement; and subject to regional regulations, the 3GPP network shall be able to control (block and/or prioritize) traffic from selected applications (e.g. picture- or video upload) of a UE towards the third party server/s 

· The 3GPP network shall be able to activate or deactivate the control of traffic from applications on the UE to a congested or unavailable third party server/s..  
· Based on the traffic load on the 3GPP network and the MNO policy, the 3GPP may or may not activate the control of traffic from applications on the UE to a congested or failed third party server/s.
-
The network shall be able to apply and modify a range of barring rates to control the traffic from applications on the UE to a third party applications based on the congestion conditions or operational status at the third party application and servers.

- 
Subject to the agreement between the MNO and the 3rd party,the system shall be able to monitor the changing conditions of congestion or failure and the restoration of normal service at the 3rd party servers and gracefully ease or cease control of the traffic.
-
CATS can be used to control existing connections towards the 3rd party server

· CATS can be used to control the setting up of new connections towards the 3rd party 
