3GPP TSG-SA WG1 Meeting #68
S1-144369
San Francisco, USA, 17-21 November 2014 


Title:
Security considerations section for spoofed call service interaction
Agenda Item:
8.3 FS_UC_SPOOF
Source:
Sprint
Contact:
Greg Schumacher, Gregory.schumacher@sprint.com
Abstract: This contribution proposes text for the security considerations in the TR
*************************First change************************

6.1
Considerations on security

The potential service examined this study – user control of spoofed calls is built on security elements delivered from the originating network to the terminating network to establish the authorization of the caller to use the delivered caller identity. The user trust of the services of identifying and controlling spoofed calls will be entirely dependent on how widespread the deployment is by originating and terminating networks. 
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