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Abstract: As noted in TR 22.818v0.1,we should consider security problem..This contribution proposes text to be added to clause 5 stating   security considerations on  CATS.
The following is proposed to be included in TR 22.818.
5.   consideration
5.x  considerations  on security
Generally speaking, in order to guarantee intelligent terminal user experience, of 3GPP network will maintain user’s “always on” status. Third party applications will also have the corresponding mechanism, would periodically maintain the “always on” status of the user. User initiates attachment request to the corresponding third party server in the initial attachment, to complete the security certification process for third party server, also can connect with the server of the periodic maintenance, ensure the validity of the security certification. Thus service is initiated without re certification to a waste of time, to ensure that the user quick access and user experience. But when the third party Servers encounter difficulties, security considerations are as follows:

1, if the server hardware fails, the user should be told that it is a server failure, not the authentication failed;

2、如果服务器拥塞导致业务不可用，那么用户应该被告之是服务器拥塞，而不是认证失败；

2, if the server congestion cause the service is not available, then the user should be told that is server congestion, not the authentication failed;

3、如果是用户初始附着或者周期附着服务器不成功，用户应该告之是服务器故障（fail，congestion）

3, if  it is not successful in the initial  or periodic request to server  for users , the users should be told  the server failure (cause:fail, congestion), not the authentication failed;

