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Abstract: Cursory reading of this document leaves the impression that all access to the MCPTT service needs to be done via LTE, using UEs. This is not always the case. An authorized user (e.g. Dispatcher) should be able to access the system from a Console or other device. A MCPTT service may offer different access points for wireless or wireline access. A possible example could be a MCPTT User without a functioning UE accessing a MCPTT service via regular PSTN (e.g. entering credentials and requests via the keypad). 
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< *********** Start Changes *************************** >

[...]
6.18
Interworking
6.18.1
Non-3GPP access
Subject to security and operational constraints and limitations of the underlying access technology, the MCPTT service shall provide a mechanism to allow IP-based non-3GPP access to the MCPTT system.
NOTE:
An example of non-3GPP access is a Dispatcher connecting to the system via a console.
6.18.2
Interworking between MCPTT systems




An MCPTT service shall provide mechanisms to allow an MCPTT User to operate in a Visited MCPTT System, subject to authorization from both the Visited and the Home MCPTT Systems of the MCPTT User.
The authentication of an MCPTT User with an MCPTT service in a Visited MCPTT System shall be based on security parameters obtained from the Home MCPTT service of the MCPTT User.

NOTE 1:
This is an application layer authentication and not 3GPP network authentication.

Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

An MCPTT service shall provide mechanisms to allow an MCPTT User on the Home MCPTT System to affiliate to a PTT Group from a Foreign MCPTT System, subject to authorization from the Home MCPTT System and the Foreign MCPTT System that is home to the MCPTT Group (Group Home MCPTT System).

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the visited MCPTT System, subject to authorization from the Group Home MCPTT System.

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from another interconnected MCPTT System, subject to authorization from the Group Home MCPTT System.

NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

End to end security of an MCPTT Group communication (including in Foreign MCPTT Systems) shall be based on parameters obtained from the Group Home MCPTT System.

The MCPTT UE shall support at least one mandatory 3GPP voice codec.

NOTE 3:
The UE implementation could include other non 3GPP voice codecs, e.g TETRA voice codecs, P25 voice codecs.
6.18.3
Interworking with non-LTE MCPTT systems

6.18.3.1
Overview
Mission critical users currently employ a wide range of narrowband mission critical push-to-talk services. Project 25 (governed by the TIA-102 standards) and Tetra (governed by ETSI standards) are digital public safety grade PTT systems. In addition, "legacy" or "conventional FM" systems are common throughout the world. These systems provide PTT and related services that are analogous to those provided by MCPTT, including group calls, private calls, broadcast calls, dynamic group management and other services.

The MCPTT Service is intended to interwork with these non-MCPTT systems.

6.18.3.2
Project 25
The MCPTT service shall enable interworking with non-MCPTT Systems that are compliant with the TIA-102 (P25) standards.

Interworking between the MCPTT service and P25 shall be capable of interworking with a multiplicity of independently administered Project 25 Radio Frequency Subsystems (RFSS).

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Emergency Group Calls and P25 emergency calls.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to be able to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized P25 subscriber units and consoles to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a P25 subscriber unit or P25 console to be able to initiate an override of a PTT Group call between MCPTT users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support Group Regrouping that includes both MCPTT Groups and P25 groups.

Interworking between the MCPTT service and P25 shall support User Regrouping that includes both MCPTT Users and P25 subscriber units.

Interworking between the MCPTT service and P25 shall support interworking of Group-Broadcast Group Calls and P25 announcement group calls.

Interworking between the MCPTT service and P25 shall support interoperable Talker IDs and P25 Talker IDs.

Interworking between the MCPTT service and P25 shall support interoperable PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall provide a mechanism to reconcile the Private Call commencement mode between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and P25 shall support conveyance of losing audio from P25 subscriber units and consoles to authorized MCPTT Users.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to be able to receive losing audio from P25 subscribers units and consoles.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do not support private call override (e.g.Project 25 Phase 1 systems), the participant attempting to override shall be notified that the override cannot be accomplished.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do support private call override (e.g.Project 25 Phase 2 systems), that participant attempting to override shall be allowed to override in accordance with their priority relative to the other participant.

6.18.3.3
TETRA

The MCPTT service shall enable interworking with non-MCPTT Systems that are compliant with the ETSI TETRA standards. 

Interworking between the MCPTT service and TETRA shall be capable of interworking with a multiplicity of independently administered TETRA systems (SWMIs).

Interworking between the MCPTT service and TETRA shall support interoperable MCPTT Group Calls between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall support interoperable MCPTT Emergency Group Calls and TETRA emergency calls.

Interworking between the MCPTT service and TETRA shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users supporting TETRA codec and encryption and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall provide a means for an authorized TETRA mobile station or console to initiate an override of a PTT Group call between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall support Group Regrouping that includes both MCPTT Groups and TETRA groups.

Interworking between the MCPTT service and TETRA shall support User Regrouping that includes both MCPTT Users and TETRA mobile stations.

Interworking between the MCPTT service and TETRA shall support interoperable Talker IDs and TETRA Talker IDs.

Interworking between the MCPTT service and TETRA shall support interoperable PTT Private Calls between an MCPTT User and a TETRA mobile station or console.

Interworking between the MCPTT service and TETRA shall support end-to-end encrypted PTT Private Calls between an MCPTT User supporting TETRA codec and encryption and a TETRA mobile station or console.

Interworking between the MCPTT service and TETRA shall support a means of reconciling codecs between interoperable calls when not end-to-end encrypted.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do support private call override, that participant attempting to override shall be allowed to override in accordance with their priority relative to the other participant.

6.18.3.4
Legacy Land Mobile Radio
The MCPTT service shall enable interworking with legacy Land Mobile Radio systems that are compliant with the TIA-603 Standard.

Interworking between the MCPTT service and TIA-603 Standard shall be capable of interworking with a multiplicity of independently administered systems based on the TIA-603 Standard.

Interworking between the MCPTT service and TIA-603 Standard shall support interoperable PTT Group calls between MCPTT Users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall provide a mechanism for an authorized MCPTT User to initiate an override within a PTT Group call that has both MCPTT Users and TIA 603 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to be able to initiate an override of a PTT Group call between MCPTT Users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall provide a mechanism for an authorized TIA-603 subscriber unit or console to initiate an override within a PTT Group call that has both MCPTT Users and TIA 603 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a TIA-603 subscriber unit or TIA-603 console to be able to initiate an override of a PTT Group call between MCPTT users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall support interoperable PTT Private Calls between MCPTT Users and TIA-603 subscriber units or consoles.

Interworking between the MCPTT service and TIA-603 Standard shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and TIA-603 Standard shall support conveyance of losing audio from TIA 603 subscribers units and consoles to suitably privileged MCPTT Users.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to be able to receive losing audio from TIA-603 subscribers units and consoles.
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