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Abstract: This contribution covers the current uses of dispatch for the propose of having consistency in the TS.
There are four occurrences of the word, dispatch, in TS 22.179 V1.0.0
Sometimes Dispatch represents a participant type and at other times it represents the physical device.
Three of the occurrences are using upper case letters, and once is lower case letters.

But there also exists the term, Dispatcher, (i.e., the person) used 21 occurrences.

There is a couple of things that need to be aligned for consistency.

1) Does [Dd]ispatcher or [Dd]ispatch represent the person or the person’s role?
a. 4.6.1 uses a list with first responder, second responder, supervisor, dispatcher, administrator

i. Which appears to be the role the user is playing (participant type)

b. 3.1 uses a list with Normal, Supervisor, Dispatch, Supervisor Dispatch

i. Which appears to be a mix

c. 5.1.3 uses dispatchers or supervisors.

i. Which appears to be the users

2) What will be the final decsion on the use of upper case or lower case for the words.

a. From TR 21.801 terms in 3.1 are to be lower case, but this rule was ignored as per Dublin meeting

i. So Dispatcher is upper case when used,

ii. However since dispatch is not defined in 3.1, it is lower case.

1. Which means in a list there will be a mix of upper and lower case.

Twelve clauses/subclauses contain the 25 occurrences that need to be aligned and made consistent.

============== 1st clause ====================

Definitions and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Affiliated MCPTT Group Member: An MCPTT Group Member who has indicated an interest in the group and is allowed to receive and/or transmit Group Communications from/to the particular MCPTT Group. 

Automatic Commencement Private Call: A Private Call in which the initiation of the Private Call does not require any action on the part of the receiving MCPTT User.

Broadcast Group Call: A group call where the initiating MCPTT User expects no response from the other MCPTT Users, so that when his transmission is complete, so is the call. 

Call Commencement Mode: This is a setting that determines the conditions under which a call will start.

Dispatcher: A person who operates a device or system to allow access to MCPTT systems and services used for command and control purposes.

Floor control: This is the arbitration system in an MCPTT service that determines who has the authority to transmit (talk) at a point in time. This functionality is used in MCPTT Private Calls and MCPTT Group Calls.

Group-Broadcast Group: A collection of groups defined by the MCPTT Administrator (e.g. representing a particular organizational structure) and intended to be the recipients of Broadcast Group Calls. 

Group Regroup: The temporary combining of a multiplicity of groups into a single group.

Hang Time: A configurable maximum length of the inactivity (silence) period between consecutive MCPTT transmissions within the same call. After expiration of this time period a subsequent MCPTT transmission starts a new call.

Imminent Peril Call: A call prioritized in the event of immediate threat to any human life such as resulting from an authorized user's observation of or engagement in a situation involving imminent peril to the general public (e.g.forest fire about to encircle campers, tanker truck ready to explode near a school, casualties at scene of a car bombing). Imminent peril is an urgent call and highlights the potential of death or serious injury.

In-progress Emergency: An emergency condition for a group that has been accepted by the MCPTT service, but has not yet been cancelled by an authorized user.

In-progress Imminent Peril: An Imminent Peril Group Call was granted and it has not yet been cancelled by an authorized user.

Late call entry:.The activity that an affiliated MCPTT Group Member joins in an already established MCPTT Group Call.
Location: The current physical location (i.e. co-ordinates plus estimated accuracy and timestamp) of the MCPTT UE that can be cross-referenced to a map.

Losing audio: Audio of an overridden talker. Overridden audio is not dismissed, but instead allowed to be routed to suitable authorized receivers.

Manual Commencement Private Call: A Private Call in which the initiation of the Private Call requires the receiving MCPTT User to perform some action to accept or reject the Private Call setup.

MCPTT Administrator: An individual authorized to control parameters of the MCPTT service for an organization including, for example, user and group definition, user/group aliases, user priorities, group membership/priorities/hierarchies, security and privacy controls.

MCPTT Emergency Alert: A notification from the MCPTT UE to the MCPTT service that the MCPTT User has an emergency condition.

MCPTT Emergency Group Call: A group call processed with a very high level of priority. If required, in-progress group calls are pre-empted in order to provide the resources for the Emergency Group Call.

MCPTT Emergency State: A heightened condition of alarm for an MCPTT User indicating a need for immediate assistance due to a personal life-threatening situation.

MCPTT Group: A GCSE Group being used for MCPTT.

MCPTT Group Member: An MCPTT User who has been authorized to participate in Group Communications of a particular MCPTT Group.

MCPTT Request: The action taken by an MCPTT User to request the right to transmit voice on an MCPTT Session.

MCPTT Session: An MCPTT Session is an audio communication session established between MCPTT Users.

MCPTT system: Application in the UE and the infrastructure that provides the MCPTT service making use of capabilities included in GCSE (Group Communication System Enablers) and PROSE (Proximity Services) when working above a LTE network.

Editor's note: this definition needs to be checked against current usage of MCPTT System in this document.

MCPTT User: A user, identified by a subscription to an MCPTT service, who has a UE with the capability to participate in MCPTT services.

Mission Critical Organization: An end-user organization that includes MCPTT Users and/or UE, and can include MCPTT Administrators. A Mission Critical Organization can be hierarchical, with administrative control delegated within the organization or to an outside entity.

Off-Network MCPTT Service: The collection of functions required to provide MCPTT using ProSe Discovery and the ProSe Communication path described in TS 22.278 [5] as a direct communication between UEs using E-UTRA.

Participant: An MCPTT User who is currently receiving and/or transmitting in an MCPTT Group Call or a Private Call.

Participant type: Functional category of the participant (e.g. Normal, Supervisor, Dispatcher, Supervisor Dispatcher), typically defined by the MCPTT Administrators.

Personality Provisioning: The ability to implement into an MCPTT UE the characteristics indicative of a specific agency's user(s) with particular access to MCPTT Groups associated with that agency. 

Note:
Some characteristics are Group IDs, Group ID alias, Talker ID, Talker ID alias, Group scanning lists, and other parameters that are required by an MCPTT User when using the MCPTT service.

Pre-emption: The act of terminating on-going calls in order to free up resources for a higher priority call request.

Private Call: A two-way call between a pair of MCPTT users using the MCPTT service and MCPTT floor control.

Project 25 RFSS: A Project 25 Radio Frequency (RF) Subsystem as defined in the TIA-102 specifications.

Receiving MCPTT Group Member: An Affiliated MCPTT Group Member who is currently receiving Group Communication from an MCPTT Group.

Selected MCPTT Group: The MCPTT Group that a particular Affiliated MCPTT Group Member uses for transmission. 

System Call: A special case of a Broadcast Group Call that is transmitted to all users in a dynamically defined geographic area.

Talker ID: An application layer identity that uniquely identifies the current speaker and represents either an MCPTT User or, in P25 systems, a subscriber unit.

Top of Queue: When resources are not available to grant a call request, groups with "top of queue" priority are queued and are allocated system resources prior to any lower priority call requests.

Transmitting MCPTT Group Member: An Affiliated MCPTT Group Member who is currently transmitting a Group Communication to a Selected MCPTT Group.

User-Broadcast Group: A collection of users defined by the MCPTT Administrator (e.g. representing a particular organizational structure) and intended to be the recipients of Broadcast Group Calls.

User Regroup: The temporary combining of a multiplicity of users into a new group.

============== 2nd clause ====================

4.2
Typical use of the MCPTT Service

NOTE:
Even though this subclause is written from an organization specific perspective the text should be illustrative for typical use of MCPTT services by all MCPTT users.

Public Safety workers often operate in groups and perform different tasks during the day/week. Many tasks and operations are controlled, assisted and/or coordinated by a Dispatcher. 

For their communications Public Safety workers are organized in groups. People that are working together communicate in the same MCPTT Group, the group communication helping them to coordinate quickly.

People with different tasks often communicate in separate MCPTT Groups.

Many of the Public Safety tasks are routine tasks, that are handled by standard procedures and communication structures, using dedicated MCPTT Groups. Communication structures and MCPTT Groups are also prepared for the handling of large incidents and control of large events. Similarly there are MCPTT Groups and procedures for coordination with Public Safety workers from other organizations and/or other countries.

The standard procedures and communication structures help the Public Safety workers to do their work successfully. This results in a long list of (>100) MCPTT Groups available to a Public Safety worker, from which the correct one is to be selected depending on the task. To help the Public Safety worker to quickly find and select the right MCPTT Group for the task, the MCPTT Groups in the radio are often structured in folders and/or accessible via key-shortcuts.
============== 3rd clause ====================

4.6.1
MCPTT Priority Model
Many LTE non public safety users today subscribe to one particular priority and QoS level of service (e.g, ‘gold', ‘silver' or ‘bronze'), which always provides fixed differentiation. This model, effective and relatively straightforward for non public safety users, falls short when it comes to the needs of the public safety applications. 

MCPTT Priority and QoS is situational. The MCPTT Service is intended to provide a real-time priority and QoS experience for MCPTT calls, as public safety users have significant dynamic operational conditions that must be accounted for when determining their priority. For example, the type of incident a responder is serving or their overall shift role needs to strongly influence a user's ability to obtain resources from the LTE system.

Another feature of a mission critical service is transparency of interactions between the users and the system. A first responder that needs to change the QoS of his communications is not be distracted from his mission due to complicated UE behaviors or service interactions. Instead, the service acts in an anticipatory and adaptive manner to provide the proper quality of experience to the user, automatically, or with simple and minimal interaction. 

The mission critical service is also expected to provide the ability to interface with public safety systems (e.g. Computer Aided Dispatch) in order to determine the user's state (e.g. incident severity), environment and conditions, and effect the most appropriate priority and QoS experience for the user. 

The MCPTT Priority handling for On-Network use for MCPTT Calls is modeled as shown in Figure 4.6.1.1. The model identifies three areas of prioritization: prioritization between and within calls, inter-system prioritization and prioritization at the transport layer (EPS and UE). At the Application Layer, a generic, network side, functional entity, "MCPTT Priority and QoS Control", processes, with each request, static, pre-configured information about users and groups participating in MCPTT as well as dynamic (or situational) information about them. Based on the results of this processing, the "MCPTT Priority and QoS Control" entity provides information to, and directs interactions with other functional entities, systems, or layers to assure, to the extent possible, that from a quality of experience point of view, calls and transmissions are handled properly in accordance to established policy rules. 
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Figure 4.6.1.1: MCPTT Priority Model

Editor's Note: diagram and related text may need to be tidied up to clarify no implementation is suggested.

The User Static Attributes include information categorizing the user, possibly by several criteria (e.g. first responder, second responder, supervisor, Dispatcher, administrator) as well as jurisdictional boundaries and possibly, a pre-configured system-wide individual priority level.

The Group Static Attributes include information about the nature/type of the group and the owning agency(ies), the jurisdictional boundaries for transmitters and receivers within the group, the normal hours of operation for the group, pre-emption dispositions relative to other groups, and the default minimum priority of the group, i.e. the minimum priority characteristics that are guaranteed to all the participants in a group call associated with this group, regardless of their individual priority characteristics.

The User Dynamic Attributes include the user/participant's operational status (e.g. on/off duty), his location, the type of incident (e.g. MCPTT Emergency or Imminent Peril) he might be involved in and whether or not he initiated it, whether or not he is individually involved in a formally managed incident and if yes, the boundaries of the incident area, the incident severity and his assigned role in the resolution of the incident.

The Group Dynamic Attributes include the type of incident (e.g. MCPTT Emergency or Imminent Peril), if any, the group is currently handling and, in case of involvement in a formally managed incident, the boundaries of the incident area and the incident severity. 

NOTE:
The MCPTT priority model does not require that all mentioned information be used for determining priorities, nor does it rely on any particular categorization, grouping or organization of information. Conversely, information in addition to what is mentioned above can be considered when those priorities are determined.

============== 4th clause ====================

5.1.3
Group Configuration

The MCPTT service shall allow the MCPTT Administrator to designate specific MCPTT Groups to be inaccessible to other users, including Dispatchers or supervisors.

The MCPTT service shall enable a properly provisioned and authorized MCPTT UE operating on-network to receive its application layer level parameters (e.g. group id, group keys) necessary for initiating and participating in selected group and private calls at a future time, while off-network.

NOTE:
This is a "run-time" requirement applicable to an already configured MCPTT UE, when groups and/or users, in addition to what was already configured, need to be able to participate in future off-network calls.

============== 5th clause ====================

6.4.7
Authorized user remotely changes another MCPTT User's Affiliated and/or Selected MCPTT Group(s)

The MCPTT service shall allow an authorized user (e.g. Dispatcher) to change an On-Network MCPTT User's Selected MCPTT Group, and notify this to the On-Network MCPTT User.

The MCPTT service shall allow an authorized user (e.g. Dispatcher) to make changes to the groups that an On-Network MCPTT User is affiliated to, and notify this to the On-Network MCPTT User.

============== 6th clause ====================

6.7.2.1
Service description

Group Regrouping enables Dispatchers or any authorized user to temporarily combine MCPTT Groups. A Dispatcher can use Group Regrouping for different reasons.

Due to an incident in an area it can be necessary to temporarily enable MCPTT Users from different MCPTT Groups to communicate to each other to coordinate. After the incident the Dispatcher cancels the Group Regrouping and the MCPTT Users continue with their original configured MCPTT Groups.

During quiet periods control room managers can decide to combine MCPTT Groups and handle their operations and communications with one Dispatcher. In the busier period the Group Regrouping is cancelled and the MCPTT Groups are handled by separate Dispatchers.

============== 7th clause ====================

6.7.3.1
Service description

In the operational MCPTT environment most tasks are covered by standard procedures and communication structures and MCPTT Users can easily access the MCPTT Groups to handle their tasks.

Exceptionally it could happen that there is an urgent need for a dedicated set of individual MCPTT Users to communicate in an MCPTT Group, but that this is not foreseen in the communication structure. This could be due to extreme conditions or due to a cooperation that is outside normal procedures.

User Regrouping enables Dispatchers or authorized users to instantaneously provide a dedicated MCPTT Group to these MCPTT Users to enable the required communication. The MCPTT Users automatically affiliate to this MCPTT Group. After the operation this MCPTT Group is removed by the Dispatcher or authorized user.

============== 8th clause ====================

6.9
Private Call

The MCPTT service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure whether the presence on the network of a particular MCPTT User is available.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism for authorized MCPTT Usersto query whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure whether the ability to participate in Private Calls of a particular MCPTT User is available.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

The MCPTT service shall provide a mechanism (i.e. MCPTT Private Call callback request) for the calling party of an MCPTT Private Call to request that the called party (at earliest convenience) place a call to the calling party.

The MCPTT service shall provide a mechanism for the calling party of an MCPTT Private Call to assign a priority indication (low, normal, urgent) to any call back request.

The MCPTT service shall provide an MCPTT UE receiving an MCPTT Private Call callback request with an indication of the assigned callback priority assigned by the calling party.

The MCPTT service shall provide a mechanism for an MCPTT User to cancel a callback request.

The MCPTT service shall provide an MCPTT UE receiving an MCPTT Private Call callback request with an indication of which MCPTT User called and when.

Within an MCPTT Private Call, the MCPTT service shall provide a mechanism by which specified participants or participant types (e.g. Dispatcher) have the ability to override an active PTT transmission of the other participant in the private call.

Editor' Note: Discrete listening requirements are FFS.

Editor' Note: Call override capabilities are FFS.

Editor' Note: Performance specifications are FFS.

The MCPTT service shall provide a mechanism by which an MCPTT User can make a private call to local Dispatcher based on the MCPTT user's current location.
============== 9th clause ====================

6.10.1
General

The MCPTT service shall support multiple MCPTT Application priorities which are mapped to EPS priority levels, based on network operator policy.

The MCPTT service shall provide an access control mechanism to support multiple Access Priorities to prioritize MCPTT MO call initiation attempts, depending on their access priorities.

MCPTT service shall support multiple pre-emptive priorities.

The MCPTT service shall provide a mechanism for MCPTT Administrators to create, a pre-emption hierarchy for MCPTT Group transmissions and their associated users (i.e. to facilitate local management of the service and its resources).

The MCPTT service shall support MCPTT Groups with the right to pre-empt other MCPTT calls.

In case of resource shortage a call made in a group with pre-emption rights shall be given resources to complete this call by pre-empting lower priority calls. [Editor's note: A call that requires the use of pre-emption of resources shall still satisfy the call setup requirements.]

MCPTT service shall support queuing and retention by priority. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to establish the priority hierarchy and characteristics of MCPTT Group transmissions.

The MCPTT service shall enable an MCPTT Administrator to prioritize MCPTT Groups in relation to other MCPTT Groups (with respect to transport and presentation).

The MCPTT service shall enable an MCPTT Administrator to set the priority for a Critical Communication Agency's MCPTT Groups relative to other Critical Communication Agencies subordinate to the MCPTT Administrator's authority.

When determining priority for an MCPTT call or transmission, the MCPTT service shall use the MCPTT User/Participant's attributes (e.g. first/second responder, supervisor, Dispatcher, on/off duty) and the MCPTT Group's attributes (e.g. type of group, owning agency of the group, type of incident, MCPTT Emergency, Imminent Peril).

The MCPTT service shall provide a means for the attributes used for determining the priority for MCPTT Users and Groups to influence the Priority and QoS for all MCPTT UEs associated with the MCPTT User.

Based on the attributes used for determining the priority for MCPTT Users and Groups, the MCPTT service shall provide consistent and deterministic priority for all MCPTT Users within their Home MCPTT System.

Based on the attributes used for determining the priority for MCPTT Users and Groups, subject to roaming capabilities and operator agreement, the MCPTT service shall provide consistent and deterministic priority for all MCPTT Users that roam into Visited MCPTT Systems.

The MCPTT service shall provide a means for an MCPTT User to monitor the attributes used for determining priority of his calls and transmissions.

The MCPTT service shall provide a means for an authorized MCPTT User to monitor and affect a change of the attributes used for determining the priority of another MCPTT User's calls and transmissions.

============== 10th clause ====================

6.10.5
Application layer priorities

Dispatchers from different critical communication organization access the same networks and network resources. Depending on the event, the priority is given to an organization and/or a group rather than to another. For instance, in case of a fire priority is given to the fire brigades dealing with it, while in case of a criminal arrest priority is given to the police officers in charge of the arrest.

The MCPTT system shall be able to give application priorities to each call according to the event in addition to the priority given according to groups.

The EPS shall inform the MCPTT system if a new MCPTT call can not be set up.

The MCPTT system shall assign to each call:

· an application layer pre-emption capability;

· a capability to be pre-empted; and

· an application layer priority value.

The MCPTT system may stop already established MCPTT calls with the capability to be pre-empted and a lower application layer priority to allow a new MCPTT calls with pre-emption capability indicator set to true to be established.

If there are no MCPTT calls with the capability to be pre-empted, the MCPTT calls with the lowest application layer priorities may be terminated, even if the MCPTT calls are set as not pre-emptable.

There shall be at least 8 and preferably 30 configurable levels of priority.

============== 11th clause ====================

6.17.2.1
Overview of Ambient Listening

Ambient Listening is a feature that allows an authorized user, typically a Dispatcher, to cause a UE to initiate a call which has no indication on the device. The purpose of this feature is to allow the Dispatcher to listen to activities at the location of the remote UE to find out what is happening around that UE without providing an indication to the user or people around the user (whom the user does not want to make aware of this action) that this is happening. This type of call is different from other types of call, as for Ambient Listening audio will only be transmitted to the authorized user.

This is used for stolen UEs, monitoring officers and particular operations, where it is important that the UE does not indicate what is happening.

============== 12th clause ====================

6.17.3.1
Overview

A Remotely initiated MCPTT Call is a feature that allows an authorized user, typically a Dispatcher, to cause a remote UE to initiate a call by itself, without its user explicitly initiating the call by depressing the PTT switch. The purpose of this feature is to allow the Dispatcher to listen to activities at the location of the remote UE to find out what is happening around that UE. This feature is also known as "Remote Unit Monitoring" in P25 systems.
There are two typical use cases for this feature. 
The first one is the case where a user could have been incapacitated. This could be both accidentally, say a traffic accident, or deliberately, for example a violent attack. In both cases it would be necessary to remotely open the microphone of the UE in order to allow another user or a group of users to listen to what is happening to prepare assistance. The communication that is set up is either a Private Call or a Group Call, and the call could optionally be visible to the remote UE's user.
The second one is the case of a stolen UE. Here it is just necessary to activate the radio so that a Dispatcher can listen to any background noise or speech in order to make an analysis of the situation. In this situation, the initiation of the call from the remote UE, typically a Private Call in that case, is not visible by that UE's user.
Other use cases, such as undercover operations, discreet surveillance of users or investigations, could exist depending on the missions of the Critical Communications users and on legislations.
The behaviour of the remotely initiated Call is not different from a normal call initiated by the local user. The same rules for resource allocation and interactions with other services apply, but the initiator of the feature can have the capability to request a pre-emptive or high priority for that Call to ensure it will be setup even in case of resource congestion or to limit disturbance by other services.
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