3GPP TSG-SA WG1 Meeting #67bis and #68
S1-144192
San Francisco, USA, 13-14 and 17-21 November 2014
(revision of S1-14xxxx)
Title:
Use of normal telephony services
Agenda Item:
MCPTT
Source:
Home Office (UK)
Contact:
Richard.Allen3 at homeoffice.gsi.gov.uk

Stephen.Howell1 at homeoffice.gsi.gov.uk  
Abstract: This contribution seeks to clarify that MCPTT Users can use normal commercial telephony, as well as MCPTT specific services.
Introduction

In SA2 #105 there was some discussion as to whether an MCPTT User using MCPTT services could also use telephony. This was a topic of discussion in SA2 # 105, because there are currently no requirements to indicate any sort of interaction. The purpose of this contribution is to clarify that MCPTT Users using MCPTT UEs can use normal telephony services and make ‘normal’ emergency calls. The requirements also indicate that MCPTT related communications will have precedence over normal telecommunications.
----------------------------------------- First Change ----------------------------------------- 

4
Mission Critical Push To Talk Overview

4.1
General

A Push To Talk service provides an arbitrated method by which two or more users may engage in communication. Users may request permission to transmit (e.g. traditionally by means of a press of a button). The Mission Critical Push To Talk over LTE (MCPTT) service supports an enhanced PTT service, suitable for mission critical scenarios, based upon 3GPP Evolved Packet System (EPS) services. The requirements for Mission Critical Push To Talk (MCPTT) service defined within can also form the basis for a non-mission critical push to talk (PTT) service.

The MCPTT service is intended to support communication between several users (a group call), where each user has the ability to gain access to the right to talk in an arbitrated manner. However, the MCPTT service also supports private calls between pairs of users. The MCPTT service builds on the existing 3GPP transport communication mechanisms provided by the EPS architectures to establish, maintain, and terminate the actual communication path(s) among the users. 

The MCPTT service also builds upon service enablers: GCSE_LTE and ProSe. To the extent feasible, it is expected that the end user's experience will be similar regardless if the MCPTT service is used under coverage of an EPC network or based on ProSe without network coverage. To clarify this intent, the requirements are grouped according to applicability to on network use, off network use, or both.

The MCPTT service allows users to request the right to talk (transmit voice/audio) and provides a deterministic mechanism to arbitrate between requests that are in contention (i.e. floor control). When multiple requests occur, the determination of which user's request is accepted and which users' requests are rejected or queued is based upon a number of characteristics (including the respective priorities of the users in contention). MCPTT service provides a means for a user with higher priority (e.g. emergency condition) to override (interrupt) the current talker. MCPTT service also supports a mechanism to limit the time a user is able to talk (hold the floor) thus permitting users of the same or lower priority a chance to gain the floor.

The MCPTT service provides the means for a user to monitor activity on a number of separate calls and enables the user to switch focus to a chosen call. An MCPTT service user may join an already established MCPTT group call (late call entry). In addition the MCPTT service provides Talker ID and user location determination features.

The users of an MCPTT service may have more stringent expectations of performance than the users of a commercial PTT service. The MCPTT service can be used by non-mission critical users (e.g. utility companies and railways).
MCPTT Users will expect to communicate with other MCPTT Users as outlined above, however MCPTT Users shall need to be able to communicate with non MCPTT Users using their MCPTT UEs via normal telephony services which do not use GCSE or ProSe.
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NOTE:
This diagram is for illustrative purposes only and do not supersede the requirements. The diagram is not exhaustive and does not include all the different scenarios 

Editor's Note: further consideration is needed for Off-network aspects

Figure 4.1.1: MCPTT User State Diagram- Transmit and Receive for a particular MCPTT Group

[image: image2.emf]MCPTT User

Affiliated MCPTT Group Member 

Transmit only allowed for an MCPTT User with respect to a particular MCPTT Group.

MCPTT Group Selected 

Standby

Transmitting 

MCPTT Group 

Member

Request & 

Granted 

floor

Time out,  

Overriden, 

Pre-empted or 

stop transmit

Standby

De-select 

Group

Select Group

Standby

Indicate interest

[MCPTT Group 

Member]

Remove 

interest

Transmitting or 

Receiving in a 

Private Call

Private call initiated 

[authorised Private call]

Private call terminated

Standby

Group call

Private call

MCPTT User Affiliated to ‘m’ 

Groups  and has a maximum of 1 

Group Selected [as authorised]

Key

Start state 

Separates Orthogonal states , ie transitions in Group 

call happen in parallel to Private call.

[event ]

Indicates conditionality, if condition inside brackets 

is TRUE, then transition will occur.

State

Potential Interactions, Parallel States or Potential Transitions

Transitions between states


NOTE:
This diagram is for illustrative purposes only and do not supersede the requirements. The diagram is not exhaustive and does not include all the different scenarios 

Editor's Note: further consideration is needed for Off-network aspects

Figure 4.1.2: MCPTT User State Diagram- Transmit only for a particular MCPTT Group
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Figure 4.1.3: MCPTT User State Diagram- Receive only for a particular MCPTT Group

----------------------------------------- End of First Change ----------------------------------------- 

----------------------------------------- Second Change ----------------------------------------- 

6.17.3
Remotely initiated MCPTT Call

6.17.3.1
Overview

A Remotely initiated MCPTT Call is a feature that allows an authorized user, typically a dispatcher, to cause a remote UE to initiate a call by itself, without its user explicitly initiating the call by depressing the PTT switch. The purpose of this feature is to allow the dispatcher to listen to activities at the location of the remote UE to find out what is happening around that UE. This feature is also known as "Remote Unit Monitoring" in P25 systems.

There are two typical use cases for this feature. 

The first one is the case where a user could have been incapacitated. This could be both accidentally, say a traffic accident, or deliberately, for example a violent attack. In both cases it would be necessary to remotely open the microphone of the UE in order to allow another user or a group of users to listen to what is happening to prepare assistance. The communication that is set up is either a Private Call or a Group Call, and the call could optionally be visible to the remote UE's user.

The second one is the case of a stolen UE. Here it is just necessary to activate the radio so that a Dispatcher can listen to any background noise or speech in order to make an analysis of the situation. In this situation, the initiation of the call from the remote UE, typically a Private Call in that case, is not visible by that UE's user.

Other use cases, such as undercover operations, discreet surveillance of users or investigations, could exist depending on the missions of the Critical Communications users and on legislations.

The behaviour of the remotely initiated Call is not different from a normal call initiated by the local user. The same rules for resource allocation and interactions with other services apply, but the initiator of the feature can have the capability to request a pre-emptive or high priority for that Call to ensure it will be setup even in case of resource congestion or to limit disturbance by other services.

6.17.3.2
Requirements

The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE that is within their authority to initiate an MCPTT Private Call to the MCPTT Administrator and / or authorized user and then begin transmitting to the MCPTT Administrator or authorized user. 

The action immediately above may occur with or without any notification to the user of the MCPTT UE.

The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a UE that is within their authority to initiate an MCPTT Group Call and then to begin transmitting to the Affiliated MCPTT Group Members.

The action immediately above may occur with or without any notification to the user of the MCPTT UE.

6.17.4
Recording and Audit Requirements
The MCPTT service shall provide a mechanism for a Critical Communication Agency to log the metadata of the MCPTT Group and Private Call transmissions under the agency's authority (e.g.start of call time, date, talker audio, Talker ID, Group ID, location information of the transmitting participant and end of call time).

If an MCPTT Group or Private Call uses end-to-end security, the MCPTT service shall provide a mechanism for a Critical Communication Agency to maintain the end-to-end security when the MCPTT Group or Private Call is logged.
6.X

Interaction with Telephony Services
An MCPTT UE shall be able to make an Emergency Call

The MCPTT service shall provide a mechanism to allow an authorised user to configure whether an MCPTT User is able to make and/or receive telephony calls with UEs.
The MCPTT service shall provide a mechanism to allow an MCPTT User to temporarily block incoming telephony calls through existing 3GPP supplementary services such as Call Forwarding.
The MCPTT service shall be able to prioritise MCPTT Private Calls and MCPTT Group Calls over telephony calls for an MCPTT User.  
The MCPTT service shall enable an MCPTT Administrator to configure on behalf of MCPTT Users the behaviour of the MCPTT system when an MCPTT User is engaged in an ongoing telephony call and receives an MCPTT call request. The configurable options are that the MCPTT service shall automatically interrupt the telephony call and place the telephony on Call Hold, the MCPTT User should simultaneously receive audio from the telephony call and the MCPTT Call or shall notify the MCPTT User of the MCPTT Call request and enable the MCPTT User to optionally switch to the MCPTT call and place the telephony call on Call Hold or terminate it.
The MCPTT service shall enable an MCPTT User to switch back to or terminate an interrupted telephony call placed on hold.
The MCPTT service shall ensure that incoming telephony calls do not interrupt ongoing MCPTT calls, but that an MCPTT User can be made aware of the telephony call attempt.
The MCPTT service shall interrupt an ongoing telephony call for high priority MCPTT calls such as Emergency, Imminent Peril and System Calls. 
6.18
Interworking

6.18.1
Interworking between MCPTT systems

6.18.1.1
Interactions between MCPTT Group Calls and MCPTT Private Calls
The MCPTT service shall provide a mechanism to prioritize, dynamically and in real-time, the call presentation of MCPTT Groups in relation to MCPTT Private Calls.

6.18.1.2
Application layer roaming and interworking between MCPTT systems

An MCPTT service shall provide mechanisms to allow an MCPTT User to operate in a Visited MCPTT System, subject to authorization from both the Visited and the Home MCPTT Systems of the MCPTT User.

The authentication of an MCPTT User with an MCPTT service in a Visited MCPTT System shall be based on security parameters obtained from the Home MCPTT service of the MCPTT User.

NOTE 1:
This is an application layer authentication and not 3GPP network authentication.

Any functionality needed from the visited PLMN network is subject to roaming capabilities and operator agreement.

An MCPTT service shall provide mechanisms to allow an MCPTT User on the Home MCPTT System to affiliate to a PTT Group from a Foreign MCPTT System, subject to authorization from the Home MCPTT System and the Foreign MCPTT System that is home to the MCPTT Group (Group Home MCPTT System).

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from the visited MCPTT System, subject to authorization from the Group Home MCPTT System.

An MCPTT service shall provide mechanisms to allow a roaming MCPTT User to affiliate to an MCPTT Group from another interconnected MCPTT System, subject to authorization from the Group Home MCPTT System.

NOTE 2:
It is assumed that once affiliation from a User to a Group is successful, subsequent communication within that Group are available to the User.

End to end security of an MCPTT Group communication (including in Foreign MCPTT Systems) shall be based on parameters obtained from the Group Home MCPTT System.

The MCPTT UE shall support at least one mandatory 3GPP voice codec.

NOTE 3:
The UE implementation could include other non 3GPP voice codecs, e.g TETRA voice codecs, P25 voice codecs.
6.18.2
Interworking with non-LTE MCPTT systems
6.18.2.1
Overview
Mission critical users currently employ a wide range of narrowband mission critical push-to-talk services. Project 25 (governed by the TIA-102 standards) and Tetra (governed by ETSI standards) are digital public safety grade PTT systems. In addition, "legacy" or "conventional FM" systems are common throughout the world. These systems provide PTT and related services that are analogous to those provided by MCPTT, including group calls, private calls, broadcast calls, dynamic group management and other services.

The MCPTT Service is intended to interwork with these non-MCPTT systems.

6.18.2.2
Project 25
The MCPTT service shall enable interworking with non-MCPTT Systems that are compliant with the TIA-102 (P25) standards.

Interworking between the MCPTT service and P25 shall be capable of interworking with a multiplicity of independently administered Project 25 Radio Frequency Subsystems (RFSS).

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support interoperable MCPTT Emergency Group Calls and P25 emergency calls.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to be able to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall provide a means for an authorized P25 subscriber units and consoles to initiate an override of a PTT Group call between MCPTT Users and P25 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a P25 subscriber unit or P25 console to be able to initiate an override of a PTT Group call between MCPTT users and P25 subscriber units and consoles.

Interworking between the MCPTT service and P25 shall support Group Regrouping that includes both MCPTT Groups and P25 groups.

Interworking between the MCPTT service and P25 shall support User Regrouping that includes both MCPTT Users and P25 subscriber units.

Interworking between the MCPTT service and P25 shall support interworking of Group-Broadcast Group Calls and P25 announcement group calls.

Interworking between the MCPTT service and P25 shall support interoperable Talker IDs and P25 Talker IDs.

Interworking between the MCPTT service and P25 shall support interoperable PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall provide a mechanism to reconcile the Private Call commencement mode between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support end-to-end encrypted PTT Private Calls between an MCPTT User and a P25 subscriber unit or console.

Interworking between the MCPTT service and P25 shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and P25 shall support conveyance of losing audio from P25 subscriber units and consoles to authorized MCPTT Users.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to be able to receive losing audio from P25 subscribers units and consoles.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do not support private call override (e.g.Project 25 Phase 1 systems), the participant attempting to override shall be notified that the override cannot be accomplished.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do support private call override (e.g.Project 25 Phase 2 systems), that participant attempting to override shall be allowed to override in accordance with their priority relative to the other participant.

6.18.2.3
TETRA

The MCPTT service shall enable interworking with non-MCPTT Systems that are compliant with the ETSI TETRA standards. 

Interworking between the MCPTT service and TETRA shall be capable of interworking with a multiplicity of independently administered TETRA systems (SWMIs).

Interworking between the MCPTT service and TETRA shall support interoperable MCPTT Group Calls between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall support interoperable MCPTT Emergency Group Calls and TETRA emergency calls.

Interworking between the MCPTT service and TETRA shall support end-to-end encrypted MCPTT Group Calls between MCPTT Users supporting TETRA codec and encryption and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall provide a means for an authorized user to initiate an override of a PTT Group call between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall provide a means for an authorized TETRA mobile station or console to initiate an override of a PTT Group call between MCPTT Users and TETRA mobile stations and consoles.

Interworking between the MCPTT service and TETRA shall support Group Regrouping that includes both MCPTT Groups and TETRA groups.

Interworking between the MCPTT service and TETRA shall support User Regrouping that includes both MCPTT Users and TETRA mobile stations.

Interworking between the MCPTT service and TETRA shall support interoperable Talker IDs and TETRA Talker IDs.

Interworking between the MCPTT service and TETRA shall support interoperable PTT Private Calls between an MCPTT User and a TETRA mobile station or console.

Interworking between the MCPTT service and TETRA shall support end-to-end encrypted PTT Private Calls between an MCPTT User supporting TETRA codec and encryption and a TETRA mobile station or console.

Interworking between the MCPTT service and TETRA shall support a means of reconciling codecs between interoperable calls when not end-to-end encrypted.

For Private calls interworking between the MCPTT service and non-LTE PTT systems that do support private call override, that participant attempting to override shall be allowed to override in accordance with their priority relative to the other participant.

6.18.2.4
Legacy Land Mobile Radio
The MCPTT service shall enable interworking with legacy Land Mobile Radio systems that are compliant with the TIA-603 Standard.

Interworking between the MCPTT service and TIA-603 Standard shall be capable of interworking with a multiplicity of independently administered systems based on the TIA-603 Standard.

Interworking between the MCPTT service and TIA-603 Standard shall support interoperable PTT Group calls between MCPTT Users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall provide a mechanism for an authorized MCPTT User to initiate an override within a PTT Group call that has both MCPTT Users and TIA 603 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to be able to initiate an override of a PTT Group call between MCPTT Users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall provide a mechanism for an authorized TIA-603 subscriber unit or console to initiate an override within a PTT Group call that has both MCPTT Users and TIA 603 subscriber units and consoles.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a TIA-603 subscriber unit or TIA-603 console to be able to initiate an override of a PTT Group call between MCPTT users and TIA-603 subscriber units and consoles.

Interworking between the MCPTT service and TIA-603 Standard shall support interoperable PTT Private Calls between MCPTT Users and TIA-603 subscriber units or consoles.

Interworking between the MCPTT service and TIA-603 Standard shall support a means of reconciling codecs between interoperable calls.

Interworking between the MCPTT service and TIA-603 Standard shall support conveyance of losing audio from TIA 603 subscribers units and consoles to suitably privileged MCPTT Users.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize MCPTT Users to be able to receive losing audio from TIA-603 subscribers units and consoles.

----------------------------------------- End of Second Change ----------------------------------------- 

�This is Emergency Call in 22.101. This change depends on the the Emergency Group Call terminology changing in the meeting. This is the 3GPP service.





