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+++++++++++++++ Start change 1+++++++++++++++
6.2
MCPTT Calls

6.2.1
Commencement Modes for MCPTT Calls

6.2.1.1
Commencement Modes for Group Calls

The MCPTT service shall be capable of allowing an MCPTT Group transmission call setup request to proceed without prior acknowledgement by any MCPTT User of that MCPTT Group.

An MCPTT User currently affiliated to an MCPTT Group shall be able to acknowledge receipt of an MCPTT Group transmission call setup request, if requested to do so by the MCPTT service.

The MCPTT User's acknowledgement may require direct interaction of the MCPTT UE with the human user, or may be automatically executed by the MCPTT UE, in accordance with policy established by an MCPTT Administrator.

The MCPTT service shall be capable of requiring that a minimum number of affiliated MCPTT Group members acknowledges receipt of the MCPTT Group transmission call setup request before the audio transmission will proceed.
+++++++++++++++ End change 1+++++++++++++++
+++++++++++++++ Start change 2+++++++++++++++
6.4.6
Membership/affiliation list

The MCPTT service shall provide, upon request, the list of currently affiliated members on an MCPTT Group to an authorized user regardless of the user's affiliation.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the list of currently affiliated members on an MCPTT Group regardless of the MCPTT User's affiliation or group membership.

The MCPTT service shall provide, upon request, the list of currently affiliated members of an MCPTT Group to an authorized MCPTT UE.

When a list of affiliated members is provided, the list shall reference each member by Talker ID and Talker Alias ID.

The MCPTT service shall provide, upon request, the current list of members of an MCPTT Group to an authorized user.

The MCPTT service shall provide, upon request, the current list of members of an MCPTT Group to an authorized MCPTT UE regardless of the MCPTT UE's membership.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT User to request the complete list of members of an MCPTT Group, regardless of the MCPTT User's membership. 

When a list of members is provided, the list shall reference each member by Talker ID and Talker Alias ID.
+++++++++++++++ End change 2+++++++++++++++
+++++++++++++++ Start change 3+++++++++++++++
6.6
Late Call Entry

The MCPTT service shall provide the Talker ID, Alias ID, MCPTT Group and, if available, Critical Communication Agency Name of the Transmitting MCPTT Group Member to MCPTT UEs that enter the call late.

The MCPTT service shall provide the Talker location information to MCPTT UEs that are late entering a call in progress.

If an MCPTT Group call proceeds without all affiliated MCPTT Group Members (e.g. due to one or members being temporarily out of coverage during the call setup or in one or more higher priority calls), the MCPTT service shall attempt to add those affiliated members as the call proceeds and they become available.

If, during an ongoing MCPTT Group call, additional MCPTT Group Members affiliate with the group, the MCPTT service shall add those members to the group call.
+++++++++++++++ End change 3+++++++++++++++
+++++++++++++++ Start change 4+++++++++++++++
6.8
Receiving from Multiple MCPTT Groups

The MCPTT service shall, provide multiple Talker IDs for display on MCPTT UEs when multiple MCPTT Groups are received by the MCPTT UE.

Editor's note: Use of User versus UE requirements is FFS.
+++++++++++++++ End change 4+++++++++++++++
+++++++++++++++ Start change 5+++++++++++++++
6.10.6.3
MCPTT Emergency Alert 

6.10.6.3.1 
Requirements

The MCPTT service may allow MCPTT UEs that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.

The MCPTT User shall be notified that the MCPTT Emergency Alert was received by the MCPTT service.

The MCPTT service shall be configurable on how the user is notified (visual, audio, or not at all (i.e. silent)).

 The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert. (visual, audio, or not at all (i.e. silent)).

The MCPTT Service shall provide a mechanism for an MCPTT User to configure, subject to MCPTT Service policy, how they are notified of an incoming MCPTT Emergency Alert. (visual, audio, or not at all (i.e. silent)).

The MCPTT service shall maintain knowledge of the MCPTT Emergency State of the MCPTT UE, until cancelled.

The MCPTT service shall be able to inform an MCPTT UE of active MCPTT Emergency Alerts after successful registration/authentication with the MCPTT service.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (e.g. selected or fixed) is used for the MCPTT Emergency Alert by an MCPTT User.

6.10.6.3.2
MCPTT Emergency Alert Cancellation Requirements

The MCPTT service shall allow authorized users to cancel any MCPTT UE's MCPTT Emergency Alert from the system. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a user to cancel, from the system, an MCPTT Emergency Alert initiated by another MCPTT User.

6.11
Talker ID

The MCPTT service shall provide a mechanism for Talker IDs to be assigned to MCPTT Users on a dedicated basis.

The MCPTT service shall provide a mechanism such that each MCPTT User has a globally unique Talker ID.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure the Alias IDs.

The MCPTT service shall provide the Talker ID, Alias ID, Selected MCPTT Group, and, if available, Critical Communication Agency Name of the transmitting MCPTT User to all MCPTT UEs that are receiving for display by the MCPTT UE.
+++++++++++++++ End change 5+++++++++++++++
+++++++++++++++ Start change 6+++++++++++++++
6.15.4
Access control

The MCPTT service shall support suspending or disabling of access from an MCPTT UE or an MCPTT User to the MCPTT service.

The MCPTT service shall provide a mechanism to temporarily disable an MCPTT UE remotely by the MCPTT administrator or an authorized user.

A temporarily disabled MCPTT UE, which has limited access capability per operator policy, shall be able to be re-enabled by the MCPTT administrator or an authorized user.

The MCPTT service shall provide a mechanism to re-enable a temporarily disabled MCPTT UE by the MCPTT administrator or an authorized user.

The MCPTT service shall provide a mechanism to permanently disable an MCPTT UE by the MCPTT administrator or an authorized user.

The permanently disabled MCPTT UE shall remove all user and group data stored in the MCPTT UE, shall have no access capability.
The security solution for the MCPTT service shall minimize the impact of a compromised MCPTT UE on other MCPTT UEs.

6.16
Audio MCPTT Call performance

6.16.1
MCPTT Access time and Mouth-to-ear latency

6.16.1.1
General

For MCPTT Users, one of the most important performance criteria is the MCPTT Access time (KPI 1). The MCPTT Access time is defined as the time between when an MCPTT User request to speak (normally by pressing the MCPTT control on the MCPTT UE) and when this user gets a signal to start speaking. This time does not include confirmations from receiving users.

The MCPTT Access time (KPI 1) does not include any MCPTT Session establishment procedure. This is the common scenario within Public Safety, meaning that MCPTT Sessions are long lived sessions during several working hours. The End-to-end MCPTT Access time (KPI 2) is defined as the time between when an MCPTT User requests to speak (normally by pressing the MCPTT control on the MCPTT UE) and when this user gets a signal to start speaking, including MCPTT Session establishment and acknowledgement from first receiving user before voice can be transmitted. A typical case for the End-to-end MCPTT Access time is an MCPTT Private Call request where the receiving user's client accepts the call automatically.

NOTE:
The End-to-end MCPTT Access time (KPI 2) is not applicable for an MCPTT Group transmission call setup when no acknowledgment is requested from any Affiliated MCPTT Group Member.

The Mouth-to-ear latency (KPI 3) is the time between an utterance by the transmitting user, and the playback of the utterance at the receiving user's speaker. Figure 6.16.1.1.1 illustrates the MCPTT Access time and Mouth-to-ear latency.
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Figure 6.16.1.1.1: Illustration of MCPTT Access time and Mouth-to-ear latency

6.16.1.2 
Requirements

The MCPTT service shall provide the MCPTT Access time and Mouth-to-ear latency specified in this clause to all MCPTT Users related to an MCPTT Session regardless of group size and/or user density.

NOTE:
This is to ensure that all MCPTT Users experience the same performance regardless of whether the audio is transferred over unicast or multicast delivery.

The MCPTT service shall be capable of providing the performance specified herein for all Affiliated MCPTT Group Members in the Group Call when there is not a transcoder in the bearer path.

The KPIs defined in this clause shall apply in an LTE network under traffic load not exceeding [70%] of each network nodes capacity.

On networks with QOS services, the KPIs defined in this clause shall apply when the total sector loading of the serving sector by MCPTT Users with equal or greater priority than the subject MCPTT User is less than [70%].

The KPIs defined in this clause shall apply when the transmitting MCPTT User is connected to the MCPTT service and has selected an MCPTT Group.

The KPIs defined in this clause shall apply when the receiving MCPTT User is connected to the MCPTT service and affiliated with the MCPTT Group.

The KPIs, except KPI 2, defined in this clause shall apply when the call under consideration is setup without acknowledgement from the receiving MCPTT UEs.

When there are transcoding functions in the bearer path of the MCPTT service, the performance provided by the MCPTT service shall be no more than [40] ms greater than the performance specified herein when there are no transcoding functions in the bearer path.

The MCPTT service shall provide an MCPTT Access time (KPI 1) less than [300] ms for [95]% of all MCPTT request.

For MCPTT Emergency Group Calls and Imminent Peril Calls the MCPTT service shall provide an MCPTT Access time (KPI 1) less than [300] ms for [99]% of all MCPTT requests.

The MCPTT service shall provide an End-to-end MCPTT Access time (KPI 2) less than [1000] ms when the MCPTT Session has not been established prior to the initiation of the MCPTT request.

Editor's Note: Actual KPI values may require reconsideration. 

The MCPTT service shall provide a Mouth-to-ear latency (KPI 3) that is less than [300] ms for [95]% of all voice bursts. 

There shall be no (0 ms) initial lost audio at receiving user. 

NOTE:
In the case of Late Call Entry initial loss of audio is acceptable see clause 6.14.2.1.

There shall be no (0 ms) trailing lost audio at the end of the voice burst at receiving user. 

6.16.2
Late Call Entry performance

6.16.2.1
General 

An MCPTT User is able to join or leave already ongoing MCPTT Sessions. Late Call Entry is the activity when an Affiliated MCPTT Group Member joins an MCPTT Session in which other Affiliated MCPTT Group Members are already active. The Late Call Entry time (KPI 4) is the time to enter an ongoing MCPTT Session measured from the time that the user decides to monitor such an MCPTT Session, to the time when the MCPTT UE's speaker starts to play the audio. The performance requirements for Late Call Entry time only applies to when there is ongoing voice transmitted at the time the MCPTT User joins the call. 

In a Late Call Entry there might be an initial lost audio of the voice burst sent to the new Receiving MCPTT Group Member. Figure 6.16.2.1.1 illustrates the Late Call Entry time.
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Figure 6.16.2.1.1: Illustration of Late Call Entry time

6.16.2.2
Requirements 

The KPIs defined in this clause shall apply in an LTE network under traffic load not exceeding [70] % of each network nodes capacity.

The maximum Late Call Entry time (KPI 4a) for calls without application layer encryption within one MCPTT system shall be less than [400] ms for [95] % of all Late Call Entry requests.

The maximum Late Call Entry time (KPI 4b) for application layer encrypted calls within one MCPTT system should meet the requirements for KPI 4 for unencrypted calls.

The maximum Late Call Entry time (KPI 4b) for application layer encrypted calls within one MCPTT system shall be less than [600] ms for [95%] of all Late Call Entries into encrypted calls.

The Late Call Entry Time for encrypted calls interworking with other non-LTE PTT systems should meet the requirements for KPI 4b for application layer encrypted calls within one MCPTT system.

The additional Late Call Entry Time for an MCPTT UE late entering an application layer encrypted call interworking with other non-LTE PTT systems shall not exceed the difference in the encrypted and unencrypted Late Call Entry Times for the interworking system.

For Late Call Entry, a period of Initial lost audio may be acceptable.

Editor's Note: Actual KPI values may require reconsideration.
+++++++++++++++ End change 6+++++++++++++++
+++++++++++++++ Start change 7+++++++++++++++
6.17.2.1
Overview of Ambient Listening

Ambient Listening is a feature that allows an authorized user, typically a Dispatcher, to cause an MCPTT UE to initiate a call which has no indication on the device. The purpose of this feature is to allow the Dispatcher to listen to activities at the location of the remote MCPTT UE to find out what is happening around that MCPTT UE without providing an indication to the user or people around the user (whom the user does not want to make aware of this action) that this is happening. This type of call is different from other types of call, as for Ambient Listening audio will only be transmitted to the authorized user.

This is used for stolen MCPTT UEs, monitoring officers and particular operations, where it is important that the MCPTT UE does not indicate what is happening.

6.17.3
Remotely initiated MCPTT Call

6.17.3.1
Overview

A Remotely initiated MCPTT Call is a feature that allows an authorized user, typically a dispatcher, to cause a remote MCPTT UE to initiate a call by itself, without its user explicitly initiating the call by depressing the PTT switch. The purpose of this feature is to allow the dispatcher to listen to activities at the location of the remote MCPTT UE to find out what is happening around that MCPTT UE. This feature is also known as "Remote Unit Monitoring" in P25 systems.

There are two typical use cases for this feature. 

The first one is the case where a user could have been incapacitated. This could be both accidentally, say a traffic accident, or deliberately, for example a violent attack. In both cases it would be necessary to remotely open the microphone of the MCPTT UE in order to allow another user or a group of users to listen to what is happening to prepare assistance. The communication that is set up is either a Private Call or a Group Call, and the call could optionally be visible to the remote MCPTT UE's user.

The second one is the case of a stolen MCPTT UE. Here it is just necessary to activate the radio so that a Dispatcher can listen to any background noise or speech in order to make an analysis of the situation. In this situation, the initiation of the call from the remote MCPTT UE, typically a Private Call in that case, is not visible by that MCPTT UE's user.

Other use cases, such as undercover operations, discreet surveillance of users or investigations, could exist depending on the missions of the Critical Communications users and on legislations.

The behaviour of the remotely initiated Call is not different from a normal call initiated by the local user. The same rules for resource allocation and interactions with other services apply, but the initiator of the feature can have the capability to request a pre-emptive or high priority for that Call to ensure it will be setup even in case of resource congestion or to limit disturbance by other services.

6.17.3.2
Requirements

The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause an MCPTT UE that is within their authority to initiate an MCPTT Private Call to the MCPTT Administrator and / or authorized user and then begin transmitting to the MCPTT Administrator or authorized user. 

The action immediately above may occur with or without any notification to the user of the MCPTT UE.

The MCPTT service shall provide a mechanism for an MCPTT Administrator and/or authorized user to cause a MCPTT UE that is within their authority to initiate an MCPTT Group Call and then to begin transmitting to the Affiliated MCPTT Group Members.

The action immediately above may occur with or without any notification to the user of the MCPTT UE.

+++++++++++++++ End change 7+++++++++++++++
