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Abstract: The Home Office has done an analysis of the TCCE URS voice related requirements from TR 102 022-2 v0.0.8 compared to MCPTT 22.179 v1.0.0. The purpose of this contribution is to insert requirements from that document that are not covered. 
Discussion:
1 Scalability of the MCPTT system

In the TCCE URS it indicates that there should be 500,000 group addresses per system, at the moment there is no indication of the scalability of the system in this way. This is perhaps difficult to put a good estimate on for the number of users that might be required from a system, especially if systems are partitioned to serve large numbers of users. 500,000 sounds like a significant number given that our users have stated that they want 32,000 for approximately 300,000 public safety users.  Based on the ratio of the 2 perhaps it is sensible to derive that 5,000,000 users might need to be served by a system. 
2) Notification that only Group Member at Call Set-up

In the TCCE URS document there is provision for a notification to a user if at call set-up for they are the only Group Member on the group. At the moment in 22.179 there is the requirement in 6.4.2:- ‘The MCPTT service shall provide a notification, for example audio and/or visual, to a user that there are no members on an MCPTT Group being used/monitored by the user and that the user is the only user affiliated to that MCPTT Group.’ This requirement does not cover the requirement that there should be a notification at Call Set-up of the same circumstance; therefore the proposed change is to add a requirement into section ‘6.2.3.2 Requesting permission to transmit’, because this is the point within the flow of setting up a call where this would happen.

3) Termination of an Emergency Call due to time-out
In the TCCE URS there is provision for an Emergency Call to time out on the system if so configured. I have added an e.g to 5.8.2 MCPTT Emergency Group Call Cancellation Requirements, to indicate the most common call cancellation criteria.
4) Alert of emergency call if they are in other calls

In the TCCE URS there is provision for users to be alerted of emergency calls if they are in other calls, at the moment in MCPTT there is a section about receiving from multiple groups, but it does not specify what happens if a user is currently receiving a call and there is an emergency call on one of the groups that they are affiliated to.
5) Rejection/suspension of user from a call for capacity reasons

In the TCCE URS there is provision for notifying a user that they have been rejected from entering/ or pre-empted from a call due to capacity issues. At the moment there is provision in 22.179 for the transmitting participant to get an indication that receiving participant have been pre-empted, however not for the participant who was pre-empted. Therefore new text is proposed for 6.2.4.  

6) Railway Emergency Call

From the TCCE URE (TR 102 022-2 v0.08) one of the main gaps identified was in section 4.2.1 Emergency communication, related to Railway Emergency Call, highlighted below. 

4.2.1
Emergency communication

This is where in an emergency situation a user needs to send an emergency message for assistance. This is normally an alarm which is a predefined change of status tagged with location but conceivably can be voice text or video. The derived requirements are:

· For rail use the system supports the Railway Emergency Call. This is a pre-emptive group call which is initiated from a mobile and involves both the controller (dispatcher) and all relevant users in the local area of the call originator.

.

The following further explanation was provided by the chair of the TCCA transport group Robin Davis:-
“A Railway emergency call is a group call for informing drivers, controllers and other concerned personnel of a level of danger requiring all Railway movements in a predefined area to stop, it is indeed dynamic based on location of terminals and not all users will be in the same talkgroup to start with. 

The difference is that a Railway emergency call will involve all the users in a particular area, not just those who have the talkgroup selected. So it will typically be on both tracks and be a limited area, while a normal Police emergency will only be the people on the talkgroup, and if someone in that talkgroup is 20 miles away, they will still be given the call. On the railway the call will go to the cell of the originator, and adjacent cells dependent on the line speed. A train coming into the cell will get the call, and trains are expected to stop. The call will go to one or more signallers, depending on the originating cell.”
Page 138 of the EUROPEAN INTEGRATED RAILWAY RADIO ENHANCED NETWORK Specification Version 15.3.0, GSM-R Operators Group, 8 March 2012, UIC CODE 951, provides further details on the technical implementation of the basic requirements. 

From discussions with Robin and his colleague David Taylor from TCCA a key requirement for railways is that when trains are moving through a country they will have location dependent addressing of their private calls. This means that when users initiate private calls in different parts of the country it will be routed to the appropriate controller.
From analysis of the requirements in MCPTT 22.179 there is already a requirement in this area in section 6.9:-

The MCPTT service shall provide a mechanism by which an MCPTT User can make a private call to a local Dispatcher based on the MCPTT user's current location.
To supplement the requirement above there perhaps needs to be the ability for an administrator to be able to define areas that can be be used to provide location based addressing for private calls, this is not necessary for Groups, as these will have dispatchers associated with them.
It is proposed that following changes are made to TS 22.179:
----------------------------------------- First Change ------------------------------------------------------
5.5
Receiving from Multiple MCPTT Groups

The MCPTT Service shall require that MCPTT Users affiliate with MCPTT Groups prior to participation in the communications of those groups.

A MCPTT User shall be able to affiliate with a multiplicity of MCPTT Groups, subject to restrictions configured by the MCPTT Administrator.

The MCPTT User shall be affiliated to the MCPTT Groups that the UE monitors.

The MCPTT service shall allow a UE to be receiving or transmitting in one MCPTT Group while simultaneously receiving additional MCPTT Groups.

The MCPTT service shall provide a mechanism to configure the number (N4) of calls to be simultaneously received by a UE, authorized by an MCPTT Administrator and/or authorized user.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N5) of MCPTT Group transmissions that a UE can simultaneously receive.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N10) of MCPTT Private Calls in which a UE simultaneously participates.

The MCPTT service shall provide a mechanism to configure the number (N6) of calls to be simultaneously received by an MCPTT User, authorized by an MCPTT Administrator and/or authorized user. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N7) of MCPTT Group transmissions that an MCPTT User can simultaneously receive.

The MCPTT service should provide a mechanism for an MCPTT Administrator and/or authorized user to prioritize the order in which multiple MCPTT Groups are presented by the UE.
The 
MCPTT service shall ensure that if there is an MCPTT Emergency Group Call on one of the MCPTT Groups that a MCPTT User is affiliated to, but that user is already in a lower priority MCPTT Call or Private Call, that the MCPTT User will automatically hear the MCPTT Emergency Group Call.   

Note: Depending on the MCPTT User’s settings and/or the MCPTT UE capability the above requirement could mean that the MCPTT User stops receiving from another MCPTT Group (which might normally have a higher priority) or a Private Call.
----------------------------------------- End of First Change ------------------------------------------------------
----------------------------------------- Second Change ------------------------------------------------------
5.8.2
MCPTT Emergency Group Call Cancellation Requirements

The MCPTT service shall support cancellation of an In-progress Emergency by an authorized MCPTT User.

The MCPTT service shall support cancellation of an In-progress Emergency when criteria established by the MCPTT Administrator are met (e.g. time-out) .

The MCPTT service shall support cancellation of an In-progress Emergency by the MCPTT Emergency Group Call initiator.

----------------------------------------- End of Second Change ---------------------------------------------------

----------------------------------------- Third Change ------------------------------------------------------
5.16
Relay Requirements

The MCPTT service shall be able to use ProSe Relay capabilities defined in TS 22.278 [5] and TS 22.468 [6].

NOTE:
For On-Network use, the UE-to-Network Relay applies. For Off-Network use, the UE-to-UE Relay applies.

5
.x Scalability

The MCPTT service shall be able to support at least 500,000 group addresses per system.

The MCPTT service shall be able to support at least 5,000,000 MCPTT Users per system. 
5.17
Control and Management by Mission Critical Organizations

5.17.1
Overview

This clause contains general requirements for management of the MCPTT service by Mission Critical Organizations sharing the same MCPTT System, and more specific requirements pertaining to management controls and operational visibility, and to management of security services.

5.17.2
General

The MCPTT service shall be able to support multiple Mission Critical Organizations, each with their own MCPTT Users and MCPTT Groups, on the same MCPTT System.

The MCPTT service shall provide a means by which Mission Critical Organizations designate and manage (i.e. add, delete, change authorizations, etc.) MCPTT Administrators with authority to manage users, groups, other MCPTT Administrators, security controls, and other mission affecting parameters (e.g.authorizations and priorities) of the MCPTT Service.

The MCPTT service shall protect the operational privacy of Mission Critical Organizations by providing effective separation between the administrative and security management (e.g.key) databases of those organizations except as authorized by the Mission Critical Organizations involved.

The MCPTT service shall protect the administrative and security management databases of Mission Critical Organizations from viewing and manipulation by individuals (including those within and outside of the mission critical organization) not explicitly authorized by the Mission Critical Organization.

The MCPTT service shall provide a means by which Mission Critical Organizations may share subsets of their administrative and security databases with other Mission Critical Organizations.

NOTE:
The purposes of these requirements is to protect the operational security of organizations while still allowing for interworking of MCPTT UE and Users under the control of the Mission Critical Organizations
----------------------------------------- End of Third Change -----------------------------------------------------
----------------------------------------- Fourth Change ------------------------------------------------------
6.2.3.2
Requesting permission to transmit

An authorized participant shall be able to request to transmit to an MCPTT Group or an individual participant.
At 
call set-up the MCPTT service shall provide a notification, for example audio and/or visual, to the MCPTT Group Member attempting to transmit that there are no other Group Member who have Affiliated or Selected the MCPTT Group.
The floor control functionality shall determine the transmitting Participant(s) when there are simultaneous requests for permission to transmit within the same call.

Following an MCPTT Request for permission to transmit on the Selected MCPTT Group, the Affiliated MCPTT Group Member that made and was granted the request shall be given an indication of being allowed to transmit.

Following an MCPTT Request for permission to transmit on the Selected MCPTT Group, an Affiliated MCPTT Group Member that made and was not granted the request shall be given an indication that permission to transmit was rejected or queued.

The depth of the floor control queue shall be configurable, with a default of one.

Following an MCPTT Private Call request for permission to transmit, the MCPTT User that is allowed to transmit shall be given an indication that the user is allowed to transmit to the targeted MCPTT User. 

Following an MCPTT Private Call request for permission to transmit, an MCPTT User that is not allowed to transmit shall be given an indication that the permission to transmit was rejected or queued.

The MCPTT service shall provide an indication to receiving Participants that the transmitting Participant is starting to transmit.

The MCPTT service shall provide a mechanism for an MCPTT participant to remove its MCPTT Request from the floor control queue.

The MCPTT service shall provide a mechanism for removal (i.e. request accepted, request denied, or expiration of a timer) of an MCPTT Request from the floor control queue.

The MCPTT service shall provide a mechanism for the MCPTT Administrator to configure the parameter(s) of the floor control queue for an MCPTT group (i.e. timer).
----------------------------------------- End of Fourth Change ----------------------------------------------------
----------------------------------------- Start of Fifth Change ---------------------------------------------------
6.2.4
Call Termination

If a participant of an MCPTT Group call is pre-empted, the MCPTT service shall terminate the call or continue the call with an indication to the transmitting participant that one or more receiving participants was pre-empted.
If
  MCPTT user(s) are pre-empted from an ongoing MCPTT call as there is insufficient capacity to support their inclusion the MCPTT service shall ensure that the MCPTT User(s) receive a notification that they has been excluded from the call for reasons of lack of capacity

The MCPTT service shall terminate a call after a period of inactivity.

The MCPTT service shall provide a mechanism for an MCPTT administrator to configure the inactivity timer.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure separately the limit for the total length of time of an MCPTT Group Call and an MCPTT Private Call .

The MCPTT service shall provide an indication to the participants that the call is within a configurable amount of time before the call time limit is reached.The MCPTT service shall provide an indication to the participants that the call time limit has been reached.

The MCPTT service shall release the call when the call time limit has been reached.

----------------------------------------- End of Fifth Change ---------------------------------------------------
----------------------------------------- Sixth Change ------------------------------------------------------
6.9
Private Call

The MCPTT service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure whether the presence on the network of a particular MCPTT User is available.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is present on the network.

The MCPTT service should provide a mechanism for authorized MCPTT Users to query whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure whether the ability to participate in Private Calls of a particular MCPTT User is available.

The MCPTT service should provide a mechanism for an MCPTT Administrator to configure which MCPTT Users may determine whether a particular MCPTT User is capable of participating in an MCPTT Private Call.

The MCPTT service shall provide a mechanism (i.e. MCPTT Private Call callback request) for the calling party of an MCPTT Private Call to request that the called party (at earliest convenience) place a call to the calling party.

The MCPTT service shall provide a mechanism for the calling party of an MCPTT Private Call to assign a priority indication (low, normal, urgent) to any call back request.

The MCPTT service shall provide an MCPTT UE receiving an MCPTT Private Call callback request with an indication of the assigned callback priority assigned by the calling party.

The MCPTT service shall provide a mechanism for an MCPTT User to cancel a callback request.

The MCPTT service shall provide an MCPTT UE receiving an MCPTT Private Call callback request with an indication of which MCPTT User called and when.

Within an MCPTT Private Call, the MCPTT service shall provide a mechanism by which specified participants or participant types (e.g.dispatch) have the ability to override an active PTT transmission of the other participant in the private call.

Editor' Note: Discrete listening requirements are FFS.

Editor' Note: Call override capabilities are FFS.

Editor' Note: Performance specifications are FFS.

The 
MCPTT service shall provide a mechanism for an MCPTT Administrator to define geographic areas that can be associated to Dispatchers for the purpose of routing an MCPTT Private Call request and certain MCPTT Emergency Calls (e.g emergency calls used by railway users) based on the MCPTT User’s current location.
The MCPTT service shall provide a mechanism by which an MCPTT User can make a private call to a local Dispatcher based on the MCPTT user's current location.
----------------------------------------- End of Sixth Change ------------------------------------------------------
----------------------------------------- Seventh Change ------------------------------------------------------
6.10.6.1
MCPTT Emergency Call

6.10.6.1.1
MCPTT Emergency Group Call Requirements

The MCPTT service shall ensure that MCPTT Emergency Group Calls have the highest priority over all other MCPTT Group transmissions, except System Calls and other MCPTT Emergency Group Calls.

The MCPTT service shall be capable of requesting increased priority for all participants of an MCPTT Emergency Group Call.

The MCPTT service shall be capable of changing a group call in progress to an MCPTT Emergency Group Call.

MCPTT Emergency Group Calls, including their content and signalling, shall have pre-emptive priority over all other types of MCPTT calls, except System Calls and other MCPTT Emergency Group Calls.

The MCPTT service shall provide the talker ID of the initiator of an MCPTT Emergency Group Call and an indication that it is an MCPTT Emergency Group Call to Affiliated MCPTT Group Members.

The MCPTT service shall remove the emergency priority associated with the group when an In-progress Emergency on that group is cancelled.

Editor's Note: The interaction of MCPTT Emergency call and imminent peril call is FFS.
The Affiliated MCPTT Group Members shall be notified when their group call transitions to an In-Progress Emergency. 

The MCPTT service may inform affiliated group members that an MCPTT Emergency Group Call was requested but resources were not available for the call to be granted.

The MCPTT service shall maintain knowledge of the Affiliated MCPTT Group Member(s) that initiated the MCPTT Emergency Group Call(s) until the In-Progress Emergency is cancelled. 

The MCPTT service shall maintain an In-Progress Emergency condition for a group from the time the initial MCPTT Emergency Group Call was requested until the In-Progress Emergency condition is cancelled. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT group (e.g. selected or fixed) is used for the MCPTT Emergency Group Call by an MCPTT User.
The
 MCPTT service shall provide a mechanism for an MCPTT Administrator to define MCPTT User(s) who on initiation of an Emergency Group Call will transmit to MCPTT Users within a pre-defined geographical proximity (location determined) and to specific MCPTT Users (e.g. Dispatchers) based on their current location, rather than to MCPTT Group Members affiliated to a specific Group.

Note:  This type of Emergency Group Call is particularly useful for railway users who need to contact other local trains urgently as well as a controller, in order to issue a stop command. Depending on the type of train line and speed the Emergency Group Call will inform users in varying sized areas.
6.10.6.1.2
MCPTT Emergency Group Call Cancellation Requirements

The MCPTT service shall notify Affiliated MCPTT Group Members of the group of the cancellation of the In-Progress Emergency and the identity of the cancelling user.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize an MCPTT user to cancel in-progress Emergencies.

----------------------------------------- End of Seventh Change --------------------------------------------------
----------------------------------------- Start of Eighth Change -------------------------------------------------
6.10.6.3
MCPTT Emergency Alert 

6.10.6.3.1 
Requirements

The MCPTT service may allow UEs that are unauthorized, not registered, or authenticated to activate the MCPTT Emergency Alert capability.

The MCPTT User shall be notified that the MCPTT Emergency Alert was received by the MCPTT service.

The MCPTT service shall be configurable on how the user is notified (visual, audio, or not at all (i.e. silent)).

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure how an MCPTT User is notified of an incoming MCPTT Emergency Alert. (visual, audio, or not at all (i.e. silent)).

The MCPTT Service shall provide a mechanism for an MCPTT User to configure, subject to MCPTT Service policy, how they are notified of an incoming MCPTT Emergency Alert. (visual, audio, or not at all (i.e. silent)).

The MCPTT service shall maintain knowledge of the MCPTT Emergency State of the UE, until cancelled.

The MCPTT service shall be able to inform an MCPTT UE of active MCPTT Emergency Alerts after successful registration/authentication with the MCPTT service.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to configure which MCPTT Group (e.g. selected or fixed) is used for the MCPTT Emergency Alert by an MCPTT User.
The MCPTT service shall provide a mechanism for an MCPTT Administrator to define MCPTT User(s) who on initiation of an Emergency Alert will transmit to MCPTT Users within a pre-defined geographical proximity (location determined) and to specific MCPTT Users (e.g. Dispatchers) based on their current location, rather than to MCPTT Group Members affiliated to a specific Group.

Note:  This type of Emergency Group Alert is particularly useful for railway users who need to contact other local trains urgently as well as a controller, in order to issue a stop command. Depending on the type of train line and speed the Emergency Group Call will inform users in varying sized areas.
6.10.6.3.2
MCPTT Emergency Alert Cancellation Requirements

The MCPTT service shall allow authorized users to cancel any MCPTT UE's MCPTT Emergency Alert from the system. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to authorize a user to cancel, from the system, an MCPTT Emergency Alert initiated by another MCPTT User.

----------------------------------------- End of Eighth Change --------------------------------------------------
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