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5.5
Receiving from Multiple MCPTT Groups

The MCPTT Service shall require that MCPTT Users affiliate with MCPTT Groups prior to participation in the communications of those groups.

A MCPTT User shall be able to affiliate with a multiplicity of MCPTT Groups, subject to restrictions configured by the MCPTT Administrator.

The MCPTT User shall be affiliated to the MCPTT Groups that the MCPTT UE monitors.

The MCPTT service shall allow an MCPTT UE to be receiving or transmitting in one MCPTT Group while simultaneously receiving additional MCPTT Groups.

The MCPTT service shall provide a mechanism to configure the number (N4) of calls to be simultaneously received by a MCPTT UE, authorized by an MCPTT Administrator and/or authorized user.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N5) of MCPTT Group transmissions that an MCPTT UE can simultaneously receive.

The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N10) of MCPTT Private Calls in which an MCPTT UE simultaneously participates.

The MCPTT service shall provide a mechanism to configure the number (N6) of calls to be simultaneously received by an MCPTT User, authorized by an MCPTT Administrator and/or authorized user. 

The MCPTT service shall provide a mechanism for an MCPTT Administrator to limit the total number (N7) of MCPTT Group transmissions that an MCPTT User can simultaneously receive.

The MCPTT service should provide a mechanism for an MCPTT Administrator and/or authorized user to prioritize the order in which multiple MCPTT Groups are presented by the MCPTT UE.

5.6
Private Call Commencement

5.6.1
Private Call Overview

Private Calls allow two MCPTT Users to communicate directly with each other without the use of MCPTT Groups. They leverage many of the functions and features of MCPTT Group Calls, such as MCPTT User identity and alias information, location information, encryption, privacy, priority, and administrative control.

There are two types of Private Calls that are supported: Manual Commencement Private Call and Automatic Commencement Private Call.

Manual Commencement Private Calls mimic a telephone conversation where the called party receives a notification that they are being requested to join a Private Call, and the called party may accept, reject, or ignore the call request. Once the call setup is accepted, the private call is established and both participants may communicate with each other.

Automatic Commencement Private Calls mimic the immediate setup and voice propagation of Group Call operation between two users where the caller initiates an Automatic Commencement Private Call to another user and sends audio without any additional call setup delay beyond Group Calls. If available and able to accept the Private Call from the caller, the callee immediately joins the Private Call and processes the caller's audio.

The MCPTT service shall provide a means by which an MCPTT UE initiates an MCPTT Private Call to any MCPTT User for which the MCPTT UE's current MCPTT User is authorized.

NOTE:
For Off-Network use, only an MCPTT UE within communication range will receive the transmission.

The MCPTT service shall provide a mechanism for an MCPTT User to cancel an MCPTT Private Call prior to its acceptance by the called party.

5.7
MCPTT Priority Requirements

Editor's Note: Common On-Network and Off-Network MCPTT Priority requirements are FFS.

5.8
Call Types Based on Priorities

5.8.1
MCPTT Emergency Group Call Requirements

5.8.2
MCPTT Emergency Group Call Cancellation Requirements

5.8.3
MCPTT Emergency Alert Requirements

The MCPTT service shall support an MCPTT Emergency Alert capability.

The MCPTT service shall provide a means for an authorized user to be able to activate the MCPTT Emergency Alert capability.

The MCPTT Emergency Alert shall contain the following information: location, talker ID and group ID (e.g.current or configured, as appropriate).

The MCPTT Emergency Alert shall be distributed to affiliated members of the group that was used in the MCPTT Emergency Alert.

The MCPTT UE shall maintain knowledge of the MCPTT Emergency State, until cancelled.

Until the MCPTT Emergency State is cancelled on the MCPTT UE, all MCPTT Group call transmissions by the MCPTT User will be an MCPTT Emergency Group Call.

The MCPTT UE shall be configurable as to which group will be used for the emergency communications.

The MCPTT UE shall be able to immediately affiliate to the configured group.

5.8.4
MCPTT Emergency Alert Cancellation Requirements

5.8.5
Imminent Peril Call

5.9
Talker ID

5.10
Personality Management

An MCPTT UE shall be able to support one or more MCPTT subscriptions.

The MCPTT service shall provide a mechanism an MCPTT Administrator and/or authorized user to perform personality provisioning of an MCPTT UE within their authority.

5.11
MCPTT User Profile

5.12
Support for shared and multiple devices

5.13
Location

5.14
Security

The MCPTT service shall provide a means to support confidentiality of all traffic.

The MCPTT service shall support MCPTT subscriptions referenced by MCPTT subscriber identities which shall be globally unique and independent of the mobile subscriber identity (IMSI) assigned by a 3GPP network operator. The MCPTT subscription shall be part of the MCPTT application service domain and shall form the basis of MCPTT application layer security and shall identify an MCPTT User to the MCPTT service.

The MCPTT service shall provide the MCPTT User with a mechanism to perform a single authentication for access to all authorized features.

The MCPTT service shall provide a means by which an authorized MCPTT UE is allowed access to selected MCPTT features prior to MCPTT User authentication.

The MCPTT service shall require authentication of the MCPTT User before service access to all authorized MCPTT features is granted. The MCPTT service features available are based on the authenticated user identity(s). 

Subject to regulatory constraints, the MCPTT service shall provide a means to support confidentiality, message integrity, and source authentication for some information exchanges (e.g.personality management, kill commands) that have the potential to disrupt the operation of the target MCPTT UE.

The MCPTT service shall provide a means to support end-to-end security for all media traffic transmitted between MCPTT UEs. 

End-to-end security shall be supported both within and without network coverage and regardless of whether the traffic is transmitted directly or via the network infrastructure.

Subject to regulatory constraints, the MCPTT service shall provide a cryptographic key management service(s).

The cryptographic key management service(s) shall support both pre-provisioning and over-the-air provisioning of cryptographic keys.

The cryptographic key management service(s) shall ensure that cryptographic keys are confidentiality protected, integrity protected and authenticated when delivered over-the-air.

