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Introduction

Overview
This contribution argues for the deletion of certain proposed requirements TS22.179 Technical Specification Group Services and System Aspects; Mission Critical Push to Talk MCPTT (Release 13) V0.4.1.  The requirements at issue are pursuant to the editor’s note in section 4.4 indicating that “The relationship between the authorizations of UEs vs User is FFS”.
Narrative

On page 49 of the NPSTC Public Safety Broadband High-Level Launch Requirements; Statement of Requirements for FirstNet Consideration (December 2012), public safety strongly advocates for a distinction between UE and User authorization:

“Because public safety is likely to have many situations where equipment will be shared amongst different users...an authentication framework that extends beyond LTE device authentication is required.  This framework must take into consideration that a single user may ...utilize more than one LTE device simultaneously.”

The contributors interpret this paragraph to imply that capabilities within a service (such as the MCPTT service) should authorize capabilities on a user rather than a device basis.  For example, a UE capable of using the MCPTT service (e.g., with a suitable application installed), and suitably authorized (i.e., licensed) to do so should thereafter behave in accordance with the capabilities authorized to the authenticated user of said UE rather that in accordance with authorizations bound to the UE itself.
Within section 4.4 of the TR22.179 V0.4.0, three different words are used to refer to entities that may be authorized:  UE, user, and participant.  The distinction between participant and user appears to be editorial in this section.  But we believe the distinction between UE and User is important when the context is about authorization.  
The mark-ups below remove UE from authorization contexts, while retaining it in other instances not related to authorization.

The following changes are advocated by this contribution:

In the first requirement below, change the language so that the authorization is bound to the current user of the UE rather than to the UE itself.

In the third and fourth requirements below, change the language so that the configuration affects the authorization of users rather than UEs to make private calls.
In the fifth requirement, “Participant” appears to be a synonym for “user” in this requirement.  The changes to the fourth requirement make this requirement redundant.

In the sixth requirement, and in the same vein as the above, the interest as far as 1:1 calls is concerned is whether the requesting user can talk to another user, not to a particular device.

In the seventh and eighth requirements, the communications interest of the querying entity is in being able to place a 1:1 call to a user.  Which UE the user is using is not relevant.  These requirements differ only in the object (UE vs User), so one (the seventh) is redundant.

Finally, we recommend minor editorial changes to the ninth requirement.
>>>>>>>>>>>>>>>>>>>>>>>> Start of changes <<<<<<<<<<<<<<<<<<<<<

4.4 Private (individual; 1-to-1; 1:1) Call
The MCPTT Service shall provide a means by which a UE can make a 1-to-1 PTT transmission to any MCPTT User for which the UE’s current MCPTT User is authorized.


The MCPTT Service shall provide a mechanism for a MCPTT Administrator/Supervisor to configure which MCPTT Users, within their authority, can place a MCPTT Private Call.

The MCPTT Service shall provide a mechanism for a MCPTT Administrator to configure for a particular authorized MCPTT User, a set of MCPTT Users under the same authority to which a MCPTT private call can be made. 


Editor’s Note: The relationship between the authorizations of UEs vs. User is FFS.

The MCPTT Service should provide a mechanism to query whether a particular MCPTT User is present on the network.


The MCPTT Service should provide a mechanism to query whether a particular MCPTT User is capable of participating in a MCPTT Private Call.

Editor’s Note: Potential privacy issues should be considered FFS.

The MCPTT Service shall provide a mechanism (aka MCPTT Private Call callback request) for the calling party of a MCPTT Private Call to request that the called party (at earliest convenience) place a call to the calling party.

The MCPTT Service shall provide a UE receiving a MCPTT Private Call callback request with an indication of which MCPTT User called and when.

>>>>>>>>>>>>>>>>>>>>>>>> End of changes <<<<<<<<<<<<<<<<<<<<<
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