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Abstract: A list of requirements common to Off-Network and On-Network.
The following requirements are based on the public safety and TIA TR 8.8 requirements.

There is no ordering associated with these requirements.  The numbers are present to ease the discussion.  These numbers will be removed when added to the TS.  Later all requirements  in the TS will be numbered according to the chair’s updated procedures (S1-140116) used on ProSe TR 22.803

Suggest to add these requirements into the common Off-Network and On-Network section of the draft TS 22.179.
Note 1:  See addtional requirements for common Off-Network and On-Network into SA1 WG Dublin in contributions S1-142051 and S1-142067.

Note 2: Section 7.1 “Overview” in contribution S1-142051 indicates: The following common Off-Network and On-Network MCPTT Requirements apply whether the MCPTT Service is in use Off-Network or On-Network.   MCPTT Requirements specific to the MCPTT Service when operating Off-Network are defined in section 6.0 (See contributions S1-142005, S1-142065 and S1-142066).
7.0 Common Off-Network and On-Network 
7.10 Talker ID

1. The MCPTT Service shall provide a mechanism for the Talker ID of a user to be associated with that user’s authentication.
2. All authorized MCPTT UEs shall provide a configurable capability to display the Talker ID, Alias ID, MCPTT Group, and if available, Public Safety Entity name. 
7.11 Personality Management
1. The MCPTT Service shall provide a mechanism for MCPTT UE personality provisioning by an MCPTT Administrator and/or authorized user.

7.12 
Location 
1. The MCPTT service shall provide for the flexibility to convey future formats of location information.

2. The MCPTT service shall support conveyance of precise location information provided by the MCPTT UE.

3. The MCPTT service shall provide a means for MCPTT Administrators to manage the privacy of location information for MCPTT Users within their authority.

7.13 
Security  

1. The MCPTT service shall provide a means to support confidentiality of all traffic.

2. The MCPTT service shall provide the MCPTT User with a mechanism to perform a single authentication for access to all authorized features.

3. The MCPTT service shall provide a means by which an authorized MCPTT UE is allowed access to selected MCPTT features prior to MCPTT User authentication.

4. The MCPTT service shall require authentication of the MCPTT User before service access to all authorised MCPTT features is granted.  The MCPTT service features available are based on the authenticated user identity(s). 
5. Subject to regulatory constraints, the MCPTT service shall provide a means to support confidentiality, message integrity, and source authentication for some information exchanges (e.g., personality management, kill commands) that have the potential to disrupt the operation of the target UE.
6. The MCPTT service shall provide a means to support end-to-end security for all media traffic transmitted between MCPTT UEs. Such end-to-end security shall be supported both within and without network coverage and regardless of whether the traffic is transmitted directly or via the network infrastructure.
7. Subject to regulatory constraints, the MCPTT service shall provide a cryptographic key management service(s). 

8. The cryptographic key management service(s) shall support both pre-provisioning and over-the-air provisioning of cryptographic keys.

9. The cryptographic key management service(s) shall ensure that cryptographic keys are confidentiality protected, integrity protected and authenticated when delivered over-the-air.

7.14 Other
7.14.1 Interactions between MCPTT Group and MCPTT Private
1. The MCPTT Service shall allow an MCPTT UE to be receiving or transmitting in one MCPTT Group call while simultaneously receiving transmissions from an MCPTT private call.

2. The MCPTT Service shall allow an MCPTT UE to be receiving or transmitting in one MCPTT private call while simultaneously receiving transmissions from other MCPTT group calls.
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