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1. Overall Description:
SA1 have received the attached LS in S1-134089 from GSMA Signalling Security Group (SIGSG) asking for a solution to prevent fraud being perpetrated by roamers in countries where an open SMSC is available and is used by the roamer instead of the HPLMN SMSC.
Currently to prevent this type of SMSC fraud the barring program “BOICexHC” from 22.088 is being used that limits subscribers to use either a home country SMSC or a visited country SMSC.

This mechanism has turned out to be insufficient as subscribers can still use an open SMSC in the visited or home country. 
As fraud is serious issue  a solution is required from release 11 SA1 have provided a CR to 22.088 making use of BOICexHC to prevent this type of SMSC fraud at least for the visited country SMSC scenario. SA1 feels that this is a short term solution

However, , SA1 is interested in a complete  mechanisms that  will allow operators to restrict subscribers to a certain, home operator defined SMSC. ,
SA1 welcomes CT comments on the short term solution and input towards the complete solutions to prevent SMSC fraud 
2. Actions:

To CT1, CT3, CT4 groups.
ACTION:
SA1 Kindly invites CT groups to provide feedback on the mechanism that will help operators to prevent this fraud from taking place:
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