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Abstract: This contribution discusses work already conducted by 3GPP in the area of Resilient E-UTRAN Operation. This analysis concludes that the requirements of Resilient E-UTRAN Operation are not fully addressed by current specifications.
1  Introduction

A study on Resilient E-UTRAN Operation was agreed at SA#60 [1].  With the study now beginning in SA1 it is important to understand the areas of network resiliency that have already been undertaken in 3GPP and furthermore to understand if that work is applicable to the scope of the study. In order to address this question the present contribution uses as a starting point 3GPP’s work on Self Organising Networks (SON).
2  Review of 3GPP activities
This section explores the work undertaken by 3GPP in the area of Resilient E-UTRAN Operation; the starting point being the work on SON. SON has been covered in Work Items in both RAN and SA. A SON WID was completed in RAN [2] with a corresponding SA WID in [3].

From the RAN perspective, self-configuring and self-optimizing network (SON) use cases and solutions are presented in the RAN3 document in TR 36.902 [4]. These use cases and solutions form the basis for the stage 2 work in the RAN2 document TS 36.300 [5], in which a description of the support of self-configuration and self-optimisation is presented. Further work entitled Study on Next Generation SON for UTRA and LTE is contained in the RAN3 document TR 37.822 [6]. The latest version of the TR is contained in [7] and explains that SON enhancements may be necessary for the interoperability of the existing features as well as for the new features and new deployments considered in Release 12.
From the SA perspective, self-healing is added to the self-configuration and self-optimisation functions of SON where OA&M support is provided for the activities in RAN. The SA5 document TS 32.541 [8] relates to Telecommunication management of Self-Organizing Networks (SON).
In summary SON can be considered to be composed of three distinct areas:

1. Self-configuration
2. Self-optimisation
3. Self-healing
The Self-configuration stage 2 description in TS 36.300 [5] comprises support for:
· Dynamic configuration of the S1-MME interface

· Dynamic configuration of the X2 interface

· Automatic Neighbour Relation (ANR) function

· Transport Network Layer (TNL) address discovery (via UE and MME)

· Physical Layer Cell Identity (PCI) selection

The Self-optimisation stage 2 description in TS 36.300 [5] comprises support for:
· Mobility load balancing

· Mobility robustness optimisation

· RACH optimisation

· Energy Saving

· Radio link failure reporting

The Self-healing description in 32.541 [8] states that the purpose of self-healing is to solve or mitigate the faults which could be solved automatically by triggering appropriate recovery actions. Furthermore the ‘concepts and background’ clause states:

“The trigger of Self-healing can be an alarm. In this case, the Self-healing functionality monitors the alarms, and when it finds alarm/s which could be solved automatically, it gathers more necessary information (e.g. measurements, testing result, etc) and does deep analysis, and then according to the analysis result, if necessary, it triggers appropriate recovery actions to solve the fault automatically.
For some Self-healing functions which are located in NEs [Network Elements] and require more rapid response, the trigger of Self-healing can be the detection of a fault. Hence, when a fault is detected, an appropriate Self-healing Process will be triggered to try to heal the fault automatically.
The Self-healing functionality also monitors the execution of the recovery action/s and decides the next step accordingly. After a Self-healing procedure ended, the Self-healing functionality shall generate and forward appropriate notifications to inform the IRPManager about the Self-healing result and all the information of the performed recovery actions may be logged.”
Observation: Following review of the Resilient E-UTRAN Operation WID [1] it is apparent that the self-healing aspect of SON is most suited to network resiliency; self-configuration and self-optimisation less so. However the implication for self-healing is that a controlling entity (OSS/OA&M) is assumed to be available to provide the desired self-healing behaviours to the part of the network that retains connectivity. Resilient E-UTRAN Operation is also required to maintain service in the area of the network that is no longer connected to the EPC.
3  A Liaison Statement from SA1 on Resilient E-UTRAN Operation
SA1 sent an Liaison Statement to RAN3 and CT4 at SA1#61 (Prague, January 2013) [10] enquiring about the current scope and status of resilience and restoration work relating to network node failures and loss of connectivity to nodes within the scope of CT4 and RAN3.

The reply Liaison Statement from RAN3 [11] provided the following information:

“Features specified for Network resilience purposes:

1) SCTP- Multi-homing (redundancy in the transport layer) makes control plane protocols on RAN3 responsibility, resilient to loss of interface connectivity. (sic)
2) S1-Flex increases robustness against MME and S-GW failures by enabling connection to a pool of MMEs and S-GWs (EPC node redundancy).

RAN3 have specified a number of self-configuration and self-optimisation features in the radio access network which may help with restoration of failed nodes and network resilience but these functions had not been designed for this purpose.”

The reply Liaison Statement from CT4 [12] provided the following:

“CT4 thanks SA1 for their LS on Network Resilience for Public Safety communications and would like to provide the scope and the status of the work within CT4.

For Rel-11 CT4 finished the work on EPC node restoration procedures which includes the following nodes: the MME/S4-SGSN, the S-/P-GW and the PCRF and these procedures are documented in 3GPP TS 23.007. 

Currently CT4 is working on the restoration procedures for eMBMS for Rel-12 to restore the MBMS services upon a failure/restart of the MCE, MME/S4-SGSN, MBMS GW or BM-SC or a failure to any interface between these nodes.”
Observation: In response to SA1’s LS both RAN3 and CT4 have indicated that their respective work to date may assist SA1’s work on Resilient E-UTRAN Operation but is unlikely to address all the objectives of the feasibility study [1].
4  Discussion and text proposal
This document has reviewed 3GPP’s activities that are most closely related to Resilient E-UTRAN Operation. In addition a recent LS from SA1 to RAN3 and CT4, and the respective responses, has been considered. It is concluded that SON, as specified by 3GPP, does not fully address the requirements of Resilient E-UTRAN Operation. The discussion in [9] provides a comprehensive view on the scope of the problems that need to be addressed as part of the feasibility study [1].
SA1 is requested to consider the inclusion of the following text in TR22.897 [13] describing related 3GPP activities and concluding that further work is required to fully address the requirements of Resilient E-UTRAN Operation.
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4.x
Review of 3GPP activities

The present section explores the work undertaken by 3GPP in the area of Resilient E-UTRAN Operation; the starting point being the work on SON (Self Organising Network). SON has been covered in Work Items in both RAN and SA. A SON WID was completed in RAN [3] with a corresponding SA WID in [4].

From the RAN perspective, self-configuring and self-optimizing network (SON) use cases and solutions are presented in the RAN3 document in TR 36.902 [5]. These use cases and solutions form the basis for the stage 2 work in the RAN2 document TS 36.300 [6], in which a description of the support of self-configuration and self-optimisation is presented. Further work entitled Study on Next Generation SON for UTRA and LTE is contained in the RAN3 document TR 37.822 [7]. This work considers that SON enhancements may be necessary for the interoperability of the existing features as well as for the new features and new deployments considered in Release 12.
From the SA perspective, self-healing is added to the self-configuration and self-optimisation functions of SON where OA&M support is provided for the activities in RAN. The SA5 document TS 32.541 [8] contains Telecommunication management of Self-Organizing Networks (SON).
In summary SON can be considered to be composed of three distinct areas:

4. Self-configuration

5. Self-optimisation

6. Self-healing

The Self-configuration stage 2 description in TS 36.300 [6] comprises support for:

· Dynamic configuration of the S1-MME interface

· Dynamic configuration of the X2 interface

· Automatic Neighbour Relation (ANR) function

· Transport Network Layer (TNL) address discovery (via UE and MME)

· Physical Layer Cell Identity (PCI) selection

The Self-optimisation stage 2 description in TS 36.300 [6] comprises support for:

· Mobility load balancing

· Mobility robustness optimisation

· RACH optimisation

· Energy Saving

· Radio link failure reporting

The Self-healing description in 32.541 [8] states that the purpose of self-healing is to solve or mitigate the faults which could be solved automatically by triggering appropriate recovery actions. Furthermore the ‘concepts and background’ clause states:

“The trigger of Self-healing can be an alarm. In this case, the Self-healing functionality monitors the alarms, and when it finds alarm/s which could be solved automatically, it gathers more necessary information (e.g. measurements, testing result, etc) and does deep analysis, and then according to the analysis result, if necessary, it triggers appropriate recovery actions to solve the fault automatically.

For some Self-healing functions which are located in NEs [Network Elements] and require more rapid response, the trigger of Self-healing can be the detection of a fault. Hence, when a fault is detected, an appropriate Self-healing Process will be triggered to try to heal the fault automatically.

The Self-healing functionality also monitors the execution of the recovery action/s and decides the next step accordingly. After a Self-healing procedure ended, the Self-healing functionality shall generate and forward appropriate notifications to inform the IRPManager about the Self-healing result and all the information of the performed recovery actions may be logged.”
Observation: Following review of the Resilient E-UTRAN Operation WID [2] it is apparent that the self-healing aspect of SON is most suited to network resiliency; self-configuration and self-optimisation less so. However the implication for self-healing is that a controlling entity (OSS/OA&M) is assumed to be available to provide the desired self-healing behaviours to the part of the network that retains connectivity. Resilient E-UTRAN Operation is also required to maintain service in the area of the network that is no longer connected to the EPC.
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