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Purpose
This contribution sets out the reasoning behind the current working assumption in WG4 that the PMR-TETRA application holds the intelligence related to group related functions in a broadband environment.  This is provided to 3GPP SA1 for consideration in the allocation of functionality between network and application for GCSE services.
The WG4 approach
The current WG4 approach is to carry out all of the functions relating to group identity, group mobility, group resource management and group call control in the ‘TETRA application’.  The underlying LTE network will provide bearer services for both unicast and multicast to support this (subject to the satisfactory completion of the GCSE work item in 3GPP).  This is illustrated in the figure below:
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Figure 1: PTT application over LTE network bearers
Handset mobility will continue to be provided by the underlying network.  The TETRA application does not change this.  The TETRA application will receive location information at cell or MBSFN (or equivalent)  broadcast area level from the network, and will use this to decide which handsets to place onto a broadcast channel to receive application specific group call information.  This concept does not seem to be greatly different from the many existing location aware applications already on the market carried over 3GPP networks for functions such as mapping, navigation, discovery of local services and amenities, and so on – many of which already provide location information according to serving cell site if GPS location is not enabled
.
We think that embedding the group mobility and group call functionality in the core 3GPP network will have a number of disadvantages.  From a standards perspective, the concept of managing a group and the dynamically changing relationship between a group and its members would need a new set of functionality in the 3GPP network:

· The group identity structure would need to be defined
· Signalling would need to be introduced to signify group membership and group attachment

· Mobility management would need to introduce a group tracking function, and this would need to be to a greater level of detail than 3GPP networks currently perform for individual UEs, possibly down to cell level.

3GPP networks currently only track subscribers to within a number of cells (a registration area), and page the UE when a transaction is needed.   A group call cannot spare the time to page subscribers at the start of call if user performance requirements are to be fulfilled, and typical TETRA networks micromanage group mobility to a cell level,such that the network ‘knows’ where the members are when the call is placed.  

Resource management in an existing TETRA network is more specialised than within a current 3GPP network.  The resource management is heavily bound into the call processing procedures for group calls and considers resources for all group members on all of their serving cells.  When a group call is requested, the network has to:

· Identify the cells needed to carry the call

· Check for resource availability on those cells, and use this to modify the next call processing steps:

· If resources are not available on all cells, a decision can be taken whether to proceed on some cells, but not others; busy cells can be earmarked for inclusion when resources permit;

· If the decision is not to proceed until more resources are available, queuing related signalling is sent to the initiator and potentially call recipients; resources can be reserved where available; target group members may need to be ‘reserved’ for when the call can complete
· If the call is queued, call queue maintenance signalling may need to be sent until the call is completed

· Consider user and group priority in assigning resources to calls; and in determining talking party; and managing conflicts in resource demands according to a priority algorithm.
· Take all decisions relating to resource management and send all signalling within the 300msec user expectation time.

· During the call, send call maintenance signalling, and if users move between cells during the call, perform restoration signalling

· Manage the call states and conflicts if resource ceases to be available for one or more members during the call (e.g. user moves to busy cell, or call is pre-empted in a cell).

Note that the TETRA call control service and CMCE protocol in the TETRA standard (clauses 11 and 14) total 116 pages: it would be likely that a similar length document would need to be created to write this protocol into a 3GPP standard.  Additional parts of MM and group call related supplementary services (priority and pre-emptive priority, late entry, talking party identity etc) would also need to be recreated in the 3GPP standard set.   This is likely to be tens of man years of work.
Whereas the service provided by 3GPP would be a multicast IP broadcast rather than a group voice call in the traditional sense as used in TETRA, and will support various sorts of multimedia as well as voice, the aspects of group tracking and resource management equally apply in an IP environment as they do in a traditional circuit switched voice environment.  
Alternatively, it would be possible to allow the PMR application to manage the group call, but to rely on the 3GPP network to provide resources to the group members at their various serving cells, and manage their mobility.  However a detailed flow of information would need to pass between the 3GPP network and the application concerning resource and group member availability, and this may need to be sent on a group member by group member basis as some members may be more important than others.  This information would interact with the call processing steps and call states in the application.  The information flow would probably be more complex than if the application managed the call and resources in their entirety, and would probably have a negative impact on call performance.

Additionally, if both the 3GPP network and the application had to make priority or resource related decisions, there would be the danger of conflicting of information or conflicting behaviour in managing the call.
Users are also sensitive to the visibility of group identities over the air interface, and even within the network.  They can be more sensitive to the group identity in use than to their individual identities, as group membership can indicate what they are currently doing.  If the group identity structure is standardised within 3GPP, the identity would need to be encrypted in some way to avoid vulnerability to traffic analysis. TETRA provides an identity encryption scheme with a shared encryption key: it is likely that a similar facility would be needed in the 3GPP standards.  If the application is entirely responsible for groups, a VPN can be used to hide those identities, such that an eavesdropper would only be aware of a broadcast channel, and would have no idea of the contents.  3GPP defined identifiers in this case could be restricted to identifying a broadcast channel.
Commercially, we would also be concerned that few 3GPP network suppliers would be interested in implementing the hundreds of man years of work necessary to serve this relatively small market, when they could be investing for the consumer mass market.  This is likely to restrict infrastructure competition (and could limit the availability on many networks).  We would also be concerned that if the group management function was embedded in new 3GPP protocols, they would also need to be implemented in terminals (possibly at the chip set level) and this could lead to availability issues in terminals.  We therefore believe that changing 3GPP networks and terminals as little as possible gives the best chance of competitive solutions being available within a reasonable timeframe.  Whereas commercial issues are not the primary considerations in a technical working group such as WG4, we believe they also are necessary to consider for guidance towards the best technical solution.
� An example is the open source mapping application for Android, OSMAND, which will graphically indicate the terminal location according to the serving or nearby cell site(s).





