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3GPP™ Work Item Description

For guidance, see 3GPP Working Procedures, article 39; and 3GPP TR 21.900.
Title * : Public Safety and Critical Communications support
Acronym * : PubS
Unique identifier *

1
3GPP Work Area *
	X
	Radio Access

	X
	Core Network

	X
	Services


2
Classification of WI and linked work items
2.0
Primary classification *
This work item is a … *
	
	Study Item (go to 2.1)

	X
	Feature (go to 2.2)

	
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)


2.1
Study Item

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.

2.2
Feature
	Related Study Item or Feature (if any) *

	Unique ID
	Title
	Nature of relationship

	
	 ProSe
	This  Public Safety Umbrella WID relies on the ProSe WID for the  ProSE discovery and communications component. 


	560020
	GCSE_LTE
	Includes communication within a group of UEs using GCSE_LTE and/or ProSe, Emergency Group Call capability, and ambient listening.


Go to §3.

2.3
Building Block

	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	
	
	


This work item is … *
	X
	Stage 1 (go to 2.3.1)

	
	Stage 2 (go to 2.3.2)

	
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)


2.3.1

Stage 1

	Source of external requirements (if any) *

	Organization
	Document
	Remarks

	TCCA CCBG System Architecture Group
	SP-120457 


	Liaison Statement to SA1 with Use Cases relevant for the Critical Communication Community, including Emergency Communication, interoperability with legacy systems, and ability for the dispatcher to listen with or without the user’s knowledge.

	ETSI TC TETRA
	S1-121247
	Liaison statement to SA1 including requirements for direct mode and group call, including fast call setup, priority, pre-emption, security, encryption, etc. 


Go to §3.

2.3.2

Stage 2  *
	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	
	
	



If no identified source of stage 1 information, justify: * 
Go to §3.

2.3.3

Stage 3 *
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	
	
	


	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other justification

	TS or CR(s)

Or external document
	Clause
	Remarks

	
	
	



If no identified source of stage 2 information, justify: * 

Go to §3.

2.3.4

Test spec *
	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.

2.3.5

Other *
	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.

2.4

Work task *
	Parent Building Block

	Unique ID
	Title
	TS

	
	
	


3
Justification *
Many national and international Public Safety organisations have endorsed or are considering LTE as the next generation technology either to augment their existing systems, or to provide a future migration path.

Sources of input requirements for an LTE Public safety system include, but are not limited to:

· The work of the National Public Safety Telecommunications Council (NPSTC), an organisation whose membership include all the major public safety organisations in the US;
· The TETRA and Critical Communications Association (TCCA), who are considering LTE for critical communications with similar requirements they expressed in their initial communication in S1-121247.

· The Association of Public safety Communications Officials (APCO) Global Alliance who have also endorsed LTE as the technology of choice for public safety communications worldwide. 

· ETSI TR 102 628: Land Mobile Service; Additional spectrum requirements for future Public Safety and Security (PSS) wireless communication systems in the UHF frequency range.

The needs of these communities are wide-ranging and cover the following scenarios and more:

· Communication between officers at the scene of an incident where there is no network coverage, including use of relays
· Communication within a group of officers based on e.g. government organisation or geographical areas

· High degree of network availability and resilience, e.g. priority access and pre-emption

· Communication with high-speed vehicles 

· Communication between aircraft and ground-based personnel

· Emergency or covert operation modes 

· Interoperability with existing public safety networks and devices
In order that 3GPP adequately addresses the needs of the public safety community, the above functionalities need to be supported in LTE and the EPS.

4
Objective *
This work item will specify requirements for E-UTRA voice, video, and data communication between UEs authorised for Public Safety use as for regional regulation, and limited to specific public-safety constraints. The following items have been identified; 
1)
Communication within a group of UEs using GCSE_LTE and/or ProSe, including an Emergency Group Call capability, and the ability for the dispatcher or other authorised user to listen to a user’s communications either with or without the user’s knowledge (all already covered by GCSE_LTE).
2)
Communication with UEs in aircraft at up to 3000m altitude;

3)
Communication with UEs at up to 500 km/h (e.g. high speed trains and aircraft), including the case where the eNodeB antenna is located adjacent to the high speed railway;
4)
UE operation in receive-only mode;
5)
Resilient basestation/network, including locally routed eNodeB traffic with no S1 interface, Rapid dynamic reconfiguration of the system, and low latency/high availability/fast authentication.
6)
Ability for UEs to communicate (voice and narrowband data) with legacy public safety devices;

7)
Priority and pre-emption service requirements not already captured in TS 22.153 (MPS) or TS 22.067 (eMLPP).

8) ProSe discovery and communication for public safety and critical communications users, subject to regional regulation and operator  policy, and limited to specific public-safety constraints, including presence, group communication, broadcast services, relay, considering continuous network control, regulatory and charging requirements, as identified in the related WID (all covered by ProSe).

5
Service Aspects

None.
6
MMI-Aspects

None.
7
Charging Aspects

None.
8
Security Aspects

None.
9
Impacts *
	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	X
	X
	X
	X

	No
	
	
	
	
	

	Don't know
	X
	
	
	
	


10
Expected Output and Time scale *
	New specifications *
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	Affected existing specifications *
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.468
	
	Group Communication System Enablers for LTE
	SA#59 (Mar 2013)
	

	22.278
	
	Requirements for Public Safety and Critical Communications.
	SA#59 (Mar 2013)
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


11

Work item rapporteur(s) *
SA1: Adrian Neal (adrian.neal@vodafone.com)
12

Work item leadership *
SA1
13

Supporting Individual Members *
	Supporting IM name

	Vodafone

	Ericsson

	EADS

	General Dynamics Broadband UK

	Huawei

	Nokia Siemens Networks

	Orange

	Telecom Italia

	Telefonica

	Thales


