3GPP TSG-SA WG1 Meeting #60
S1-124393
Edinburg, UK, 12-16 November 2012

Title:

ProSe 5.2.2. [pr.5.2.2-54] User policy for PS can bypass MNO policy
Ag. Item:       9.2/ ProSe

Source:
Huawei, Telecom Italia
Contact:
Laurence.meriau@huawei.com 
1. Introduction
Current Public Safety UE requirement regarding Discovery activation/deactivation seems to propose that PS UEs can bypass the MNO policy, i.e. that even if the MNO preference is to not activate discovery, PS UEs can nevertheless activate it. 
If this is correct, it is proposed to clarify this need and clarify that this requirement does not apply to non-PS UEs which shall always follow MNO policy.

2 Discussion
Currently, TR section 5.2.2 indicates:

·  [pr.5.2.2-54] A user of a ProSe-enabled public safety UE shall be able to activate or deactivate the UE’s ProSe Discovery feature while under network coverage
This requirement seems in line with the requirements in “Restricted ProSe discovery” section that applies to non-Public Safety UEs:

· [pr.5.1.1-3] Policy and user choice can set the ProSe feature to enable a UE:

· …
· to disable to be discoverable by other UEs and the discovery of other UEs.
Nevertheless, for this requirement for non-PS UE, the operator’s policy also applies. For PS UEs, one difference seems to be the need that the PS end-user shall be able to bypass the operator’s policy, even when the UE is under MNO network coverage, as soon as it uses specific spectrum.
Our understanding or requirements for Public Safety is that:

· When UE is out of network coverage, the discovery can be activate/deactivated by the PS UE itself as there is no Network coverage, so no network action possible

· When UE is under network coverage, the network policy can be taken into account but the discovery activation/deactivation can also be decided by the UE if the UE is using specific PS spectrum and this can overlap the MNO policy.

· For non public safety UEs (with Prose service only under network coverage): the network policy to deactivate discovery should not be overwritten by a UE as the SID scope clearly indicates that a continuous network control is needed, to ensure network resources are correctly used.
3 Proposal
************************** START OF CHANGES *************************
5.1.1.5
Potential Requirements

General

[pr.5.1.1-1] Based on operator policy and user choice, the proximity of two ProSe-enabled UEs shall be determinable; for example, using direct radio signals or via the operator network. 

[pr.5.1.1-2] A discovering UE shall be able to determine whether or not a discovered UE is useful to it.
Editor’s Note: Role of the user, application and operator in such determination is FFS.
[pr.5.1.1-3] Network Policy and user choice can set the ProSe feature to enable a UE:

-
to discover other UEs in its proximity but not be discoverable;

-
to be discoverable by other UEs but not be able to discover other UEs in its proximity;

-
to discover other UEs in its proximity and be discoverable by other UEs;

-
to disable to be discoverable by other UEs and the discovery of other UEs.
Network policy disabling individual ProSe features shall override any user choice. 
[pr.5.1.1-4] ProSe Discovery shall support a minimum of three range classes – for example short, medium and maximum range.

[pr.5.1.1-5] The operator shall be able to authorize per subscription which range classes ProSe Discovery is allowed to use.

[pr.5.1.1-6] An application can request to use a certain ProSe Discovery range class.
[pr.5.1.1-7] The impact of ProSe Discovery on battery consumption should be minimized at a level that is sufficient for the service and does not impact the user experience of using the UE.

[pr.5.1.1-8] Subject to user and operator settings, a ProSe-enabled UE shall be discoverable only by other UEs in proximity that are explicitly permitted by the discoverable UE. 

[pr.5.1.1-9] ProSe shall allow the simultaneous operation of applications on a UE, ensuring that ProSe discovery info is only available to applications that were specifically authorized.

[pr.5.1.1-10] An operator shall be able to authorize the use of ProSe Discovery information by an application.
[pr.5.1.1-11] A user shall be able to allow the use of ProSe Discovery information by an application.
ProSe Feature Authorization

[pr.5.1.1-12] The operator shall be able to turn on or off the ProSe Discovery feature in its network.

[pr.5.1.1-13] The operator shall be able to authorize discovery operations for each individual UE.

[pr.5.1.1-14] The operator shall be able to authorize the ability of a UE to be discoverable by other UEs. 

[pr.5.1.1-15] The operator shall be able to authorize the ability of a UE to discover other UEs. 

Charging

[pr.5.1.1-16] The operator shall be able to charge for ProSe Discovery features including: 

-
the ability for a UE to be discoverable including the range class;

-
the ability to discover other UEs; 

-
the event of discovering a UE. 

Editor’s Note: Handle Privacy issues

************************** NEXT CHANGES *************************
5.2.2.5 
Potential Requirements

[pr.5.2.2-53] A ProSe-enabled public safety UE with ProSe Discovery enabled and configured to discover other public safety UEs shall be able to discover other discoverable public safety UEs, under network coverage.

Note: A network operator can provide additional services for public safety UEs that are under network coverage, such as providing accurate location information through GPS data.

[pr.5.2.2-54] A user of a ProSe-enabled public safety UE shall be able to activate or deactivate the UE’s ProSe Discovery feature while under network coverage if allowed by the operator.
************************** END OF CHANGES *************************

