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	Having completed TR 22.805 (Feasibility study on user plane congestion management) and in accordance with the WID for normative stage 1 (SP-120545) approved at SA #57, stage 1 requirements are being added to TS22.101 to enable stage 2 and stage 3 work.
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Discussion

The contribution (CR) is constructed on top of S1-124092.  Each of the few areas where there was no consensus agreement among companies participating in the e-mail discussion is briefly discussed below.

Item X.2 g:  Policy
The objective of rewording this requirement from the statement in S1-124092 is to avoid the impression that two different policies are required, one when there is congestion, the other when there is none.  If there are policy rules that optimise network performance in absence of congestion, as well as when there is congestion, they should be preferred in meeting the objectives of UPCON.  Aside from that small deviation, the essence of the requirement is unchanged.
Items X.5 b and c:  Unattended Data 
The problem with requirement b is that it does not state the purpose of informing the network of the nature of the service request.  We therefore suggest the following re-wording:
“The system may apply different QoS depending on whether service request is for Unattended Data Traffic or Attended Data Traffic.”
The reason for changing “network” to “system” in item c is because bearer establishment requests stem from the UEs service requests.  Hence the role of UE is indispensable here.  SA1 should not make the judgment otherwise.  This change is rather small, and “system” does not automatically encompass UE, so if there are Stage 2 solutions which somehow do not involve the UE, they would not be barred by the proposed wording.
In summary, any classification of data to Attended and Unattended must by definition involve the UE, since “attendance” refers to User attending the UE.

***** FIRST CHANGE *****

3.1
Definitions

3GPP SSO Authentication: Authentication performed between an SSO-capable UE and 3GPP SSO Identity Provider using Operator-controlled credentials and without requiring user involvement.
3GPP SSO Identity Provider: An entity that maintains Operator-controlled identity and credential information for a user, performs 3GPP SSO Authentication, and asserts the user’s identity to a Data Application Provider.
3rd Party SSO Identity Provider: An entity that maintains identity and credential information (that is not Operator-controlled) for a user, performs authentication, and asserts the user’s identity to a Data Application Provider.

Attended Data Traffic: Data traffic of which the user is aware he/she initiated, e.g. based on the screen/keypad lock being deactivated, length of time since the UE last received any input from the user, known type of application (e.g. an application monitoring a user's health – "mHealth" – which may need its data always treated as Attended Data Traffic.)
eCall:
A manually or automatically initiated emergency call,(TS12) from a vehicle, supplemented with a minimum set of  emergency related data (MSD), as defined under the EU Commission’s eSafety initiative.

Data Application Provider: An entity that offers data application services to users (e.g., over the public Internet). The data applications can be browser or non-browser based services.
IMS Centralized Services: The provision of communication services wherein services and service control are based on IMS mechanisms and enablers, and support is provided for a diversity of access networks (including CS domain and IP based, wireless and wireline), and for service continuity between access networks.

MSD:  The Minimum Set of Data [46] forming the data component of an eCall sent from a vehicle to a Public Safety Answering Point or other designated emergency call centre. The MSD has a maximum size of 140 bytes and includes, for example, vehicle identity, location information and time-stamp.

SSO Provider: An entity that provides SSO Service. The SSO Provider enables a user to authenticate to an IdP and thereby to have their identity asserted to a DAP. Each data application, whether provided by different DAPs or the same DAP, may have its own policy regarding authentication. In the 3GPP SSO Service, the SSO Provider is the 3GPP Operator.
SSO Service: A service in which the user of a data application is authenticated once, and as a result of that authentication is provided with seamless and transparent access to multiple data applications offered by one or more Data Application Providers.
SSO Local User Authentication: Authentication performed by the UE that establishes the presence of the registered user of the data application by requiring input which only the registered user would be able to provide.
Unattended Data Traffic: Data traffic of which the user is unaware he/she initiated, e.g. based on the screen/keypad lock being activated, length of time since the UE last received any input from the user, known type of app (e.g. an application monitoring a user's health – "mHealth" – may need its data never treated as Unattended Data Traffic.)
Further definitions are given in 3GPP TR 21.905 [29].

3.2
Abbreviations

For the purposes of this TS, the following abbreviations apply:

DAP
Data Application Provider

IdP
Identity Provider

IVS
In Vehicle System (eCall terminal and associated sub-systems in vehicle)

ME
Mobile Equipment

OTT
Over The Top

PC
Personal Computer

SSO
Single Sign-On

Further abbreviations are given in 3GPP TR 21.905 [29].

***** END OF FIRST CHANGE *****

***** SECOND CHANGE *****

X
User plane congestion management
X.1
Introduction

RAN user plane congestion, in the context of this clause, is considered to be congestion that affects the user plane, which may last for a few seconds, a few minutes, or a few hours due to arrival of new active users, increase of communication intensity of existing users, the radio environment changing, the mobile user changing location, and other reasons. A short-duration burst of user plane traffic should not be identified as RAN congestion.

X.2
General

a)
The network shall be able to detect RAN user plane congestion onset and abatement. Mechanisms to cope with RAN user plane congestions should be responsive to rapid changes in the level of congestion.

b)
The network shall be able to identify whether or not an active UE is in a RAN user plane congested cell.

c)
The network shall be able to configure or provision and enforce policy rules to best deal with RAN user plane congestion.

d)
The system shall be able to support different charging policies based on RAN user plane congestion status.
e)
The system should react in a timely manner to manage a RAN user plane congestion situation, i.e. that the measures taken become effective to promptly help resolve the RAN user plane congestion.

f)
The signalling overhead caused by RAN user plane congestion management solutions in the system shall be minimized.
g)
The network shall be able to take into consideration the subscriber's profile when taking QoS policy decisions to cope with user plane traffic congestion.
X.3
Prioritizing traffic

a)
The network shall be able to identify, differentiate and prioritize traffic from different applications in order to provide these applications with appropriate service quality based on RAN user plane congestion status, taking user related information and content type into account.
NOTE 1:
The applications may include social networking, OTT video, blogging, internet games, FTP, software patches and updates, non real time services, etc.

b)
According to operator policy, during RAN user plane congestion the operator shall be able to select the communications which require preferential treatment and allocate sufficient resources for such communications in order to provide these services with appropriate service quality.

c)
According to operator policy, the network shall be able to select specific users (e.g. heavy users, roaming users, etc.) and adjust the QoS of existing connections/flows and apply relevant policies to new connections/flows depending on the RAN user plane congestion status and the subscriber's profile.

NOTE 2:
Preferably, connections/flows should be adjusted such that the user experience is not negatively affected.

X.4
Reducing traffic

a)
Based on RAN congestion status and according to operator policy, the network shall be able to reduce the user plane traffic load (e.g. by compressing images or by adaptation for streaming applications) taking into account UE related information (e.g. UE capabilities, subscription).
b) 
The network shall be able to instruct the UE to renegotiate the communication media parameters of real-time communications so that they consume less bandwidth (e.g. a lower bit rate and/or a different codec).

c)
The system shall be able to distinguish between different media involved in the communication (e.g. media for voice and media for video portions) and in case of RAN user plane congestion (re-)negotiate each media separately to consume less bandwidth.

d)
According to operator policy, the network shall be able to select specific applications and control the data rate of the identified applications based on RAN user plane congestion status, at the same time taking into consideration user related information (e.g. a "platinum" subscription user should have good experience even if experiencing congestion) and content type (e.g., text vs. image).

NOTE:
Any use of application identification should consider the impact on Multi-Operator Core Network (MOCN) partner(s) gaining information on the use of the network by the other MOCN partner(s).

X.5
Limiting traffic

a)
The network shall be able to limit traffic from operator-controlled and/or third-party services based on RAN user plane congestion status for a UE, e.g. to defer Push services based on the RAN congestion status and operator policy.

b)
The system may apply different QoS depending on whether service request is for Unattended Data Traffic or Attended Data Traffic.
c)
The systemshall be able to prohibit or delay all or a particular selection of IP bearer service (re-)establishment requests for Unattended Data Traffic.

***** END OF CHANGES *****
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